EMPLEYMENT VERIFICATION

Challenges Exist in Implementing a Mandatory Electronic Employment Verification System

What GAO Found

A mandatory E-Verify program would necessitate an increased capacity at both U.S. Citizenship and Immigration Services (USCIS) and SSA to accommodate the estimated 7.4 million employers in the United States. According to USCIS, as of April 2008, more than 61,000 employers have registered for E-Verify, and about half are active users. Although DHS has not prepared official cost figures, USCIS officials estimated that a mandatory E-Verify program could cost a total of about $765 million for fiscal years 2009 through 2012 if only newly hired employees are queried through the program and about $838 million over the same 4-year period if both newly hired and current employees are queried. USCIS has estimated that it would need additional staff for a mandatory E-Verify program, but was not yet able to provide estimates for its staffing needs. SSA has estimated that implementation of a mandatory E-Verify program would cost a total of about $281 million and require hiring 700 new employees for a total of 2,325 additional workyears for fiscal years 2009 through 2013.

USCIS and SSA are exploring options to reduce delays and improve efficiency in the E-Verify process. The majority of E-Verify queries entered by employers—about 92 percent—confirm within seconds that the employee is work-authorized. About 7 percent of the queries cannot be immediately confirmed as work authorized by SSA, and about 1 percent cannot be immediately confirmed as work authorized by USCIS because employees’ information queried through the system does not match information in SSA or DHS databases. The majority of SSA erroneous tentative nonconfirmations occur because employees’ citizenship or other information, such as name changes, is not up to date in the SSA database, generally because individuals do not request that SSA make these updates. USCIS and SSA are planning to implement initiatives to help address these weaknesses and reduce delays.

E-Verify may help employers detect fraudulent documents thereby reducing such fraud, but it cannot yet fully address identity fraud issues, for example when employees present genuine documents that may be stolen. USCIS has added a photograph screening tool to E-Verify through which an employer verifies the authenticity of certain documents, such as an employment authorization document, by matching the photograph on the document with the photograph in DHS databases. USCIS is exploring options to expand this tool to include other forms of documentation, such as passports, with databases that store photographic information, but these efforts are in the planning stages and require decisions about data sharing and privacy issues.

E-Verify is vulnerable to acts of employer fraud and misuse, such as employers limiting employees’ pay during the E-Verify process. USCIS has added a photograph screening tool to E-Verify through which an employer verifies the authenticity of certain documents, such as an employment authorization document, by matching the photograph on the document with the photograph in DHS databases. USCIS is exploring options to expand this tool to include other forms of documentation, such as passports, with databases that store photographic information, but these efforts are in the planning stages and require decisions about data sharing and privacy issues.

What GAO Recommends

In 2005, we recommended that DHS include an assessment of the feasibility and costs of addressing program weaknesses, such as inability to detect identity fraud, in a planned evaluation of the program. DHS implemented this recommendation. This statement contains no new recommendations.
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