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Why GAO Did This Study

The government has faced longstanding challenges in IT management and spending transparency. In 2017, OMB announced its intention to improve insights into IT spending through government-wide adoption of the Technology Business Management Council’s framework. This framework provides a standard taxonomy that is organized into four layers (cost pools, IT towers, products and services, and business units and capabilities) intended to show an organization’s total IT spending from different perspectives. These four layers are comprised of spending categories and subcategories.

GAO was asked to report on Technology Business Management implementation. GAO’s objective was to identify progress OMB and GSA have made in the government-wide adoption effort. To do so, GAO analyzed and compared plans against relevant criteria, such as Technology Business Management Council guidance. It also analyzed data, as reported by agencies for fiscal years 2021 and 2022, and interviewed relevant officials.

What GAO Recommends

GAO is making seven recommendations to OMB and GSA, including establishing requirements for completing the remainder of the taxonomy, assessing maturity of agencies’ implementation, and addressing benchmarking use. As discussed in the report, GAO incorporated suggested OMB and GSA revisions for two of the seven recommendations; the agencies had no comments on the remaining five.

What GAO Found

The Office of Management and Budget (OMB) and General Services Administration (GSA) have taken steps to lead government-wide Technology Business Management adoption, but progress and results are limited.

- OMB’s initial 2017 plans for government-wide adoption required agencies to report IT spending using categories in the first two layers. OMB continued to require reporting of these two layers in subsequent plans. However, 5 years after establishing initial plans, OMB had not expanded on requirements to include the rest of the taxonomy—the categories in layers 3 and 4, and subcategories for all layers (see figure).

<table>
<thead>
<tr>
<th>Layer 4: Business units and capabilities</th>
<th>Categories and subcategories in this layer are not defined by the TBM Council because they are intended to be industry specific and, therefore, defined by organizations to reflect their respective business units and capabilities</th>
</tr>
</thead>
<tbody>
<tr>
<td>Layer 3: Products and services</td>
<td>26 categories (e.g., finance services, manufacturing and delivery, and vendor and procurement services)</td>
</tr>
<tr>
<td></td>
<td>119 subcategories (e.g., application hosting, business continuity and disaster recovery, contract review, and payroll and time reporting)</td>
</tr>
<tr>
<td>Layer 2: IT towers</td>
<td>11 categories (e.g., application, data center, network, security and compliance, and storage)</td>
</tr>
<tr>
<td></td>
<td>41 subcategories (e.g., business software, client management, high performance computing, and mobile devices)</td>
</tr>
<tr>
<td>Layer 1: Cost pools</td>
<td>9 categories (e.g., facilities and power, hardware, internal labor, software, and telecom)</td>
</tr>
<tr>
<td></td>
<td>30 subcategories (e.g., cloud service providers, licensing, maintenance and support, and managed service providers)</td>
</tr>
</tbody>
</table>

- OMB and GSA assisted agency efforts to implement the Technology Business Management framework by, for example, developing implementation guidance and a maturity model assessment tool. However, OMB and GSA have not assessed agency maturity. Further, they have not analyzed the quality of agencies’ data reported in the first two layers.

- OMB and GSA released agency-reported data on the federal government’s IT Dashboard (layers 1 and 2), but did not disclose that about $31 billion in fiscal year 2021 investments were excluded. Further, they have not analyzed inconsistencies in fiscal year 2022 data, or addressed use of benchmarking that would enable spending comparisons to organizations of similar size or mission.

OMB and GSA officials maintain that Technology Business Management implementation continues to be a priority. Nevertheless, until OMB establishes documented plans and agency expectations for the remainder of the taxonomy, uncertainty will cloud agency efforts. Further, the continuing absence of OMB direction could prevent the federal government from fully achieving intended benefits such as optimizing IT spending.
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The federal government spends more than $100 billion annually on information technology (IT). However, federal IT investments have too frequently failed or incurred cost overruns and schedule slippages while contributing little to mission-related outcomes. We have also reported on agencies’ aging systems that are becoming more costly to maintain, less effective, and exposed to cybersecurity risks.1 In addition, we have previously reported on issues with the Chief Information Officer’s (CIO) authority over and visibility into IT in their agency’s acquisition and budgeting processes across the government.2 Accordingly, since 2015

---


we have included improving the management of IT acquisitions and operations on our High-Risk List.³

In August 2017, the Office of Management and Budget (OMB) announced its intention to improve insights into IT spending through the government-wide adoption of Technology Business Management (TBM).⁴ OMB guidance stated that TBM was to help agencies manage the cost, quality, and value of their IT resources, using standards established by the TBM Council. In addition, TBM was intended to increase the granularity in reporting of agency IT budget and spending data by grouping related costs together. Further, OMB designated itself and the General Services Administration (GSA) as responsible for leading the government-wide adoption of TBM.

You requested that we review TBM implementation. Our objective was to identify progress OMB and GSA made in the government-wide effort to adopt TBM.

To address our objective, we reviewed OMB’s and GSA’s plans and guidance for TBM implementation, such as IT capital planning guidance, and artifacts from completed projects intended to help agencies implement and mature TBM, such as pilot results and TBM implementation guidance. In addition, we observed meetings held by GSA and the CIO Council’s Federal Technology Investment Management Community of Practice with agency officials on TBM and IT capital planning and portfolio management topics. We compared the plans and progress made against applicable guidance.

In addition, we analyzed TBM data reported by agencies on GSA’s IT Dashboard for fiscal years 2021 and 2022.⁵ We also evaluated any TBM-related content found on the dashboard against OMB reporting requirements in IT capital planning guidance and leading practices.


⁵OMB launched the IT Dashboard website in 2009 to provide federal agencies, the public, and other stakeholders the ability to view details of federal IT investments and track their progress over time. OMB requires agencies to report their IT budget data to OMB, which releases certain IT budget data publicly on GSA’s dashboard. GSA’s Office of Government-wide Policy took over management of the federal IT Dashboard, including the collection, analysis, and presentation of IT budget and performance data from OMB on March 21, 2022.
To assess the reliability of the TBM data from the dashboard, we discussed with OMB staff from the Office of the Federal CIO and GSA officials from the TBM program management office the steps they took or had implemented in the dashboard to ensure the accuracy and completeness of TBM data on it. We also discussed reasons for inconsistencies between agency-reported TBM and IT portfolio spending data. We determined that the data were sufficiently reliable for the purpose of evaluating OMB and GSA progress in leading government-wide efforts to adopt TBM.

Further, we interviewed relevant officials in OMB’s Office of the Federal CIO and Office of Federal Financial Management, and GSA’s Office of Government-wide Policy TBM program management office on their planned and completed efforts to lead TBM adoption. In addition, we interviewed representatives from councils that are to serve as advisors to OMB and GSA on TBM efforts, including the CIO Council and the Chief Financial Officers (CFO) Council. In doing so, we obtained their views on plans and progress toward government-wide TBM implementation.

Further details on our objective, scope, and methodology are included in appendix I.

We conducted this performance audit from June 2020 to September 2022 in accordance with generally accepted government auditing standards. Those standards require that we plan and perform the audit to obtain sufficient, appropriate evidence to provide a reasonable basis for our findings and conclusions based on our audit objectives. We believe that the evidence obtained provides a reasonable basis for our findings and conclusions based on our audit objectives.

In August 2017, OMB’s IT capital planning guidance noted a continued focus on, and commitment to, strengthening the management of federal IT resources. To that end, OMB’s guidance introduced plans for the government-wide implementation of TBM, a data-driven framework focused on connecting IT spending to business goals. According to the guidance, OMB planned to modernize the federal IT budgeting process into a TBM-based approach that would require agencies to use the TBM Council’s taxonomy to categorize and report spending on IT investments as part of their annual budget requests.

Background

According to OMB, the TBM framework would provide agencies with the data they needed to obtain greater insight into the cost, quality, and value of their IT investments. With greater insights, agency leaders could then make data-driven decisions that better supported agencies’ missions. Additionally, the framework would enable government-wide comparisons and improve benchmarking of federal IT spending.

**TBM Framework**

Established by the TBM Council, TBM is a framework focused on providing technology, finance, and business leaders with standards for managing the value that IT brings to their organizations. The TBM Council is a nonprofit professional organization established in 2012 that is dedicated to advancing the discipline of TBM. According to the council, the practices and principles of the TBM framework promote IT value management by enabling organizations to gain an accurate view of the following relative to their technologies:

- Cost (e.g., assets, facilities, labor, and vendor services)
- Consumption (e.g., by applications and services, business units, individuals, and projects)
- Performance (e.g., capacity, features, risk, security, and utility)

Also, according to the council, organizational leaders can leverage TBM to understand trade-offs between specific IT investment decisions, such as the extent to which consuming more of a particular technology will increase cost or reduce performance. With these insights, the council says that leaders could make collaborative, data-driven decisions that improve their fiscal management, and increase the extent to which IT investment decisions align with business objectives. Additionally, the council states that organizations could use these insights to accelerate initiatives such as consolidating storage, servers, data centers, and vendors; transitioning applications to cloud services; and retiring legacy applications.

**TBM Taxonomy**

The TBM framework includes a taxonomy that, according to the TBM Council, provides a common language for categorizing, comparing, and reporting IT spending. For example, the taxonomy defines terms such as “server” and “compute” so that leaders from across organizations, including those who are less familiar with IT terms, understand the cost and consumption associated with them. The taxonomy is organized into

---

7According to the TBM Council, as of August 2022, it had more than 10,000 global members and was governed by an independent board of directors comprised of 23 CIO executive directors.
four layers that are intended to show an organization’s total IT spending from different perspectives.

- **Cost pools.** Describe IT spending using terms that are often closely aligned to an organization’s general ledger accounts, which capture expenditures and expenses for financial reporting.

- **IT towers.** Describe IT spending in terms of the assets and technologies that an organization typically uses to develop and support products and services.

- **Products and services.** Describe IT spending in terms of the technology solutions that the organization provides to its internal and external users (e.g., computing devices and software, infrastructure services such as facilities and networks, and shared services for core operating capabilities).

- **Business units and capabilities.** Describe IT spending in terms of how products and services support the organization’s business units, customers, and business partners. This layer also describes IT spending in terms of the capabilities and processes that enable business outcomes.

As shown in figure 1, the four layers of the TBM taxonomy are comprised of higher-level IT spending categories, which are then decomposed into more specific subcategories. The majority of the categories and subcategories have been defined and standardized by the TBM Council. The council has not defined the categories and subcategories in the fourth layer of the framework because this layer is intended to be industry-specific and reflect the business units and capabilities of each organization.
The TBM Council supports industry- or organization-specific extensions to the taxonomy. The council stated that acceptable extensions include the addition of new categories or subcategories that do not conflict with the taxonomy’s standard definitions and meaning. This approach is intended to allow organizations to isolate costs for any unique technology, such as medical devices in health care or automated teller machines in banking. The council does not support splitting up or consolidating any categories and subcategories that have been defined and standardized by the council.

**Data Allocation and Quality**

According to the TBM Council, to establish each layer, organizations need to allocate their IT cost and consumption data up through the taxonomy, layer by layer, beginning with the cost pools (layer 1). To accurately allocate their cost and consumption data to the taxonomy, organizations may need to collect different types of data across functional areas and systems, including:

- general ledger (actual costs),
• human resources (employees’ unique identifiers and roles),
• projects (names, staff, and spending),
• services (service catalogues and descriptions),
• service desk (incidents and requests by user, priority, and impact); and
• vendors (names and billing data).

The TBM Council stated that when organizations allocate their cost and consumption data to the taxonomy, they are ideally able to capture the same amount of total IT spending in each layer. According to the TBM Council, instances in which an organization’s IT spending totals are inconsistent among layers of the taxonomy can be useful for identifying data gaps and irregularities. For example, because financial systems are intended to capture all IT spending, data inconsistencies could help organizations to uncover spending on “shadow IT” (i.e., technologies that were purchased or built without the knowledge of the CIO’s organization). According to the council, unsanctioned technologies not only represent compliance and security risks to the enterprise, but they also make it difficult to understand actual investment and spending on technologies.

The council also stated that, as organizations begin to adopt the TBM framework, they are often challenged to obtain the quality cost and consumption data that they need to accurately allocate their IT spending to the taxonomy. The council stated that low-quality data (e.g., data that are inaccurate, incomplete, or not current) can result in inaccurate allocations and reporting and, ultimately, impede organizations’ decision-making abilities. However, the council stresses that organizations will never have perfect data and, therefore, they should start with what is available and work toward obtaining better data over time. Thus, the council recognizes that successful TBM programs often take an iterative approach to adopting the framework, with an emphasis on maturing over time.

Further, the council stated that organizations typically rely on software to support their TBM processes. For example, software tools could automate the collection of cost data from a variety of sources, identify and fix errors, and allocate data to the taxonomy’s categories and subcategories using defined rules. The council stated that automated tools, as opposed to manual approaches, could allow organizations to create interactive dashboards and regularly produce meaningful reports that facilitate detailed analyses of their TBM data. Because organizations cannot predict all of their reporting needs, automated tools could also
The TBM Council established the Federal Commission on IT Cost, Opportunity, Strategy, and Transparency, which released a report in 2016 on applying TBM best practices to the federal government. According to the report, agencies could use their TBM data to benchmark IT spending to a peer group, a standard, or over time to analyze trends. For example, agencies could compare the unit costs of their technologies (e.g., cost per server or terabyte of storage) from one data center, organization, or vendor to another. Agencies could also compare costs using ratios, such as IT cost per employee or storage cost as a percentage of total IT spending. According to the council, such comparisons can lead to insights such as which investments should be maintained because they are performing at or above expectations compared to their peers, and which investments should be reduced because they are performing below expectations.

In addition, benchmarking can lead to insights regarding the cost-effectiveness of an organization’s vendors—insight that could be used to renegotiate with vendors and bring their rates in line with peers. The council noted that federal agencies should ensure that their benchmarking efforts are focused on achieving the best cost-for-performance ratio, not just the best cost (or the best performance). For example, an agency’s spending could be higher than its peer group because it is unique in some way compared to its peers or the data supporting the benchmark could have errors. In contrast, an agency’s IT costs could be well below the average for its peer group because it has inadequate resources and is delaying important hardware updates to save money.

The American Council for Technology-Industry Advisory Council released a report on TBM benchmarking in 2020, which emphasized the

---

8According to GSA officials, they conducted market research in 2019 to determine the availability and maturity of TBM tools and services. They concluded that they should not purchase a government-wide tool or service because agencies vary in the systems they use to collect IT spending data and what additional solutions they would need to implement TBM.

9The Federal Commission on IT Cost, Opportunity, Strategy, and Transparency was established by the TBM Council in 2015 and is comprised of agency CIOs and representatives from the council, OMB, and private sector entities. TBM Council, The Federal IT COST Commission Report, Copyright © 2016 Technology Business Management Council.
importance of establishing a federal benchmarking program as part of
government-wide TBM adoption efforts. Specifically, the report stated
that without a federal benchmarking effort, TBM adoption could become
focused on compliance instead of IT value management (i.e., compliance
with OMB’s requirements for agencies to use a portion of the TBM
taxonomy to report their IT spending as part of the annual budget
submission). The report also emphasized the importance of graphic
visualizations to make benchmarking data more accessible, and
associated narratives to provide context for interpreting the comparisons.

In March 2018, the Director of OMB designated the following
responsibilities for leading TBM efforts:

- **OMB**: The Office of the Federal CIO is to provide leadership for the
  policy, planning, and budgeting aspects of TBM adoption in order to
  ensure success; and develop strong data standards and
  implementation guidance.

- **GSA**: The Office of Government-wide Policy is to serve as a central
  program management office to integrate TBM efforts, coordinate
  acquisition efforts with GSA’s Federal Acquisition Service, assist with
  OMB’s strategy and implementation efforts for all agencies, and
  support a TBM community of practice.

OMB also outlined the following responsibilities for other entities
supporting TBM adoption:

- **Executive councils**: Relevant councils, such as the CIO Council and
  CFO Council were to provide input and support on OMB and GSA
  strategy and implementation efforts to ensure they are attainable and
  consistent with other federal and agency goals.

- **Federal Technology Investment Management Community of
  Practice**: In July 2019, the CIO Council’s Enterprise Operations

---

10The American Council for Technology-Industry Advisory Council is a nonprofit
educational organization that provides opportunities for government and industry
executives to collaborate to improve public services and agency operations through
technology. According to the council, its membership includes thousands of government
leaders and industry executives from over 400 member companies. American Council for
Technology-Industry Advisory Council, Benchmarking—TBM’s Next Frontier (Mar. 1,

11GSA’s TBM program management office resides in the Office of Government-wide
Policy’s Office of Information, Integrity, and Access, IT Data Transparency Division. The
program management office is led by the Director of the IT Data Transparency Division and
consists of three federal employees. As of August 2022, there was one vacancy in the
TBM office.
Committee merged the TBM and capital planning and investment control communities of practice into a single group, called the Federal Technology Investment Management Community of Practice. According to its charter, this group is intended to create a cross-agency community of federal partners that provide feedback to OMB’s Office of the Federal CIO; and mature the integration of TBM, IT capital planning and investment control, and portfolio management practices in the federal government through the sharing of best practices and lessons learned. The group is led by a steering committee, comprised of five elected members. GSA’s Office of Government-wide Policy is to provide guidance and assistance to the group, to meet the evolving needs of its members and stakeholders. According to GSA officials in the TBM program management office, the group consists of over 650 participants representing numerous executive and legislative branch agencies.

- **Federal agencies**: Implement and mature TBM within the agency; and serve on both the TBM and capital planning and investment control communities of practice to provide ongoing input and insights into capital planning and investment control reform and strategy development and implementation efforts.

**Progress and Results of Government-wide TBM Adoption Are Limited**

OMB and GSA have taken steps to lead government-wide TBM adoption, but progress and results are limited. Specifically:

- OMB’s plans for government-wide TBM adoption stalled and did not include the entire taxonomy;

- both agencies assisted agency efforts to implement and mature TBM, but they did not assess government-wide TBM maturity, such as the quality of agencies’ data reported in the first two layers and the extent that additional layers are being implemented; and

---

12According to GSA officials in the TBM program management office, as of March 2022, five agencies volunteered to serve on the steering committee, including the Departments of Commerce, Energy, Homeland Security, and Veterans Affairs, and the Federal Bureau of Investigation.

13The 26 agencies that must adhere to TBM reporting requirements are the Departments of Agriculture, Commerce, Defense, Education, Energy, Health and Human Services, Homeland Security, Housing and Urban Development, the Interior, Justice, Labor, State, Transportation, the Treasury, and Veterans Affairs; and the Environmental Protection Agency, General Services Administration, National Aeronautics and Space Administration, National Archives and Records Administration, National Science Foundation, Nuclear Regulatory Commission, Office of Personnel Management, Small Business Administration, Social Security Administration, U.S. Agency for International Development, and U.S. Army Corps of Engineers.
they released agency-reported TBM data on the IT Dashboard, but did not take additional steps to enhance the usefulness of that data for benchmarking efforts.

OMB’s Plans for Government-wide TBM Adoption Stalled and Did Not Include the Entire Taxonomy

According to its fiscal year 2019 IT capital planning guidance, OMB planned to shift toward an IT budgeting process that was based on the TBM Council’s taxonomy. As introduced earlier in figure 1, the TBM Council’s taxonomy consists of four layers that are comprised of higher-level IT spending categories, which are then decomposed into more specific subcategories. To make this shift, OMB planned to use a phased, multi-year approach. OMB expected that this gradual approach would provide agencies with an extended period of time to understand and implement the new requirements, and to ease the eventual transition to incorporating the entire TBM taxonomy into the IT budgeting process. By integrating TBM into the IT budgeting process, OMB expected to increase transparency into federal IT spending, enable benchmarking, and enhance investment decision making.

OMB’s initial plans for fiscal years 2019 through 2021 required agencies to begin incrementally reporting the first two layers (cost pools and IT towers) as part of their annual IT budget requests, as shown in figure 2. After 2021, OMB continued to require TBM reporting of the cost pools and IT towers layers for fiscal years 2022 through 2023.

---


16For fiscal year 2023, OMB did not release a separate IT capital planning guidance document and instead incorporated the guidance into OMB Circular No. A-11, Section 55.
Figure 2: The Office of Management and Budget’s Phased Implementation Plan for Technology Business Management Version 3.0 Cost Pools and IT Towers Layers

<table>
<thead>
<tr>
<th>Fiscal Year 2019</th>
<th>Fiscal Year 2020</th>
<th>Fiscal Year 2021</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Cost pools</strong></td>
<td><strong>IT towers</strong></td>
<td><strong>Cost pools</strong></td>
</tr>
<tr>
<td>Internal labor</td>
<td>Data center</td>
<td>Internal labor</td>
</tr>
<tr>
<td>External labor</td>
<td>Compute</td>
<td>External labor</td>
</tr>
<tr>
<td>Hardware</td>
<td>Storage</td>
<td>Hardware</td>
</tr>
<tr>
<td>Software</td>
<td>Network</td>
<td>Software</td>
</tr>
<tr>
<td>Outside services</td>
<td>Output</td>
<td>Outside services</td>
</tr>
<tr>
<td>Facilities and power</td>
<td>End user</td>
<td>Facilities and power</td>
</tr>
<tr>
<td>Telecom</td>
<td>Application</td>
<td>Telecom</td>
</tr>
<tr>
<td>Other</td>
<td>Delivery</td>
<td>Other</td>
</tr>
<tr>
<td>Internal services</td>
<td>IT security and compliance</td>
<td>Internal services</td>
</tr>
<tr>
<td></td>
<td>IT management</td>
<td></td>
</tr>
</tbody>
</table>

Note: OMB’s plans for fiscal year 2020 added the “platform” category to the IT towers layer which is aligned with version 3.0 of the TBM Council’s taxonomy (compared to version 2.0).

However, since the August 2017 guidance, OMB has not expanded on the requirements to include the rest of the taxonomy—the products and services layer, the business units and capabilities layer, and subcategories for all four layers. As a result, OMB’s requirements for government-wide TBM adoption have thus far addressed only 20 of at least 46 categories, and 0 of over 190 subcategories of the taxonomy.

Figure 3 shows the extent that OMB’s plans addressed elements of the TBM taxonomy.

17This number does not include the categories and subcategories in the business layer of the taxonomy, which can vary by organization because it is intended to be industry-specific and therefore is not defined by the TBM Council.
According to staff from OMB’s Office of the Federal CIO in June 2022, they planned to begin adopting the third layer of the taxonomy, but they still had not documented this intention in relevant plans. OMB staff also stated that they intended to incorporate the fourth layer and the subcategories in the future, but, as of July 2022, they did not have time frames for doing so. OMB staff said they were considering how to implement the remaining elements in light of resource constraints facing agencies (e.g., ongoing issues with the quality of agencies’ data). They also stated that it would be more difficult for agencies to implement the fourth layer because of the complex and diverse missions across the federal enterprise. In the meantime, OMB staff said that they encouraged agencies to continue to mature their TBM implementations beyond what is required.

18OMB staff said they plan to adopt the third layer using version 4.0 of the TBM taxonomy. In version 4.0, the third layer is called “solutions” instead of “products and services.”
Although OMB has not issued guidance since 2017 on implementing additional layers, OMB staff from the Office of the Federal CIO said they intend to move forward with implementing the rest of the TBM framework. Moreover, the office has identified TBM as a priority initiative for the CIO Council. Further, the office has been regularly engaged with GSA’s TBM program management office on TBM efforts. OMB and GSA officials told us they meet with each other at least weekly to discuss a number of IT transparency issues, including TBM, and we have observed OMB’s presence and involvement at the monthly community of practice meetings.

Nevertheless, until OMB establishes documented plans and agency expectations for the remainder of the TBM taxonomy, uncertainty will cloud agency TBM efforts. Further, the continuing absence of OMB direction will contribute to a lack of assurance that agencies will still pursue the TBM initiative. Incomplete implementation of the taxonomy would in turn prevent the federal government from fully achieving the intended benefits of TBM, such as optimizing IT spending.

According to the TBM Council, successful TBM programs often take an iterative approach to adopting the framework, with an emphasis on maturing over time. Additionally, the American Council for Technology-Industry Advisory Council states that a key component of TBM implementation includes assessing the organization’s current maturity level. By doing so, organizations can gain insights into current progress and identify appropriate next steps.

OMB’s IT capital planning guidance recognized that each agency has a different level of maturity, capability, and resources to address the changes needed for TBM. For example, some agencies have already been working to achieve a capability like TBM. However, OMB stated that agencies that lack the capabilities or resources to deliver the data needed to align their reporting with TBM should consider what changes are necessary and take steps to achieve it.

OMB and GSA have worked closely with the Federal Technology Investment Management Community of Practice—a large community that convenes at least monthly to discuss agency challenges and lessons.

---

**OMB and GSA Assisted Agencies with TBM, but Did Not Assess Government-wide Maturity**

Although OMB has not issued guidance since 2017 on implementing additional layers, OMB staff from the Office of the Federal CIO said they intend to move forward with implementing the rest of the TBM framework. Moreover, the office has identified TBM as a priority initiative for the CIO Council. Further, the office has been regularly engaged with GSA’s TBM program management office on TBM efforts. OMB and GSA officials told us they meet with each other at least weekly to discuss a number of IT transparency issues, including TBM, and we have observed OMB’s presence and involvement at the monthly community of practice meetings.

Nevertheless, until OMB establishes documented plans and agency expectations for the remainder of the TBM taxonomy, uncertainty will cloud agency TBM efforts. Further, the continuing absence of OMB direction will contribute to a lack of assurance that agencies will still pursue the TBM initiative. Incomplete implementation of the taxonomy would in turn prevent the federal government from fully achieving the intended benefits of TBM, such as optimizing IT spending.

According to the TBM Council, successful TBM programs often take an iterative approach to adopting the framework, with an emphasis on maturing over time. Additionally, the American Council for Technology-Industry Advisory Council states that a key component of TBM implementation includes assessing the organization’s current maturity level. By doing so, organizations can gain insights into current progress and identify appropriate next steps.

OMB’s IT capital planning guidance recognized that each agency has a different level of maturity, capability, and resources to address the changes needed for TBM. For example, some agencies have already been working to achieve a capability like TBM. However, OMB stated that agencies that lack the capabilities or resources to deliver the data needed to align their reporting with TBM should consider what changes are necessary and take steps to achieve it.

OMB and GSA have worked closely with the Federal Technology Investment Management Community of Practice—a large community that convenes at least monthly to discuss agency challenges and lessons.

---


learned regarding TBM adoption—to complete projects intended to help agencies implement and mature TBM. These projects include the following:

- **Conducting pilots with agencies on implementing two TBM layers.** In 2018 and 2020, GSA and the CIO Council conducted pilots on federal adoption of the cost pools layer and IT towers layer, respectively. The cost pools pilot involved four agencies, and identified key activities needed to adopt the layer, such as engaging key stakeholders (e.g., CFO, CIO, and Chief Acquisition Officer), identifying valid data sources and improving data quality, providing training materials, developing approaches for allocating, analyzing, and reporting cost pools data, and maturing processes. The IT towers pilot involved six agencies and identified key takeaways (e.g., the importance of engaging key stakeholders, and developing specific processes and tools for maturing TBM), recommendations (e.g., using a variety of data analysis and visualization tools), and success stories (e.g., reducing duplicative contracts and products). According to OMB staff from the Office of the Federal CIO and GSA officials from the TBM program management office, these pilots were successful in showcasing a proof of concept utilizing best practices and the results of the pilots informed TBM implementation guidance.

- **Analyzing government-wide data sources.** In 2019, OMB and GSA commissioned a study focused on determining the extent to which agencies could rely on five government-wide systems to obtain the data they would need to gain insights into specific areas of IT
spending. GSA expected that using these systems could reduce the burden to agencies of relying on various internal data sources. The study found that government-wide systems could provide agencies with approximately 33 percent (98 of 297 data elements) of the data they would need, while the remaining data would need to be collected from agencies’ internal sources. The study also identified opportunities to improve the government-wide data sources, which were not always complete, consistent, or detailed enough for TBM.

- **Developing federal TBM implementation guidance.** In 2019, GSA developed a playbook and implementation guide to help agencies meet and expand on OMB’s requirements for government-wide TBM adoption. The playbook was developed based on GSA’s and the Department of Education’s experiences and lessons learned from implementing TBM. The playbook included seven actions that agencies could adapt as needed to achieve a specific goal or objective, such as establishing a dedicated TBM team; defining desired short- and long-term outcomes of implementation; and increasing organizational awareness of achievements, goals, and terminology.

  The implementation guidance provided additional information on implementing the seven actions identified in the playbook, and included more than 60 supplemental materials, such as templates and tools to help inform and mature agencies’ approaches to TBM. For example, there were templates and tools intended to help agencies with increasing stakeholder engagement (e.g., CIOs, CFOs, and program managers), identifying authoritative sources of IT spending data, allocating spending to TBM cost categories, and managing organizational change. According to GSA officials, the TBM program management office continually reviews project outputs and updates the guidance, as appropriate, to ensure that this growing body of knowledge continues to be an active resource for agencies.

- **Defining federal-specific TBM cost categories.** Beginning in 2020, OMB and GSA took steps to assist any agencies that independently sought to mature their TBM implementations by adopting the products and services, and business units and capabilities layers of the TBM taxonomy (as previously discussed, these layers have not yet been
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The government-wide data sources are the federal IT Dashboard, Federal Procurement Data System, DATA Act Information Model Schema, Data Center Optimization Initiative, and FedSCOPE. The specific areas of IT spending included labor costs for each business unit; spending on data centers, service desks, and storage infrastructure; and investments that support business initiatives.
addressed in OMB’s plans for TBM). Specifically, GSA developed a public sector extension to the products and services layer that included cost categories focused on federal-specific business services (e.g., atomic energy defense; consumer and occupational health and safety; and space flight, aeronautics, and research).

According to GSA officials from the TBM program management office, the categories were approved by OMB’s Office of the Federal CIO, and then provided to agencies for use in August 2020. These officials stated that the categories were also accepted by the TBM Council and shared with its community in May 2021. Subsequently, the TBM program management office worked with agencies to define federal-specific categories for the business units and capabilities layer (e.g., federal government-wide buying and selling, granting U.S. patents and registering trademarks, and supporting global food security). GSA officials from the TBM program management office said that the current version of these categories was completed and made available to agencies for use in January 2022.

- **Aligning existing federal IT acquisition codes with TBM.** In 2020, GSA’s TBM program management office worked with GSA’s IT Category Management Office and OMB’s Office of Federal Procurement Policy to modernize the IT portion of the product and service codes that agencies must use to identify the type of product or service associated with a contract award in the Federal Procurement Data System.\(^\text{25}\) Specifically, GSA replaced 71 legacy product and service codes with 40 new codes that allow agencies to allocate items more directly to cost categories in the IT towers layer of the TBM taxonomy. According to GSA officials, this was a significant achievement because the product and service codes were outdated and the updates would provide better data and enhance decision-making. The modernized codes were approved by OMB in June 2020 and made available to agencies for use in October 2020.

- **Aligning existing federal IT budget codes with TBM.** In 2020, GSA led a project to examine how federal IT budget codes could be better aligned with the TBM taxonomy, which officials said could help automate the collection of more consistent TBM data. Specifically, GSA worked with members of the CFO Council, through OMB’s Office of Federal Financial Management, to develop proposed updates to the IT portion of budget object classification codes, which are used
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\(^{25}\)The Federal Procurement Data System is the federal government’s database that collects information on contract actions.
within agencies’ financial management systems. The proposed updates were to align the codes more directly with categories in the cost pools layer of the TBM taxonomy.26

However, OMB staff and GSA officials acknowledged there was a misunderstanding on the status of the proposed budget object classification code updates. GSA officials in the TBM program management office said they had submitted the proposed updates to OMB for approval in August 2020 and were still awaiting approval for agencies to use the updated codes, as of March 2022. In contrast, OMB staff from the Office of Federal Financial Management and the Budget Review Division stated in September 2022 that they had not received this proposal for approval. Instead, OMB staff said GSA had presented a proposal to OMB in July 2021, but that OMB informed GSA that additional work was required before approval could be granted. For example, they said GSA’s initial proposal raised significant concerns from agency budget officers that needed to be addressed related to cost, implementation, and data quality challenges. They added that the proposal did not account for mitigating or avoiding potential adverse effects on the presentation of agency financial data. In contrast, according to GSA officials, they did not receive any specific feedback from OMB on what additional work was needed on the proposal. GSA officials further stated they had attempted to obtain assistance from OMB’s Office of Federal Financial Management on how to proceed with the proposal, but did not receive a response. Accordingly, they believed that the OMB office had deprioritized this effort.

Given that TBM is aimed at improving financial IT data, ensuring that the budget object classification codes used in financial management systems align with the TBM taxonomy is a critical first step that could also help ensure the collection and allocation of data are accurate and repeatable. Further, OMB’s IT capital planning guidance stated that the TBM concept closely resembles budget object classification codes and will be a rationalizing point for the CIO and CFO organizations. Therefore, the shift to TBM will enable the budget identified by the

2631 U.S.C. § 1104(b) requires that the President’s budget presents proposed appropriations by object class.
CIO to be reconciled with the budget submitted by the CFO. As a result of the misunderstanding, the proposal to better align federal IT budget codes with TBM did not progress for the past 2 years.

- **Developing a TBM maturity model assessment for agencies.** GSA worked with the CIO Council and the American Council for Technology-Industry Advisory Council to develop a TBM maturity model assessment tool, which was released in September 2020. The assessment tool included 70 criteria for organizations to assess the current and desired state of their TBM implementations across six dimensions: engagement, taxonomy, data, automation, reporting and metrics, and value.

For example, for the data dimension, the model stated that data are continually changing but are key to a successful TBM implementation and established processes assure that data integrity, completeness, and tagging are maintained. A criterion within the data dimension is “data are regularly refreshed on a monthly or quarterly basis using a largely automated workflow for cleansing, enrichment, and mapping and allocation rules.” The tool quantifies agency responses into an overall score that characterizes the organization’s maturity (e.g., “ad hoc,” “repeatable,” and “optimized”). According to the CIO Council and American Council for Technology-Industry Advisory Council, the maturity model uses commercial and government best practices to help agencies to measure progress in adopting the TBM methodology and data standards and to mature over time, as data quality improves and the metrics that drive decisions are developed and utilized.

However, OMB and GSA have not assessed agencies’ maturity in their implementation of TBM government-wide. For example, OMB staff from the Office of the Federal CIO and GSA officials from the TBM program management office said that all agencies were reporting values in the two required taxonomy layers (cost pools and IT towers), but the maturity of
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27We previously reported that selected departments lacked quality assurance processes over their IT budgets, such as not using budget object class data to help ensure all IT programs were captured in the budget because their financial system reporting structures were not aligned with their IT portfolio reporting structures. Thus, the departments did not have processes in place to cross-walk IT data between the CFO’s financial system and the CIO’s IT portfolio management system. See GAO-19-49.


the data can vary among agencies, and they did not know which agencies had better quality data.

Additionally, OMB staff from the Office of the Federal CIO and GSA officials from the TBM program management office said they have encouraged agencies to mature their TBM implementations beyond the first two layers. However, they could not identify the extent to which agencies have taken such additional steps of implementing the remaining two layers or the subcategories. Further, when asked about agency progress and next steps, both OMB staff and GSA officials referred to the TBM maturity model assessment as a tool that could be leveraged to help agencies measure and improve their implementations. However, the model was an optional tool for agencies to use, and OMB and GSA were not collecting completed assessments from agencies or tracking which agencies were using the tool.

According to OMB staff from the Office of the Federal CIO and GSA officials from the TBM program management office, they were taking a consensus-driven approach to encouraging government-wide TBM maturity. GSA officials said the government-wide TBM program management office did not have the authority to compel agencies to report their TBM implementation maturity to GSA. Therefore, they stated that the role of the office was to provide a forum to share best practice resources and generally assist agencies in maturing their TBM implementations on a case-by-case basis.

Nevertheless, by not assessing agency maturity, OMB and GSA have limited insights into government-wide progress and the extent that it is providing benefits to agencies that implement TBM. Further, the use of an existing tool like the TBM maturity model assessment could provide a consistent method for measuring progress across agencies.

OMB guidance stated that, beginning with the fiscal year 2021 federal IT budget process, it planned to make agencies’ TBM data available to the public through the IT Dashboard for the first time. With the public display of TBM data on the dashboard, OMB intended to provide agencies with access to more granular federal IT spending data that could be used for benchmarking against their peers in both the public and private sectors.

OMB and GSA Did Not Enhance the Usefulness of TBM Data for Benchmarking
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30OMB implemented the collection of TBM data through the capital planning and investment control process. As defined in 40 U.S.C. §§ 11302 and 11319, the Director of OMB is granted the authority to require federal executive agencies to report IT budget and management data through the capital planning and investment control process.

In addition, OMB intended to increase accountability for and transparency into federal IT spending, thereby providing Congress and taxpayers with better information on how federal dollars are spent and the return on that investment.

As planned, OMB provided the public with access to agencies’ TBM data, following the fiscal year 2021 federal IT budget process. Specifically, OMB provided access to TBM data reported by the 26 federal agencies via the dashboard. Figure 4 shows the total agency-reported IT portfolio spending and total TBM cost pools and IT towers layers for fiscal years 2021 and 2022.

However, OMB and GSA did not take additional steps to enhance the usefulness of TBM data for benchmarking efforts. For example:

- OMB did not publicly disclose that approximately $31 billion of investments were excluded from the TBM data on the IT Dashboard. We have previously reported that disclosure of known data issues and limitations is a key practice for transparently reporting
government data.\textsuperscript{32} We also stated that disclosing data quality issues and limitations can help users make informed decisions about whether and how to use the data. Examples of data quality issues and limitations can include descriptions of the completeness, timeliness, or accuracy of the data, such as an explanation of why certain data were not disseminated.

Nevertheless, for fiscal year 2021, OMB did not publicly release a significant portion of agency-reported TBM data. Specifically, OMB did not release data on standard IT infrastructure investment types (e.g., cloud computing, data centers, and IT security),\textsuperscript{33} which constituted approximately $31 billion of $71 billion in federal IT spending reported on the dashboard.

According to OMB staff from the Office of the Federal CIO, they held back the public release of standard IT infrastructure investment types until fiscal year 2022, as part of their phased approach to TBM adoption. However as of June 2022, OMB had not publicly disclosed the limitations in TBM data for fiscal year 2021 on the dashboard website. Given that an important component of TBM is benchmarking, users of the dashboard website would be unable to analyze the fiscal year 2021 TBM data for trends in IT spending over time. Additionally, without proper disclosure of known data limitations in the fiscal year 2021 TBM data on the dashboard, users are at risk of drawing inaccurate conclusions from the data.

- **OMB did not analyze inconsistencies in agency-reported TBM data on the IT Dashboard.** OMB’s guidance called for agency-reported TBM data to be generally consistent with their total reported IT portfolio spending—which is comprised of all the investments that make up the agency’s IT budget.\textsuperscript{34} However, the agency-reported TBM data on the IT Dashboard for fiscal year 2022 showed that 18 of 26 agencies had reported total IT spending using TBM that was


\textsuperscript{33}According to OMB guidance, agencies were required to assign one of five investment types to each of their IT investments—major, non-major, migration, funding transfer, or standard IT infrastructure. Standard IT infrastructure investments are IT goods and services that are common to all agencies and not mission-specific, such as IT security and compliance, networks, data centers, and cloud computing.

higher or lower than their reported total IT portfolio spending. For example, one agency reported over $900 million more in TBM data compared to its total IT portfolio, while another agency reported approximately $60 thousand less in TBM data compared to its IT portfolio.

Regarding such inconsistencies, OMB staff from the Office of the Federal CIO said that TBM adoption is an ongoing process and agencies vary in their mission, size, and are at different starting points in terms of data availability and quality. OMB staff also stated that desk officers review the quality of TBM reporting with agency leadership during recurring portfolio reviews.

However, OMB staff did not provide any artifacts from these reviews and were unable to provide details on how they review the quality of TBM data. OMB staff also did not know the specific reasons why agencies’ reported TBM data were inconsistent with their total IT portfolio spending. Until OMB examines these inconsistencies, it will lack insights into why agencies are reporting differences between their TBM and IT portfolio spending data, and what actions could be taken to address this.

- **GSA provided TBM data summaries and visualizations on the IT Dashboard, but did not provide benchmarking functionality.** The American Council for Technology-Industry Advisory Council emphasizes the importance of establishing graphic visualizations that make benchmarking TBM data more accessible. The council also recommends including associated narratives to provide context for interpreting the comparisons. In addition, we have previously reported that agencies should provide data in a way that enables users to easily explore and interpret the information, such as summaries and visualizations, to ensure transparent reporting of government data.

In March 2022, GSA began providing summaries and visualizations of TBM data on the IT Dashboard. For example, with input from OMB, GSA developed features that allow users to select up to six agencies and view graphical comparisons of their reported IT towers or cost pools data. Figure 5 provides a screenshot of the dashboard’s fiscal
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36GAO-19-72.
However, GSA did not provide any other functionality on the dashboard to summarize TBM data, such as comparing an agency’s IT towers and cost pools with each other, comparing IT towers or cost pools to the agency’s IT portfolio, or providing a government-wide view of reported TBM data. Additionally, GSA did not include narratives on the dashboard to provide context for interpreting agencies’ cost pools and IT towers data.

In March 2022, GSA officials said they were working on developing these types of additional features, as well as benchmarking functionality. They said the benchmarking functionality would allow
users to see, for example, what a specific agency is spending in a particular cost pool or IT tower category against a government-wide average or by comparing agencies that share similar characteristics (e.g., mission or size). These officials also said that while they expected new functionality to be included on the dashboard by September 2022, they were still determining which data and associated features would be included. These types of additional features could offer valuable insights into the cost effectiveness of IT spend within and among federal agencies across the government.

Until GSA completes the benchmarking functionality, agencies and oversight entities will not be able to easily explore and interpret the TBM data that are available on the IT Dashboard.

Given the magnitude of federal IT spending, actions to improve longstanding challenges with IT spending transparency are essential. To address this challenge, OMB established initial plans for adopting TBM, and worked with GSA to help agencies implement and mature their TBM implementations.

However, progress on the TBM taxonomy has stalled. Five years after establishing initial plans, OMB has not provided additional guidance on implementing most of the taxonomy. Accordingly, while OMB staff maintain that TBM is a priority, the lack of accompanying action on the taxonomy increases uncertainty about agency TBM efforts. Until OMB establishes documented plans and agency expectations for the remainder of the TBM taxonomy, the federal government will not be able to fully achieve the intended benefits of TBM.

Also, a misunderstanding between OMB’s Office of Federal Financial Management and GSA’s TBM program management office resulted in limited progress on updating relevant budget codes to better align agencies’ financial management systems with the TBM taxonomy. In addition, OMB and GSA are not assessing agency maturity in implementing TBM. Without this assessment, there are limited insights into government-wide progress in implementing TBM and the extent that the use of TBM is providing benefits to agencies.

Further, when assessing agency maturity, the use of an existing tool like the TBM maturity model assessment could provide OMB and GSA a consistent method for measuring agency progress across the government. Finally, the data that OMB and GSA released on the IT Dashboard for the first two layers had limited usefulness because significant data limitations were not publicly disclosed, inconsistencies in agency-reported data were not analyzed, and benchmarking functionality was not developed.
We are making a total of seven recommendations, including six to OMB and one to GSA. Specifically:

The Director of OMB should direct the Federal CIO to establish plans and time frames for government-wide TBM adoption that address the remaining elements of the taxonomy (third layer, fourth layer, and subcategories). (Recommendation 1)

The Director of OMB should direct the Office of Federal Financial Management and Budget Review Division to work with GSA’s TBM program management office to determine appropriate next steps for updating budget object classification codes to better align agencies’ financial management systems with the TBM taxonomy. (Recommendation 2)

The Director of OMB should direct the Federal CIO to work with GSA to establish an approach for assessing the maturity of agencies’ TBM implementation. (Recommendation 3)

The Director of OMB should direct the Federal CIO to require all agencies to complete and submit the TBM maturity model assessment tool to OMB and GSA. (Recommendation 4)

The Director of OMB should direct the Federal CIO to ensure that known limitations in the TBM data for fiscal year 2021 are publicly disclosed on the IT Dashboard. (Recommendation 5)

The Director of OMB should direct the Federal CIO to analyze inconsistencies in agency-reported TBM data to determine why agencies are reporting differences between their TBM and IT portfolio spending data. (Recommendation 6)

The Administrator of General Services should direct the Office of Government-wide Policy’s Director of IT Data Transparency to ensure that TBM benchmarking functionality is developed for the IT Dashboard. (Recommendation 7)

We provided a draft of this report to OMB and GSA for review and comment. We received comments via email from OMB and written comments from GSA, which are summarized below.

In an email, an Assistant General Counsel transmitted comments from staff in OMB’s Office of the Federal CIO and Office of Federal Financial Management. OMB neither agreed nor disagreed with our recommendations and stated it did not have comments on the five recommendations made to the Office of the Federal CIO. However, regarding our recommendation to the Office of Federal Financial
Management to allow budget object classification code updates that better align with TBM, the office suggested revisions to more accurately reflect the current status and preliminary nature of GSA’s proposed budget object code changes. OMB clarified that it did not receive a proposal from GSA in August 2020. Instead, OMB stated that GSA presented a proposal in July 2021, and OMB had informed GSA that additional work was required on the proposal, and to date, OMB had not yet received a revised proposal. Given the preliminary nature of GSA’s ideas for making changes to budget object codes, OMB suggested that we revise our recommendation to provide a more flexible path forward, in which OMB and GSA work together to determine appropriate next steps.

In response to OMB’s comments regarding the budget object code proposal, GSA officials from the TBM program management office stated that they did not receive any specific feedback from OMB on what additional work was needed on the proposal. GSA officials also stated they had attempted to obtain assistance from OMB’s Office of Federal Financial Management on how to proceed with the proposal, but had not received a response and, thus, believed that the OMB office had deprioritized this effort. We revised the report to reflect OMB’s and GSA’s comments about the status of the budget object code proposal. Further, in light of the misunderstanding between OMB and GSA officials on the status of the proposal, these offices should work together to determine appropriate next steps. Therefore, we revised the recommendation to OMB to work with GSA’s TBM program management office to determine appropriate next steps for updating budget object classification codes to better align with the TBM taxonomy.

In written comments, reproduced in appendix II, GSA concurred with recommendation 7 and stated it is currently working on TBM benchmarking functionality, with an initial release planned for the end of fiscal year 2022. However, GSA also stated that its role in the capital planning and investment control process does not include making the TBM benchmarking data and visualizations publicly available on the IT Dashboard (that is OMB’s purview). As such, we clarified the recommendation to better align with GSA’s role, which is to develop the functionality for the IT Dashboard, but not to ensure that it is made available on the dashboard.
We are sending copies of this report to the appropriate congressional committees, the Director of OMB, and the Administrator of GSA. In addition, the report will be available at no charge on GAO’s website at http://www.gao.gov.

If you or your staff have any questions about this report, please contact me at (202) 512-4456 or harriscc@gao.gov. Contact points for our Offices of Congressional Relations and Public Affairs may be found on the last page of this report. GAO staff who made major contributions to this report are listed in appendix III.

Carol C. Harris
Director, Information Technology Management Issues
Our objective for this engagement was to identify progress the Office of Management and Budget (OMB) and General Services Administration (GSA) have made in the government-wide effort to adopt Technology Business Management (TBM).

To address our objective, we reviewed OMB’s and GSA’s plans and guidance for TBM implementation, such as IT capital planning guidance for fiscal years 2019 through 2023. We also reviewed OMB and GSA artifacts from completed projects intended to help agencies implement and mature TBM, such as pilot results, TBM implementation guidance, and the maturity model assessment tool. In addition, we observed meetings held by GSA and the Chief Information Officer (CIO) Council’s Federal Technology Investment Management Community of Practice with agency officials on TBM and IT capital planning and portfolio management topics. We observed TBM-related information and resource sharing in these monthly meetings between June 2020 and July 2022. We compared the plans and progress made against relevant guidance developed by the TBM Council and American Council for Technology-Industry Advisory Council.1 We focused on version 3.0 of the TBM Council’s taxonomy, rather than the most current version 4.0, because OMB’s requirements for TBM referenced version 3.0 (which was the most current version at the time).

We also analyzed TBM data reported by agencies on the IT Dashboard for fiscal years 2021 and 2022. Specifically, we used these data to summarize total agency-reported spending in TBM categories against their total IT portfolio spending. We also evaluated any TBM-related content found on the dashboard and the TBM data for fiscal years 2021 and 2022 against OMB reporting requirements in IT capital planning guidance and leading practices we have identified in our prior work on transparent reporting of government data.2

To assess the reliability of the TBM data from the dashboard, we discussed with OMB staff from the Office of the Federal CIO and GSA officials from the TBM program management office the steps they took or
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had implemented in the dashboard to ensure the accuracy and completeness of TBM data on it. We also discussed reasons for inconsistencies between agency-reported TBM and IT portfolio spending data. We determined that the data were sufficiently reliable for the purpose of evaluating OMB and GSA progress in leading government-wide efforts to adopt TBM.

Further, we interviewed relevant officials in OMB’s Office of the Federal CIO and Office of Federal Financial Management, and GSA’s Office of Government-wide Policy TBM program management office on their planned and completed efforts to lead TBM adoption. In addition, we interviewed representatives from councils that are to serve as advisors to OMB and GSA on TBM efforts, including the CIO Council and the Chief Financial Officers Council. In doing so, we obtained their views on plans and progress toward government-wide TBM implementation.

We conducted this performance audit from June 2020 to September 2022 in accordance with generally accepted government auditing standards. Those standards require that we plan and perform the audit to obtain sufficient, appropriate evidence to provide a reasonable basis for our findings and conclusions based on our audit objectives. We believe that the evidence obtained provides a reasonable basis for our findings and conclusions based on our audit objectives.
Appendix II: Comments from the General Services Administration

September 13, 2022

The Honorable Gene L. Dodaro
Comptroller General of the United States
U.S. Government Accountability Office
Washington, DC 20544

Dear Comptroller General Dodaro:

The U.S. General Services Administration (GSA) appreciates the opportunity to review and comment on the U.S. Government Accountability Office (GAO) draft report, TECHNOLOGY BUSINESS MANAGEMENT: OMB and GSA Need to Strengthen Efforts to Lead Federal Adoption. (GAO-22-104393)

GAO recommended that the Administrator of GSA should direct the Office of Government-wide Policy’s Director of IT Data Transparency to ensure that Technology Business Management (TBM) benchmarking functionality is developed and made available on the IT Dashboard.

GSA agrees with the recommendation to ensure TBM benchmarking functionality is made available on the Federal IT Dashboard (https://www.itdashboard.gov). GSA is currently engaged in working on this effort and the initial minimally viable product is scheduled to be released by the end of this fiscal year. It is, however, ultimately within the Office of Management and Budget’s purview to make TBM benchmarking data/visualizations publicly available in accordance with 40 U.S. Code § 11302. Furthermore, GSA does not have the authority to compel Federal executive agencies to report their TBM implementation maturity.

For the purpose of clarifying GSA’s role in the capital planning and investment control process, GSA suggests the recommendation mentioned above be reworded to say the following:

“The Administrator of GSA should direct the Office of Government-wide Policy’s Director of IT Data Transparency to ensure that Technology Business Management benchmarking functionality is developed for the IT Dashboard.”

If you have any questions or concerns, please contact me or Giellette Rivera, Associate Administrator, Office of Congressional and Intergovernmental Affairs, at (202) 512-0633.

Sincerely,

Robin Carnahan
Administrator

cc: Jill Naamane, Acting Director, Physical Infrastructure Issues, GAO
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