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What GAO Found 
The Department of Veterans Affairs’ (VA) risk management policies include 
some but not all of the elements of standards set by the Interagency Security 
Committee (ISC). ISC was established via executive order to develop security 
standards and best practices that federal agencies are to follow when developing 
and conducting risk assessments. As part of this process, VA’s policy identifies 
minimum countermeasures as called for in ISC’s standards. In other areas, VA 
policy only partially adheres or does not adhere to ISC’s standards, for example:  

• Of the five factors ISC calls for when calculating a facility’s security level, VA 
considers three but does not consider a facility’s population and size.   

• VA policy does not include performance measures, such as the number of 
countermeasures in use or the percentage of facility assessments 
completed; this percentage is a key element of ISC’s standards for assessing 
the effectiveness of an agency’s security programs.  

Officials at VA said that its risk management program was developed prior to the 
ISC standards’ being issued in 2013 and that it is up to each agency to 
determine how to best apply the standards. Nevertheless, VA officials said they 
are currently reexamining their policies. Until VA reviews its policies in 
accordance with ISC standards, its approach to risk management may not yield 
the appropriate security posture needed to adequately protect its medical 
centers. 

VA’s oversight activities for risk management do not encompass key aspects of 
the Standards for Internal Control in the Federal Government and Circular A-123 
from the Office of Management and Budget that require agencies to conduct 
oversight activities to ensure the accountability and effectiveness of agency 
programs. VA has an oversight process to ensure that biennial assessments of 
individual facilities’ security are completed. However, VA: 

• does not review the quality of medical centers’ required risk assessments,  
• does not identify whether countermeasures were implemented appropriately 

by the medical centers, and 
• does not collect system-wide data to gain an understanding of physical 

security issues across medical centers. 

In the absence of a comprehensive VA-wide strategy or guidance that reflects 
these internal control standards, individual sites have established their own 
approaches to carrying out VA’s risk management policy. For example, the nine 
sites GAO reviewed conducted their security assessments differently, and none 
of the assessments indicated that all of the threat categories in VA’s policy were 
reviewed. The lack of a system-wide oversight strategy means that the 
differences among medical center approaches, along with the security effects of 
those different approaches, are unknown. Accordingly, VA does not know if its 
medical centers are adequately protected, and it may be missing opportunities to 
leverage resources nationally and make better informed, proactive policy 
decisions.  View GAO-18-201. For more information, 

contact Lori Rectanus at (202) 512-2834 or 
rectanusl@gao.gov  
 

Why GAO Did This Study 
The Veterans Health Administration 
(VHA is responsible for providing a 
safe and secure, yet welcoming 
environment for staff, patients, and 
visitors at nearly 170 medical centers. 
These facilities have been the target of 
violence, threats, and other security-
related incidents. Assessing and 
managing risks a critical element for 
ensuring adequate physical security at 
these facilities.   
 
GAO was asked to review VA’s 
physical security risk-management 
policies and practices. This report: (1) 
assesses how VA’s policies for risk 
management reflect prevailing 
standards, and (2) evaluates VA’s 
oversight of risk management at VHA 
medical facilities. GAO compared VA 
policies to ISC standards; reviewed VA 
documents; interviewed VA and ISC 
officials; and assessed risk 
assessment activities at nine medical 
centers selected based on factors such 
as patient and security-incident data 
and geographical diversity. While not 
generalizable, these nine locations 
provide illustrative examples of how 
VA’s policies are carried out.  

What GAO Recommends 
GAO recommends that the Department 
of Veterans Affairs review and revise 
its risk management policies to reflect 
prevailing standards, and develop an 
oversight strategy to assess the 
effectiveness of risk management 
programs at VHA facilities. VA agreed 
with GAO’s recommendations and 
identified steps to implement them. 
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441 G St. N.W. 
Washington, DC 20548 

January 11, 2018 

The Honorable David P. Roe, M.D.  
Chairman 
Committee on Veterans’ Affairs 
House of Representatives 

Dear Mr. Roe: 

The Department of Veterans Affairs’ (VA) Veterans Health Administration 
(VHA) provides critical health services to approximately 9-million enrolled 
veterans at its nearly 170 medical centers.1 In recent years, however, 
these facilities have been the target of violence, threats, and other 
security-related incidents—including bomb threats and violent attacks 
involving weapons. For example, in 2015, a psychologist was fatally shot 
while working at a VA medical clinic. Ensuring physical security for these 
medical centers can be complicated because VA has to balance safety 
and security with providing an open and welcoming health-care 
environment. Furthermore, VA serves a vulnerable population with high 
rates of post-traumatic stress disorder and substance abuse. 

VHA is responsible for physical security at its facilities and has issued 
policies and standards that the facilities must follow when assessing 
physical security risks. To fulfill this responsibility, VHA conducts a range 
of activities such as performing risk assessments, implementing 
countermeasures designed to minimize risks, and providing law 
enforcement services through VA police departments. To help agencies 
such as VA with their physical security, the Interagency Security 
Committee (ISC) issued standards for risk management of federal 
facilities, and agencies are supposed to follow the standards.2 

You asked us to examine how VA ensures it is providing a secure 
environment at VHA facilities. This report: 

                                                                                                                       
1The total number of veteran enrollees in VA’s health care system rose from 7.9 million to 
almost 9 million from fiscal year 2006 through fiscal year 2016. 
2The ISC, housed within the Department of Homeland Security, includes a membership of 
senior level executives from 60 federal agencies and departments 
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• assesses the extent to which VA’s policies for managing risk related 
to physical security reflect key elements of ISC’s risk management 
standards, and 

• evaluates VA’s oversight of risk management for physical security at 
VHA’s various facilities. 

To assess how VA policies for physical security-risk management reflect 
key elements of ISC’s risk management standards, we reviewed VA’s 
policies pertinent to its risk management process and its risk assessment 
methodology and compared the policies to ISC’s risk management 
standards.3 This process included reviewing the Risk Management 
Process for Federal Facilities (ISC Standard) for assessing physical 
security and providing recommended countermeasures at federal 
facilities.4 To assess VA’s oversight of risk management of physical 
security at VHA facilities, we identified and examined oversight and 
management mechanisms at the national, regional, and local levels, 
including reporting mechanisms that prioritize or track facility risks or the 
implementation of countermeasures at VHA facilities. We also reviewed 
VA’s oversight activities against Standards for Internal Control in the 
Federal Government, because internal controls play a significant role in 
helping agencies achieve their mission-related responsibilities using 
proper oversight mechanisms.5 In addition, we reviewed VHA police 
responsibilities for physical security and law enforcement, including 
conducting risk assessments and identifying needed countermeasures. 

As part of our review, we selected nine VHA medical centers to include a 
range of patient volumes, rates of security incidents per patient, and 
locations, among other considerations. For each of these medical 
centers, we 

                                                                                                                       
3We examined policies issued by VA’s Office of Security and Law Enforcement (OSLE) as 
these policies form the primary mechanism for VA’s risk management process (i.e., 
process for assessing, responding, and monitoring physical security risks) at VA facilities. 
Additionally, VA OSLE policies are directed at VA police, who serve as VA’s security 
organization and are responsible for performing facility risk assessments (which VA refers 
to as “vulnerability assessments.”)  
4ISC, The Risk Management Process for Federal Facilities: An Interagency Security 
Committee Standard (Washington, D. C.: November 2016).  
5GAO, Standards for Internal Control in the Federal Government, GAO-14-704G 
(Washington, D. C.: September 2014).  

http://www.gao.gov/products/GAO-14-704G
http://www.gao.gov/products/GAO-14-704G
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• assessed the most recent physical security documents and risk 
management efforts, 

• reviewed the data and reporting mechanisms used to prioritize and 
track facility risks and the implementation of countermeasures at VHA 
facilities, and 

• conducted semi-structured interviews with VA police, facility directors, 
and union representatives at these medical centers. 

These steps enabled us to identify: (1) the officials’ approach to physical 
security, (2) which countermeasures were adopted, and (3) what 
additional countermeasures or other efforts, if any, remain to be 
implemented. While the results from these nine medical centers are not 
generalizable to all VA medical centers, they provide illustrative examples 
of how the department’s risk assessment policies are being implemented 
as well as a range of perspectives on physical security activities. See 
appendix I for more details on our scope and methodology. 

We conducted this performance audit from September 2016 to January 
2018 in accordance with generally accepted government auditing 
standards. Those standards require that we plan and perform the audit to 
obtain sufficient, appropriate evidence to provide a reasonable basis for 
our findings and conclusions, based on our audit objectives. We believe 
that the evidence obtained provides a reasonable basis for our findings 
and conclusions based on our audit objectives. 

 
VA has faced a growing demand by veterans for its health care services, 
due in part to both service members returning from military operations in 
Afghanistan and Iraq and to the growing needs of an aging veteran 
population.6 As part of providing care to millions of veterans, VA is 
expected to provide a safe environment not only for the veterans, but also 
for staff and visitors at a diverse makeup of VHA facilities. 

                                                                                                                       
6We added managing risks and improving VA health care to our High Risk List in 2015 
due to our concern about VA’s ability to ensure the cost-effective and efficient use of 
resources to improve the timeliness, quality, and safety of health care for veterans. GAO, 
High Risk Series: An Update, GAO-15-290 (Washington, D.C.: Feb. 11, 2015). We 
expressed continued concerns about VA health care in our 2017 high-risk report. GAO, 
High Risk Series: Progress on Many High-Risk Areas, While Substantial Efforts Needed 
on Others, GAO-17-317 (Washington, D.C.: Feb. 15, 2017). 

Background 

http://www.gao.gov/products/GAO-15-290
http://www.gao.gov/products/GAO-17-317
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Although many of these facilities face similar challenges, differences in 
facilities may require different levels and types of security. For example, 
medical centers with large numbers of staff, patients, and visitors may 
require more resources for securing the facility compared to smaller 
medical centers with fewer people frequenting the facility daily. Some 
medical centers are located in densely populated urban areas, while 
others are located in non-urban areas, and their security challenges may 
differ. For example, facilities in urban areas may be located near busy 
public roads, making it more difficult to implement physical security 
enhancements such as barriers or setbacks from the street.7 
Furthermore, some VHA medical centers consist of a single hospital and 
others may include a campus with many buildings.  According to VA 
officials, these differences can lead to unique security challenges. 
Medical centers offer different types of services, which can influence the 
types of security required.8 For example, officials from multiple medical 
centers we reviewed told us that emergency rooms and mental health 
areas experience high levels of security incidents, requiring additional 
security measures in these areas. 

VA specifies various physical security requirements for its medical 
centers. These include physical access control systems, security 
cameras, silent alarm distress signaling, and perimeter fencing. 
Furthermore, each VHA facility has its own police department to help 
deter, detect, defend against, and respond to security threats. See 
appendix II for more information regarding the roles and responsibilities of 
VA police departments. See figure 1 for a depiction of a medical center 
that consists of a campus and a variety of buildings and examples of the 
physical security elements deployed. 

                                                                                                                       
7Setback refers to the distance between a structure requiring protection and another 
building, the curb, a vehicle, or another object. 
8VHA medical centers provide a wide range of services including traditional hospital-
based services such as surgery, critical care, mental health, orthopedics, pharmacy, 
radiology, and physical therapy. In addition, VHA facilities may offer additional medical 
and surgical specialty services and may have buildings for research, warehousing, or 
administration services. 
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Figure 1: Examples of Physical Security Elements at Veterans Affairs’ (VA) Medical Center Campus 

 
 

To determine the specific countermeasures needed at each facility, VA 
has a two-part risk management process that begins with VA police 
assessing a facility’s security risk(s) by conducting “vulnerability 
assessments” biennially9 (see fig. 2). VA police at each of VHA’s medical 
centers report the findings, including recommended countermeasures, to 
medical center directors. These directors are responsible for developing 
                                                                                                                       
9VA police chiefs are responsible for ensuring that vulnerability assessments are 
performed for facilities under their jurisdiction. They may delegate this duty to officers or 
physical security specialists within their units. 
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an action plan in response to the assessments and making decisions 
about if and how recommended countermeasures will be addressed.  

Figure 2: Veterans Affairs’ (VA) Risk Management Process and Four-Step Vulnerability Assessment Methodology 

 
 

Across VA, numerous entities at the headquarters, regional, and local 
level have some role in carrying out physical security responsibilities. 
Figure 3 provides an overview of VA components with physical security 
roles and responsibilities at VHA facilities. 
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Figure 3: Veterans Affairs’ (VA) Components That Have Physical Security Roles and Responsibilities 

 
 

At the headquarters level, VA’s Office of Security and Law Enforcement 
(OSLE), located within VA’s Office of Operations, Security, and 
Preparedness, develops policies and standards for assessing physical 
security risks and providing physical security for facilities under VA’s 
custody and control, including VHA facilities used for providing healthcare 
services to veterans. VA organizes its system of care into regional 
networks called Veterans Integrated Service Networks (VISN). Each 
VISN is responsible for managing and overseeing medical centers within 
a defined geographic area. However, the primary operational 
responsibility for VA’s physical security program is at the medical centers 
themselves, where the medical center directors at each of VHA’s 170 
medical centers are responsible for implementing OSLE’s policies and 
standards and overseeing VHA police activities. Police at each facility 
conduct the key activities involved in this program, including conducting 
risk assessments and identifying needed countermeasures. Beyond risk 
assessment, VA police have additional responsibilities for protecting the 
safety of medical centers. For information about their additional 
responsibilities and oversight of their operations, see appendix II. 
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The ISC was established via Executive Order 12977 in 1995 to enhance 
security at federal facilities. Its mission is to develop standards and best 
practices.10 ISC’s Risk Management Process for Federal Facilities, 
among other things, includes standards for agencies’ facility risk 
assessment methodologies. This process can help agencies effectively 
prioritize efforts to protect their facilities. ISC’s process consists of six 
steps designed to help agencies identify the appropriate protective 
measures for their facilities, and to ensure their effectiveness. (see fig 4.) 

Figure 4: The Interagency Security Committee’s (ISC) Risk Management Process 

 
 
ISC’s Risk Management Process is applicable to all buildings and 
facilities in the United States occupied by federal employees for 
nonmilitary activities, including special-use facilities. Agencies may 
customize their implementation of elements of ISC’s standards, such as 
the countermeasures they determine are appropriate for their facilities or 
situations. Changes to these elements are to be made as a result of a 
risk-based analytical process. In December 2016, ISC issued its Agency 
and Facility Compliance Benchmarks to provide guidance to departments 
and agencies for ensuring compliance with ISC’s standards. 

                                                                                                                       
10The ISC is housed within the Department of Homeland Security, and includes a 
membership of senior level executives from 60 federal agencies and departments, 
including VA. Executive Order 12977, Section 5(a)(2), 60 Fed. Reg. 54411 (Oct. 19, 
1995), as amended by Executive Order 13286, 68 Fed. Reg. 10619 (Mar. 5, 2003). 
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VA’s risk management process does not fully reflect the standards 
established by ISC shown in figure 4.11 Although structured differently, we 
found that VA’s process includes some elements of ISC’s process but is 
missing other elements, gaps that could result in risks’ not being fully 
assessed and appropriate countermeasures not being identified. See 
figure 5. 

Figure 5: VA’s Risk Management Process Compared to the Interagency Security 
Committee’s (ISC) Risk Management Process 

 
aISC, The Risk Management Process for Federal Facilities: An Interagency Security Committee 
Standard (November 2016). 
bWe did not review VA’s process for developing these templates. 
 

                                                                                                                       
11Similarly, in 2013, we reported that VA did not use ISC standards for all of its facilities. 
GAO, Facility Security: Greater Outreach by DHS on Standards and Management 
Practices Could Benefit Federal Agencies, GAO-13-222 (Washington: D. C.: Jan. 24, 
2013). In 2014, we also reported that VA’s risk assessment methodology did not align with 
the ISC standards. GAO, Additional Actions Needed to Help Agencies Comply With Risk 
Assessment Methodology Standards, GAO-14-86 (Washington: D. C.: March 5, 2014). 
We recommended that the ISC conduct additional outreach and assess agency 
compliance with its standards. ISC has completed some outreach and is in the process of 
formulating a process for validating agency compliance with its standards 

VA’s Risk 
Management Process 
Partially Reflects the 
ISC’s Standard 

http://www.gao.gov/products/GAO-13-222
http://www.gao.gov/products/GAO-14-86
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Determine facility security level: ISC’s standard requires that facility 
security levels (I-V) are to be based on an equal weighting of five factors 
(mission criticality, symbolism, facility population, facility size, and threats) 
and the consideration of “intangibles.” According to the ISC, each of these 
factors is important to quantifying a facility’s attractiveness as a target for 
adversarial acts and the severity of consequences should such an act 
occur. 

VA policy calls for three of the factors to be used in determining a facility’s 
risk level, which partially reflects the ISC Standard. VA policy indicates 
that VA police are to identify an “asset risk value” that reflects the 
expected effect a threat would have to the functioning of VHA facilities 
and the continued delivery of services. This score is used to calculate an 
“overall risk value.” The greater the threat a facility faces relative to its 
physical security posture and the greater the impact on VA operations, 
the higher the overall risk value. The determination of the overall risk 
value reflects the ISC’s prescribed use of facility security levels to identify 
a facility’s level of risk. 

VA’s policy does not articulate that factors used to determine the overall 
risk value be equally weighted, nor does it include facility population and 
facility size as factors. As a result, VA may not be considering all the 
relevant risk factors that make a facility a more or less desirable target for 
threats. 

Identify the facility’s baseline countermeasures: The ISC Standard 
calls for baseline countermeasures to vary based on facility’s risk level. 
For example, depending on a facility’s security level and the type of 
undesirable threat posed, the use of X-ray or magnetometers may be 
required to screen visitors. Alternatively, agencies are allowed to create 
templates by facility type. That is, an agency can identify the specific risks 
posed to particular facility types and customize different sets of 
countermeasures that can serve as the baseline for those facility types. 

VA has created templates based on facility types rather than varying its 
baseline countermeasures relative to a facility’s risk level, which is 
permissible under the ISC Standard.12 These templates outline the 
                                                                                                                       
12These minimum requirements are outlined in Appendix B of VA Handbook 0730/4, 
which is directed to VA police. These requirements are applicable to existing buildings. VA 
has also developed physical-security design criteria that are applicable to new 
construction and major renovations. For the purposes of our report we focused on the 
requirements for existing buildings. 
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specific minimum countermeasures for different types of facilities or 
components of VHA facilities such as medical center pharmacies.13 VA’s 
minimum requirements for countermeasures in their facilities were 
designed to meet the needs of the medical center environment and 
clientele. 

Identify and assess risk: ISC has established 33 specific undesirable 
events that agencies are to use when assessing risks to facilities. 
Additionally, the ISC requires that an agency’s risk assessment 
methodology consider three factors—threat, vulnerability, and 
consequence—in examining these events in order to be credible. 14 
Agencies may customize the threats they assess to their specific 
situations, after having considered the 33 undesirable events.15 According 
to ISC officials, agencies are expected to periodically review their list of 
undesirable events as updates to the standards occur and document 
determinations and justifications for excluding any undesirable event. 

VA has identified 8 categories of threats that VA police are to review as 
part of vulnerability assessments, which includes consideration for threat, 
vulnerability, and consequence. These threat categories are: 1) assault, 
2) physical threats of violence, 3) illegal weapons, 4) suicidal behavior, 5) 
theft/vandalism, 6) explosive devices, 7) mail-borne hazards, and 8) 
protection of hazardous materials and narcotics. This listing reflects the 
ISC Standard that agencies examine risks from undesirable events. 

However, VA cannot demonstrate how its categories relate to ISC’s 33 
undesirable events. According to VA officials, VA originally selected its 
threat categories in 2001 and updated them in 2009 to the current 8 
categories. They told us that officials at the time considered the ISC’s full 
list of undesirable events and that these eight threat categories were and 

                                                                                                                       
13We did not review VA’s process for developing these templates. 
14Threats are the intentions and capabilities of adversaries to initiate undesirable events; 
consequences are the level, duration, and nature of losses resulting from undesirable 
events; vulnerabilities are weaknesses in the design or operation of a facility that 
adversaries can exploit. Undesirable events represent the “reasonable worst case 
scenario” for each threat. Risk assessment methodologies involve assigning ratings to 
each of the three factors and combining these ratings to produce an overall measurement 
of risk for each identified undesirable event.  
15According to ISC officials, the term “consider” means that as a starting point or baseline, 
an agency’s methodology must include all of the undesirable events listed in the ISC 
Standard.  
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remain the most prevalent in the health care’s operating environment that 
represents the majority of VHA facilities. However, officials could not 
provide documentation of how their eight categories related to ISC’s 
defined undesirable events and why certain undesirable events appear to 
be included and others excluded within VA’s policies pertaining to risk 
management. By not reviewing all the undesirable events identified by the 
ISC, VA may be overlooking some potential threats present at its 
facilities. 

Determine necessary countermeasures: ISC calls for agencies to 
determine if their baseline countermeasures or templates address a 
facility’s established risk level following an assessment. ISC has also 
clarified that its standards allow for countermeasures to be customized to 
specific facilities and situations. For instance, if the risks from undesirable 
events at a specific facility are found to be higher or lower than the level 
of protection afforded by the baseline set of countermeasures, the  
baseline countermeasures can be changed (up or down) to meet the level 
of assessed risk. 

VA policy calls for police at each of VHA’s medical centers to conduct 
vulnerability assessments biennially. As a part of these assessments, VA 
police are to recommend countermeasures that represent the best value 
in terms of providing protection against multiple threats given the existing 
level of defense or security equipment. This procedure reflects the ISC 
Standard that necessary countermeasures be identified at the facility level 
by an agency’s security organization. 

However, VA policy does not require recommended countermeasures to 
be related to the baselines established in the templates. This policy is 
inconsistent with the ISC Standard, which calls for countermeasures to be 
increased or decreased from the baseline to meet the level of assessed 
risk. This policy could leave staff, patients, and visitors, as well as 
property vulnerable to unmitigated risks. 

Implement countermeasures or accept unmitigated risk: The ISC 
Standard requires agencies to document decisions, in particular, any 
decision to reject or defer implementation of countermeasures due to cost 
(or other factors). The ISC Standard also requires agencies to document 
the acceptance of risk in these instances and outline alternative strategies 
considered or implemented, and opportunities in the future to implement 
needed countermeasures. The ISC Standard notes, in particular, that 
risks accepted at the facility level may have a bearing on agency-wide 
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risk management efforts and therefore documentation of risk acceptance 
shall be provided to the headquarters security office. 

As previously discussed, medical center directors are to determine if and 
how to implement recommended countermeasures. This reflects the ISC 
Standard that information from assessments be forwarded to and used by 
decision makers. However, VA policy does not require the documentation 
of risk acceptance. That is, VA has no policy requiring its officials to 
document the rationale for rejected or deferred countermeasures, 
proposed alternative mitigations, and future planning.16 Without such a 
requirement, OSLE does not have full knowledge of the extent of risk 
acceptance that has occurred or what alternative countermeasures have 
been pursued. 

Measure performance: According to the ISC Standard, agencies are to 
assess and document the effectiveness of their security program through 
performance measurement and testing. Measures should be based on 
agency mission goals and objectives. As examples of performance 
measures, the ISC Standard suggests that agencies could track the 
number of countermeasures in use or the percentage of facility 
assessments completed. Moreover, the ISC Standard states that agency-
level leadership must communicate its priority and commitment to 
performance measurement and ensure that the physical security 
performance measures enhance accountability, prioritize security needs, 
and justify investment decisions to maximize available resources. 

VA lacks documented policies or performance measures in place for 
assessing the effectiveness of its security program, which does not reflect 
the ISC Standard. VA policy outlines that local medical-facility directors at 
VHA facilities shall ensure that law enforcement activities (such as 
vulnerability assessments) are conducted in a legally and technically 
correct manner, but provides no guidance to ensure uniform measures 
and processes are being used to assess the performance of security 
programs. Without a policy that establishes uniform performance 
measures, VA cannot evaluate the effectiveness of physical security 
programs being locally implemented across its facilities. 

                                                                                                                       
16VA policy includes some requirements for documenting decision-making regarding 
deficiencies identified in physical security surveys, which are distinct and separate from 
vulnerability assessments. Specifically, if individual VHA facilities cannot meet the 
minimum countermeasures (e.g., because of physical limitations), VA policy indicates that 
officials must request a waiver and/or approval for alternative mitigations from VA’s OSLE.  
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According to VA officials, VA’s risk management process was developed 
before the ISC’s standard for risk management processes was originally 
issued in 2013. VA officials we spoke with said as a member of ISC they 
utilize it as a forum for exchanging ideas on best practices and 
interpreting the standards but it is then up to each agency to determine 
how best to apply ISC standards.17 VA officials said that they are currently 
reexamining their policies but have not reached out to the ISC for 
assistance. ISC officials told us they are available to act as resource for 
any agency requesting aid in developing or reviewing risk management 
processes. 
 
VA cannot assure that the differences between its process and the ISC 
Standard are inconsequential to how it identifies and manages risk at 
local facilities and across its real property portfolio. According to the ISC 
Standard, not using an appropriate risk-management process can result 
in facilities that may either have (1) less protection than needed resulting 
in inadequate security or (2) more protection than needed resulting in an 
unnecessary use of resources. This situation might reduce the availability 
of resources that could be applied elsewhere. For example, although all 
VHA medical centers have the same mission, variations in location and 
physical configuration of a facility may create unique risks or risks that are 
relatively higher or lower in some cases than at other VHA facilities with 
the same mission. 

 
Agencies are expected to manage the effectiveness of program 
operations in achieving their missions. A range of federal standards and 
guidance assist agencies improve the accountability and effectiveness of 
their programs by helping agencies adapt to shifting environments, 
evolving demands, changing risks, and new priorities. For example, in 
July 2016, OMB updated guidance to establish management’s 
responsibilities for enterprise risk management (ERM). ERM is intended 
to yield an “enterprise-wide,” strategically aligned portfolio view of 

                                                                                                                       
17In its technical comment to this report, VA pointed out that under federal regulations (41 
C.F.R. § 102-81.25), certain types of special-use facilities, such as hospitals, are exempt 
from ISC design criteria standards. For the purpose of our report, we reviewed VA policies 
pertinent to its risk management process and its risk assessment methodology and 
compared the policies to ISC’s risk management standards.  As such, ISC’s design criteria 
standards did not apply to our assessment and were outside the scope of our review.  As 
we previously discuss in the report, ISC’s Risk Management Process is applicable to all 
buildings and facilities in the United States occupied by federal employees for nonmilitary 
activities, including special-use facilities.  

VA Does Not Assess 
the Effectiveness of 
Its Risk Management 
Process 
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organizational challenges that provides better insight about how to most 
effectively prioritize resource allocations to ensure successful mission 
delivery.18 More specifically, the guidance discusses both internal control 
and ERM and how these fit help together to manage agency risks. 
Additionally, Standards for Internal Control in the Federal Government 
describes internal control as a process put in place by an entity’s 
oversight body, management, and other personnel, a process that 
provides reasonable assurance that objectives related to operations, 
compliance, and reporting will be achieved, and that serves as the first 
line of defense in safeguarding assets.19 Elements within these standards 
include: 

• holding people accountable for their responsibilities, 

• having effective operations that produce intended results in a manner 
that minimizes the waste of resources, and 

• using quality information to achieve objectives. 

However, according to OSLE officials, OSLE does not assess program 
effectiveness, Instead, officials said that OSLE’s role in overseeing VHA’s 
risk management process is limited to reviewing the activities of each 
VHA medical center’s police department’s activities.20 Specifically, as it 
relates to the risk assessment process discussed earlier, the OSLE 
review focuses on whether (1) vulnerability assessments are completed 
within the required time frame (at least every 2 years); (2) annual physical 
security surveys that are used to inform the vulnerability assessments are 
completed and documented, and (3) intruder detection tests are 
completed. The OSLE inspectors may also spot-check specific areas to 
determine whether physical security measures that are in place meet 
VA’s standards. The areas checked are at their discretion and not 
identified in policy. Findings from these inspections, including any 

                                                                                                                       
18OMB, Management’s Responsibility for Enterprise Risk Management and Internal 
Control, Circular No. A-123, (July 15, 2016).  
19GAO, Standards for Internal Control in the Federal Government, GAO-14-704G 
(Washington, D.C.: September 2014).  
20Police department programs are inspected every 2 years. The responsibility for 
conducting these inspections is shared by VA’s Office of Security and Law Enforcement 
and the VISN Police Chief, with each conducting the inspections once every 4 years. 
OSLE inspectors use a checklist to review specific aspects of several areas including 
personnel and training; administration; operations; equipment, weapons and weapons 
control; physical security, and outcomes and customer satisfaction. 

http://www.gao.gov/products/GAO-14-704G
http://www.gao.gov/products/GAO-14-704G
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deficiencies identified in physical security, are reported to the medical 
center director for action. 

According to OSLE officials, they do not have any authority to ensure 
deficiencies are corrected and thus generally do not follow up on the 
status of their findings prior to the next inspection. Although the results of 
these inspections are stored by OSLE, we did not find that it uses them to 
identify trends in security deficiencies or track medical centers’ risk levels. 

OSLE does not assess the medical center’s compliance with VA’s overall 
risk management process, the extent to which recommended security 
measures have been implemented, or decisions not to implement security 
recommendations. Furthermore, OSLE does not collect data that would 
allow it to know what security deficiencies have been identified across all 
VHA facilities and the status of recommended countermeasures. Because 
VHA lacks an oversight strategy that includes these elements, it cannot 
begin to assess the effectiveness of security at its facilities. 

The lack of a system-wide oversight strategy is particularly troublesome 
given the authority and autonomy of medical center directors to determine 
the appropriate physical security measures needed for their facilities. At 
the nine medical centers, we found differences in how they implemented 
the risk management requirements and countermeasures and in how they 
collected security related data. Without a strategy for system-wide 
oversight, VA cannot ensure that local physical security-decisions are 
based on actual risk, are appropriate to protect the facility, and are 
effective, or whether the variations or the security impact of them are 
important. 

Implementing VA’s risk management requirements: A key element of 
internal controls is having a process in place to hold people accountable 
and ensure that the agencies’ policies are being implemented as 
intended. While OSLE’s inspections assess whether the vulnerability 
assessments were completed, we found that they did not assess the 
quality of those assessments or whether they aligned with VA’s policy 
requirements. Specifically, we found differences in how the assessments 
were done at the nine medical centers we reviewed and that some were 
not consistently reviewing the full range of threats required by VA policy. 
For example, none of the vulnerability assessments we reviewed included 
documentation that all eight of VA’s threat categories were reviewed, and 
at three locations, no threat categories were documented as reviewed in 
the assessments. Additionally, in some instances, VA police assessed 
different threat categories than the required 8 categories. OSLE officials 
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told us that local VHA police have the discretion to review any threats 
they perceive relevant to their facility; however, they reported that this 
should be done in addition to the eight threat categories identified in VA 
guidance. In a decentralized environment such as VA’s, there may be 
greater risk that VA police will inconsistently apply VA’s risk management 
process. Furthermore, as discussed earlier, VA has not established 
performance measures, in accordance with ISC standards, for its risk 
management process. This, according to the ISC, would help to ensure 
accountability, prioritize security needs, and justify investment decisions 
to maximize available resources. 

Implementing countermeasures: Internal controls guidance speaks to 
having effective operations that produce intended results in a manner that 
minimizes the waste of resources. ERM also speaks to the effective and 
efficient use of resources. We found wide variation in the progress made 
in implementing countermeasures across the nine locations we reviewed. 
This variation happens, in part, because of competing priorities and lack 
of dedicated physical- security budgets. As a result, medical center 
directors make localized decisions about where they spend their 
resources. The police force is responsible for identifying appropriate 
countermeasures, but it is then up to the medical center directors and the 
managers in the areas for which deficiencies have been identified to 
implement the corrective actions. All of the medical center directors we 
interviewed reported weighing decisions to fund infrastructure deficiencies 
affecting healthcare delivery versus funding physical security projects. For 
example, one acting director told us that the center needs to repair a 
leaking roof in its hospice care unit. The director told us that this project, 
which uses funding from the same pool of money as physical security 
projects, will be prioritized because it directly impacts the quality of patient 
care. 

Officials at the sites we reviewed described varying levels of commitment 
from medical center directors to prioritize physical security infrastructure 
projects. Officials at one site said that they currently have difficulty getting 
the resources they request to implement security countermeasures, but 
that the same had not been the case at previous medical centers where 
they worked. Specifically, one official noted that it can be difficult to 
convince a medical center director to fund security measures designed to 
protect the site from situations that have not yet occurred, such as 
countermeasures to improve perimeter security or increase standoff 
distance for critical areas, which are important parts of prevention for 
active-shooter type scenarios. 
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One of the key countermeasures medical centers use for physical 
security is the police force. We noted variations in police staffing at the 
nine locations we studied. VA policy sets a minimum level for the number 
of VA police officers who must be on patrol at any given time if certain 
conditions are met. Some local VHA officials we spoke with said they 
need to staff above this level because following the minimum staffing 
level can be problematic when officers are needed to respond to multiple 
incidents at the same time, such as escorting one patient and responding 
to a disruptive patient in a different wing of the hospital, officials stated. 
Officials noted that incidents can be the driving factor for changes. One 
site we reviewed increased their police presence in the emergency room, 
in response to a stabbing incident that occurred there. 

The critical role that police play at these medical centers can be adversely 
affected, however, because of challenges related to recruiting and 
retaining law enforcement personnel. All sites we reviewed reported hiring 
vacancies in their departments, and multiple sites discussed challenges in 
maintaining any police at the recommended level at their facilities, 
hindering the ability of the police to respond to multiple incidents.21 As 
further described in appendix II, each VHA medical center police force is 
managed locally, under the control of the medical center director. 

We also found varying levels of security provided by VA medical centers 
for their community based outpatient clinics. VA policy does not require a 
permanent security presence at the community-based outpatient clinics, 
and medical centers may rely on local police to respond to security 
incidents. However, some sites we reviewed use contract guards to 
provide a security presence at outpatient clinic locations, and one site 
reported completing an effort to staff VA police officers at each of the 
outpatient clinics under the medical center director’s authority. In the 
absence of system-wide oversight strategy, VA does not know if these 
variations in countermeasures are resulting in different levels of security, 
which may leave some facilities at risk and not be the most strategic use 
of resources at other facilities. 

Tracking security deficiencies: The availability of reliable data is 
essential for assessing the effectiveness of policies and programs and for 
allowing managers to make sound decisions. In the absence of a VHA-

                                                                                                                       
21VA reported it has approved about 4,700 full-time employee police positions, but nearly 
700 of these positions remain vacant. 
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wide strategy and guidance about how to collect data or track 
deficiencies, individual sites have established their own processes for 
tracking the status of identified security deficiencies. For example, one of 
the medical centers in our review reported 15 deficiencies resulting from 
its assessment, whereas another medical center reported over 540 
deficiencies. In reviewing the data further, we found that the numbers 
may be misleading as to the extent of security concerns, because of the 
different ways in which the findings were reported. For example, in 
reporting the results of inspections of information telecommunication and 
data closets, one location identified a recurring deficiency as one issue, 
where another location identified a similar deficiency in each closet they 
inspected resulting in over 200 identified deficiencies. A system-wide 
oversight strategy could help VA identify what information is needed to 
assess the effectiveness of its security programs and the impact of 
varying practices at its facilities. 

In the past, VA collected system wide information and tracked physical 
security across medical centers. When VA first started conducting 
vulnerability assessments in 2010, the assessments were done by a 
central team directed by OSLE, and the findings were tracked in a central 
database. In addition, a work group tracked how facilities were meeting 
VA’s standards and requirements and which countermeasures were 
getting prioritized and implemented. However, VA officials told us that this 
database crashed and that the information is no longer accessible. 
Moreover, the central team was dissolved, and medical center directors 
became fully responsible for ensuring that vulnerability assessments were 
conducted. The collection or assessment of data also became the 
responsibility of local medical centers. 

Although OSLE has no current plans to re-establish a database, in 2015 
the Acting Deputy Under Secretary for Health for Operations 
Management identified a need for information about the level of security 
at its facilities. He has directed VISN management to identify gaps 
between its facilities and VA’s 2015 physical-security design standards.22 
This effort is separate from VA’s risk management process but would be 
expected to identify some of the same security deficiencies. VISNS are 
expected to use these results to develop and prioritize projects to bring 
facilities in line with the current VA physical security standards. 
                                                                                                                       
22In 2015, VA published design and construction standards to provide for the physical 
security of new buildings, additions, and major alterations of VA owned and operated 
facilities. 
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VA faces the challenge of providing secure, open, and welcoming medical 
facilities while providing medical care for nearly 9-million veterans 
annually. Having a process that incorporates ISC standards is critical to 
VA and ensuring that it is positioning itself to appropriately protect its 
facilities. However, until VA reviews its policies against the ISC standards 
to explore areas where it differs from these standards, it will not be able to 
ensure that its approach to risk management will yield and has yielded 
the appropriate security posture relative to the different risks faced by its 
diverse set of facilities. While not currently required, collaboration with the 
ISC would be helpful for the VA as it reexamines its risk management 
process. Additionally, the decentralized nature of VA’s organizational 
structure can help VHA tailor its programs to local situations. But without 
a system-wide oversight process, VA cannot assess the overall 
performance of its security program and whether medical centers are 
adequately protected. Thus, it may be missing opportunities to leverage 
resources nationally, or make informed, proactive policy decisions. 

 
We are making the following two recommendations to VA: 

The Secretary of VA should, in collaboration with ISC, review and revise 
VA’s risk management policies for VHA facilities to ensure VA 
incorporates ISC standards, as appropriate. (Recommendation 1) 

The Secretary of VA should develop an oversight strategy that allows VA 
to assess the effectiveness of risk management programs at VHA 
facilities system-wide. (Recommendation 2) 

 
We provided a draft of this report to the Department of Veterans Affairs 
(VA) and Department of Homeland Security (DHS) for comment. In 
written comments, which are reproduced in appendix III, VA agreed with 
our conclusions and concurred with our recommendations. In its 
comments, VA stated that it is in the process of updating its vulnerability 
assessment program and will work with the ISC to ensure VA is in 
compliance with applicable standards. VA also stated that it will work with 
the ISC as VA updates its risk management process to ensure it reflects 
the applicable standards established by the ISC. VA also intends to 
evaluate its current roles and responsibilities for assessing internal 
controls for risk management. VA estimates that it will complete these 
actions by January 2019. VA also provided a technical comment, which 
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we have clarified in the report. DHS provided only technical comments, 
which we incorporated as appropriate. 

 
We are sending copies of this report to the appropriate congressional 
committees; the Secretary of the Department of Veterans Affairs; the 
Secretary of the Department of Homeland Security; and other interested 
parties. In addition, the report will be available at no charge on the GAO 
website at http://www.gao.gov. If you or your staff have any questions 
about this report, please contact me at (202) 512-2834 or 
rectanusl@gao.gov. Contact points for our Offices of Congressional 
Relations and Public Affairs may be found on the last page of this report. 
GAO staff who made key contributions to this report are listed in appendix 
IV. 

Sincerely yours, 

 
Lori Rectanus 
Director, Physical Infrastructure Issues 

 

http://www.gao.gov/
mailto:rectanusl@gao.gov
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The objectives of our report were to assess (1) the extent that VA’s 
policies for physical-security risk management reflect elements of 
federally established risk management standards and (2) VA’s oversight 
of risk management of physical security at VHA facilities. To help inform 
our research, we reviewed reports and documentation on physical 
security. For example, we reviewed prior reports from GAO on the 
security of federal government facilities and effective program 
management, as well as documentation from the Department of 
Homeland Security’s Interagency Security Committee (ISC), including 
physical security standards it has developed by the ISC. Our review 
focused on security at medical facilities under the custody control of VHA. 

To determine how VA policies for physical security risk management 
reflect key elements of federally established risk management standards, 
we assessed how VA’s methodologies reflect ISC’s risk management 
standards. This included reviewing the Risk Management Process for 
Federal Facilities (the ISC Standard) for assessing physical security and 
providing recommended countermeasures at federal facilities.1 We 
obtained and analyzed VA’s facility-security policies and procedures for a 
risk management methodology. According to the ISC Standard, agencies’ 
risk management methodologies should 

• determine facility security level (FSL); 

• identify facility’s baseline countermeasure; 

• identify and assess risk; 

• determine necessary countermeasures; 

• implement protective measures and/or accept risk; and 

• measure performance 

To assess VA’s oversight of risk management of physical security at VHA 
facilities, we identified and examined oversight and management 
mechanisms at the national, regional, and local levels, including reporting 
mechanisms that prioritize or track facility risks or the implementation of 
countermeasures at VHA facilities. We also reviewed Standards for 
Internal Control in the Federal Government because internal controls play 
a significant role in helping agencies achieve their mission related 

                                                                                                                       
1ISC, The Risk Management Process for Federal Facilities: An Interagency Security 
Committee Standard (Washington, D. C.: November 2016).  
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responsibilities using proper oversight mechanisms.2 To help determine if 
VA has established an environment in which it can ensure it is achieving 
its objectives, we reviewed agency documentation, such as vulnerability 
reports, police inspections, and the tracking reports related to security 
countermeasure recommendations at a non-generalizable sample of 9 VA 
medical centers. At these locations, we also conducted semi-structured 
interviews with facility management, VA police, and union representatives 
to identify the officials’ approach to physical security. Our findings from 
our review of the selected medical centers are not generalizable to all 
VHA facilities, but provide insight into and illustrative examples about risk-
management and oversight methodologies at selected facilities. 

We selected these sites based on a mix of criteria that included: (1) 
geographic location, including medical centers in various Veteran 
Integrated Service Networks (VISN), and in cities of different sizes; (2) 
patient volume, including medical centers with a mix of different levels of 
patient population; (3) reported security incidents, including locations with 
high and low levels of reported security incidents ; and (4) patient to 
incident ratio, including medical centers with high and low ratios of 
incidents per patient, among other considerations. Based on the selection 
criteria listed above, the team selected the following nine medical center 
locations for our review: 

1. Bedford, MA  

2. Houston, TX  

3. Greater Los Angeles  

4. Bay Pines, FL  

5. Sheridan, WY 

6. Washington, D.C. 

7. Puget Sound, WA 

8. Orlando, FL 

9. Louisville, KY 

 

                                                                                                                       
2GAO, Standards for Internal Control in the Federal Government, GAO-14-704G 
(Washington, D. C.: September 2014).  

http://www.gao.gov/products/GAO-14-704G
http://www.gao.gov/products/GAO-14-704G
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Considering the extent to which VA uses its police force in its risk 
management approach, we also reviewed the lines of authority and 
oversight for VA police personnel. For example, we identified VA’s police-
reporting structures and data-collecting efforts. 

We conducted this performance audit from September 2016 to January 
2018 in accordance with generally accepted government auditing 
standards. Those standards require that we plan and perform the audit to 
obtain sufficient, appropriate evidence to provide a reasonable basis for 
our findings and conclusions, based on our audit objectives. We believe 
that the evidence obtained provides a reasonable basis for our findings 
and conclusions based on our audit objectives. 
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The Department of Veterans Affairs (VA) police consist of over 4,000 
uniformed police officers in 153 police units across the nation. Each VHA 
medical center has, in effect, its own police force.1 

 
Aside from VA’s role in assessing physical security risks, VA police’s day-
to-day role at VHA medical centers largely revolves around their law 
enforcement functions. Specifically, police officers patrol medical center 
campuses in an effort to deter, detect, defend, and respond to threats to 
patients and staff. Officers can make arrests for violations of federal law, 
can confiscate drugs, alcohol or other contraband, and can conduct 
investigations and collect basic evidence to the extent necessary to 
determine whether a crime has been committed.2 In addition, VA police 
officers might respond to incidents involving disruptive patient behavior—
a continual concern for staff at VHA facilities, according to officials from 
the sites we spoke with. Staff can alert VA police to such incidents 
through means such as duress alarm systems at their facilities, and at 
some locations we spoke with, police respond as part of multi-disciplinary 
teams that try to de-escalate incidents involving disruptive patients. For 
example, police can be on the Disruptive Behavior Committees at their 
facilities. These multi-disciplinary committees review incidents involving 
disruptive patients and can suggest mitigations for future incidents 
including placing a “flag” on a patient’s record. These flags alert staff to 
prior concerns with a patient’s behavior and may include instructions for 
preventative measures such as a requiring the patient to check in with VA 
police when arriving on campus or requiring the patient to have a police 
escort while at the facility. 

                                                                                                                       
1VA Police were established in 1991 under Chapter 9 of Title 38 and given the authority to 
enforce federal laws on Department of Veterans Affairs’ property. Provisions in Title 38 
USC, Sections 902 and 904 give authority to the VA Secretary to furnish VA police officers 
with such weapons as the Secretary determines to be necessary and appropriate to 
ensure the maintenance of law and order and the protection of persons and property on 
Department property. Following a pilot program to arm VA police in 1998, VA issued 
directive 0720 in January of 2000, providing policies to establish a program to provide 
firearms to VA police officers for carry and use on duty. See 38 C.F.R. § 1.218(c) and 38 
U.S.C. § 902(b). VHA medical centers that are part of a Health Care System may be 
supported by one VA police department. For example, the VA police for the Puget Sound 
Health Care System support two medical centers: the Seattle Division and American 
Lakes Division. 
2As specified in VA Handbook 0730, Title 38 CFR § 1.218, and Titles 18 and 21 U.S.C.  
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VA police at some sites included in our review described challenges 
officers face when responding to incidents. For example, according to VA 
police officials, not all incidents involving disruptive patients constitute a 
violation of the law, limiting the ability of a police officer to intervene. 
Police officials spoke about trying to de-escalate situations first, before 
making arrests or physically intervening in an altercation. Furthermore, 
VA police officers are limited in their authority to engage in certain actions 
such as pursuing non-federal offenses, investigating crimes off-campus, 
and carrying service weapons off campus, officials told us. In addition, 
some VA police we spoke with stated that the Assistant U.S. Attorney’s 
office is reluctant to prosecute veterans, so the VA police do not have 
much leeway or leverage in detaining, arresting or pressing charges 
against patients or visitors. For example, according to VA police officials 
from one site we spoke with, the Assistant U.S. Attorney declined to 
prosecute a stabbing incident. As a result the police had to work with the 
local police to recharge the case and go through the state court for 
prosecution. 

As a part of the policing role, police have various reporting 
responsibilities. For example, police officers are expected to report their 
daily operational activity into a computerized database called the VA 
Police System that: (1) documents all criminal activity at the medical 
centers, (2) records daily incident reporting at each facility in a 24-hour 
period, and (3) lists all individuals who come into contact with VA police.3 
VA police chiefs at each location use this data to generate a localized 
Unified Crime Report (UCR) for each campus. Each police chief 
maintains his or her own UCR, which can include all incidents reported by 
officers, from petty theft to homicide. VA police are to conduct predictive 
analysis of crime patterns and adjust patrols or investigative activities 
accordingly. 

In addition to recording all activities into the database, VA police are 
required to report certain incidents (including incidents that are likely to 
result in national media or congressional attention), to the VA’s Integrated 
Operations Center through a Serious Incident Report.4 Police officers are 
required to report serious incidents as soon as possible, but no later than 
2 hours after awareness of the incident. Reportable incidents include, 

                                                                                                                       
3VA is in the process of moving from its current Veterans Affairs Police System (VAPS) 
database to a new system called Report Exec. 
4See VA Directive 0321, issued in 2012. 
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among others, sexual or aggravated assaults and VA police-involved 
shootings.5 The Integrated Operations Center staff provides reports and 
real-time information on these incidents to the Secretary and the VA 
administrators for their awareness; however, the staffers do not conduct 
their own investigations into incidents. Officials from the Office of Security 
and Law Enforcement told us that they have started pulling together 
internal, monthly rollups of law-enforcement-related serious incident 
reports. These reports are provided to the VA police chiefs to inform them 
of serious incidents and provide situational awareness on law 
enforcement and criminal activity happening at VHA medical centers 
across the nation. These reports contain law-enforcement sensitive 
information and are intended for internal VA police use for crime analysis 
specific to VA law enforcement matters affecting VA campuses and are 
not to be released to the public or individuals or organizations outside law 
enforcement. 

 
The Office of Security and Law Enforcement (OSLE) develops and issues 
policies and procedures for physical security, law enforcement, and 
training activities for VA police.6 In addition, OSLE and VISN police chiefs 
share responsibility for the police inspection program described in this 
report. OSLE does not provide any sort of centralized command over 
police chiefs or officers, however. This level of oversight and 
management of VHA police is done through the senior leadership at each 
local medical center. Police chiefs set the standard- operating procedures 
for their departments and report to an associate or assistant medical 
director, who provides daily supervision and approves their performance 
management appraisals. Medical center directors are ultimately 

                                                                                                                       
5Serious Incidents are defined by nine criteria listed within VA Directive 0321 and include: 
1) public information regarding the arrest of a VA Employee; 2) major disruption to the 
normal operations of a VA facility; 3) deaths on VA property due to suspected homicide, 
suicide, accidents, and/or suspicious deaths; 4) VA Police-involved shootings; 5) 
Activation of Occupant Emergency Plans, Facility Disaster Plans and/or Continuity of 
Operations Plans; 6) loss or compromise of VA sensitive data, including classified 
information; 7) theft or loss of VA-controlled firearms or hazardous material, or other major 
theft or loss; 8) terrorist event or credible threat that affects VA facilities or operations; 9) 
Incidents on VA property that result in serious illness or bodily injury to include sexual 
assault, aggravated assault and child abuse.  
6OSLE issues policies and procedures to the local VA police departments through its VA 
Handbook 0730 and subsequent updates.  
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responsible for the hiring of VA police officers and funding their training 
through VA’s Law Enforcement Training Center.7 

If allegations of police misconduct arise, the local VA police departments, 
and specifically the police chiefs, are responsible for investigating these 
claims. According to officials we spoke with, there are multiple methods 
police misconduct can be reported: directly through the medical center; to 
the VA Inspector General complaint hotline, or, in some instances, 
directly to OSLE within VA’s headquarters. OSLE’s Criminal Investigation 
Division will generally investigate criminal allegations and if appropriate 
will refer issues to the US Attorney for action. OSLE does not have 
supervisory authority over the VA police departments, and so any 
administrative actions must be taken by the local medical center officials. 

 

                                                                                                                       
7VA police are trained at its Law Enforcement Training Center at a cost of about $11,000 
per officer. The training center is a subordinate organization under the Office of Security 
and Law Enforcement that operates as a franchise fund, and budget and staffing levels 
are based on revenue generated by reimbursable services provided by the center.  



 
Appendix III: Comments from the Department 
of Veterans Affairs 

 
 
 
 

Page 29 GAO-18-201  VA Facility Security 

 

 

Appendix III: Comments from the 
Department of Veterans Affairs 



 
Appendix III: Comments from the Department 
of Veterans Affairs 

 
 
 
 

Page 30 GAO-18-201  VA Facility Security 

 

 



 
Appendix IV: GAO Contact and Staff 
Acknowledgments 
 
 
 
 

Page 31 GAO-18-201  VA Facility Security 

 
Lori Rectanus, (202) 512-2834, or rectanusl@gao.gov 

 
In addition to the individual named above, Maria Edelstein (Assistant 
Director); William Carpluk; Raymond Griffith; Geoffrey Hamilton; Joshua 
Ormond; Amy Rosewarne; Friendly Vang-Johnson; and Elizabeth Wood 
made key contributions to this report. 

 

Appendix IV: GAO Contact and Staff 
Acknowledgments 

GAO Contact 

Staff 
Acknowledgments 

(101065) 

mailto:rectanusl@gao.gov


 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

 
 
 
 
 
 

 

The Government Accountability Office, the audit, evaluation, and investigative 
arm of Congress, exists to support Congress in meeting its constitutional 
responsibilities and to help improve the performance and accountability of the 
federal government for the American people. GAO examines the use of public 
funds; evaluates federal programs and policies; and provides analyses, 
recommendations, and other assistance to help Congress make informed 
oversight, policy, and funding decisions. GAO’s commitment to good government 
is reflected in its core values of accountability, integrity, and reliability. 

The fastest and easiest way to obtain copies of GAO documents at no cost is 
through GAO’s website (http://www.gao.gov). Each weekday afternoon, GAO 
posts on its website newly released reports, testimony, and correspondence. To 
have GAO e-mail you a list of newly posted products, go to http://www.gao.gov 
and select “E-mail Updates.” 

The price of each GAO publication reflects GAO’s actual cost of production and 
distribution and depends on the number of pages in the publication and whether 
the publication is printed in color or black and white. Pricing and ordering 
information is posted on GAO’s website, http://www.gao.gov/ordering.htm.  

Place orders by calling (202) 512-6000, toll free (866) 801-7077, or  
TDD (202) 512-2537. 

Orders may be paid for using American Express, Discover Card, MasterCard, 
Visa, check, or money order. Call for additional information. 

Connect with GAO on Facebook, Flickr, LinkedIn, Twitter, and YouTube. 
Subscribe to our RSS Feeds or E-mail Updates. Listen to our Podcasts. 
Visit GAO on the web at www.gao.gov and read The Watchblog. 

Contact: 

Website: http://www.gao.gov/fraudnet/fraudnet.htm 
E-mail: fraudnet@gao.gov 
Automated answering system: (800) 424-5454 or (202) 512-7470 

Orice Williams Brown, Managing Director, WilliamsO@gao.gov, (202) 512-4400, 
U.S. Government Accountability Office, 441 G Street NW, Room 7125, 
Washington, DC 20548 

Chuck Young, Managing Director, youngc1@gao.gov, (202) 512-4800 
U.S. Government Accountability Office, 441 G Street NW, Room 7149  
Washington, DC 20548 

James-Christian Blockwood, Managing Director, spel@gao.gov, (202) 512-4707 
U.S. Government Accountability Office, 441 G Street NW, Room 7814, 
Washington, DC 20548 

GAO’s Mission 

Obtaining Copies of 
GAO Reports and 
Testimony 
Order by Phone 

Connect with GAO 

To Report Fraud, 
Waste, and Abuse in 
Federal Programs 

Congressional 
Relations 

Public Affairs 

Strategic Planning and 
External Liaison 

Please Print on Recycled Paper.

http://www.gao.gov/
http://www.gao.gov/
http://www.gao.gov/ordering.htm
http://facebook.com/usgao
http://flickr.com/usgao
http://www.linkedin.com/company/us-government?trk=cp_followed_name_us-government
http://twitter.com/usgao
http://youtube.com/usgao
http://www.gao.gov/feeds.html
http://www.gao.gov/subscribe/index.php
http://www.gao.gov/podcast/watchdog.html
http://www.gao.gov/
http://blog.gao.gov/
http://www.gao.gov/fraudnet/fraudnet.htm
mailto:fraudnet@gao.gov
mailto:WilliamsO@gao.gov
mailto:youngc1@gao.gov
mailto:spel@gao.gov

	VA FACILITY SECURITY
	Policy Review and Improved Oversight Strategy Needed
	Contents
	Letter
	Background
	VA’s Risk Management Process Partially Reflects the ISC’s Standard
	VA Does Not Assess the Effectiveness of Its Risk Management Process
	Conclusions
	Recommendations for Executive Action
	Agency Comments

	Appendix I: Objectives, Scope, and Methodology
	Appendix II: Overview of VA Police Departments’ Roles and Responsibilities
	Key Activities
	Police Oversight and Management

	Appendix III: Comments from the Department of Veterans Affairs
	Appendix IV: GAO Contact and Staff Acknowledgments
	GAO’s Mission
	Obtaining Copies of GAO Reports and Testimony
	Connect with GAO
	To Report Fraud, Waste, and Abuse in Federal Programs
	Congressional Relations
	Public Affairs
	Strategic Planning and External Liaison




<<
  /ASCII85EncodePages false
  /AllowTransparency false
  /AutoPositionEPSFiles true
  /AutoRotatePages /PageByPage
  /Binding /Left
  /CalGrayProfile (Dot Gain 20%)
  /CalRGBProfile (sRGB IEC61966-2.1)
  /CalCMYKProfile (U.S. Web Coated \050SWOP\051 v2)
  /sRGBProfile (sRGB IEC61966-2.1)
  /CannotEmbedFontPolicy /Error
  /CompatibilityLevel 1.7
  /CompressObjects /All
  /CompressPages true
  /ConvertImagesToIndexed true
  /PassThroughJPEGImages true
  /CreateJobTicket false
  /DefaultRenderingIntent /Default
  /DetectBlends true
  /DetectCurves 0.1000
  /ColorConversionStrategy /LeaveColorUnchanged
  /DoThumbnails false
  /EmbedAllFonts true
  /EmbedOpenType false
  /ParseICCProfilesInComments true
  /EmbedJobOptions true
  /DSCReportingLevel 0
  /EmitDSCWarnings false
  /EndPage -1
  /ImageMemory 1048576
  /LockDistillerParams true
  /MaxSubsetPct 100
  /Optimize true
  /OPM 1
  /ParseDSCComments true
  /ParseDSCCommentsForDocInfo true
  /PreserveCopyPage true
  /PreserveDICMYKValues true
  /PreserveEPSInfo true
  /PreserveFlatness true
  /PreserveHalftoneInfo false
  /PreserveOPIComments false
  /PreserveOverprintSettings true
  /StartPage 1
  /SubsetFonts true
  /TransferFunctionInfo /Preserve
  /UCRandBGInfo /Preserve
  /UsePrologue false
  /ColorSettingsFile ()
  /AlwaysEmbed [ true
  ]
  /NeverEmbed [ true
  ]
  /AntiAliasColorImages false
  /CropColorImages true
  /ColorImageMinResolution 300
  /ColorImageMinResolutionPolicy /OK
  /DownsampleColorImages true
  /ColorImageDownsampleType /Bicubic
  /ColorImageResolution 300
  /ColorImageDepth -1
  /ColorImageMinDownsampleDepth 1
  /ColorImageDownsampleThreshold 1.50000
  /EncodeColorImages true
  /ColorImageFilter /DCTEncode
  /AutoFilterColorImages true
  /ColorImageAutoFilterStrategy /JPEG
  /ColorACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /ColorImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000ColorACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000ColorImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasGrayImages false
  /CropGrayImages true
  /GrayImageMinResolution 300
  /GrayImageMinResolutionPolicy /OK
  /DownsampleGrayImages true
  /GrayImageDownsampleType /Bicubic
  /GrayImageResolution 300
  /GrayImageDepth -1
  /GrayImageMinDownsampleDepth 2
  /GrayImageDownsampleThreshold 1.50000
  /EncodeGrayImages true
  /GrayImageFilter /DCTEncode
  /AutoFilterGrayImages true
  /GrayImageAutoFilterStrategy /JPEG
  /GrayACSImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /GrayImageDict <<
    /QFactor 0.15
    /HSamples [1 1 1 1] /VSamples [1 1 1 1]
  >>
  /JPEG2000GrayACSImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /JPEG2000GrayImageDict <<
    /TileWidth 256
    /TileHeight 256
    /Quality 30
  >>
  /AntiAliasMonoImages false
  /CropMonoImages true
  /MonoImageMinResolution 1200
  /MonoImageMinResolutionPolicy /OK
  /DownsampleMonoImages true
  /MonoImageDownsampleType /Bicubic
  /MonoImageResolution 1200
  /MonoImageDepth -1
  /MonoImageDownsampleThreshold 1.50000
  /EncodeMonoImages true
  /MonoImageFilter /CCITTFaxEncode
  /MonoImageDict <<
    /K -1
  >>
  /AllowPSXObjects false
  /CheckCompliance [
    /None
  ]
  /PDFX1aCheck false
  /PDFX3Check false
  /PDFXCompliantPDFOnly false
  /PDFXNoTrimBoxError true
  /PDFXTrimBoxToMediaBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXSetBleedBoxToMediaBox true
  /PDFXBleedBoxToTrimBoxOffset [
    0.00000
    0.00000
    0.00000
    0.00000
  ]
  /PDFXOutputIntentProfile (None)
  /PDFXOutputConditionIdentifier ()
  /PDFXOutputCondition ()
  /PDFXRegistryName ()
  /PDFXTrapped /False

  /CreateJDFFile false
  /Description <<
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
    /BGR <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>
    /CHS <FEFF4f7f75288fd94e9b8bbe5b9a521b5efa7684002000410064006f006200650020005000440046002065876863900275284e8e9ad88d2891cf76845370524d53705237300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c676562535f00521b5efa768400200050004400460020658768633002>
    /CHT <FEFF4f7f752890194e9b8a2d7f6e5efa7acb7684002000410064006f006200650020005000440046002065874ef69069752865bc9ad854c18cea76845370524d5370523786557406300260a853ef4ee54f7f75280020004100630072006f0062006100740020548c002000410064006f00620065002000520065006100640065007200200035002e003000204ee553ca66f49ad87248672c4f86958b555f5df25efa7acb76840020005000440046002065874ef63002>
    /CZE <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>
    /DAN <FEFF004200720075006700200069006e0064007300740069006c006c0069006e006700650072006e0065002000740069006c0020006100740020006f007000720065007400740065002000410064006f006200650020005000440046002d0064006f006b0075006d0065006e007400650072002c0020006400650072002000620065006400730074002000650067006e006500720020007300690067002000740069006c002000700072006500700072006500730073002d007500640073006b007200690076006e0069006e00670020006100660020006800f8006a0020006b00760061006c0069007400650074002e0020004400650020006f007000720065007400740065006400650020005000440046002d0064006f006b0075006d0065006e0074006500720020006b0061006e002000e50062006e00650073002000690020004100630072006f00620061007400200065006c006c006500720020004100630072006f006200610074002000520065006100640065007200200035002e00300020006f00670020006e0079006500720065002e>
    /DEU <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>
    /ESP <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>
    /ETI <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>
    /FRA <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>
    /GRE <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>
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
    /HRV (Za stvaranje Adobe PDF dokumenata najpogodnijih za visokokvalitetni ispis prije tiskanja koristite ove postavke.  Stvoreni PDF dokumenti mogu se otvoriti Acrobat i Adobe Reader 5.0 i kasnijim verzijama.)
    /HUN <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>
    /ITA <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>
    /JPN <FEFF9ad854c18cea306a30d730ea30d730ec30b951fa529b7528002000410064006f0062006500200050004400460020658766f8306e4f5c6210306b4f7f75283057307e305930023053306e8a2d5b9a30674f5c62103055308c305f0020005000440046002030d530a130a430eb306f3001004100630072006f0062006100740020304a30883073002000410064006f00620065002000520065006100640065007200200035002e003000204ee5964d3067958b304f30533068304c3067304d307e305930023053306e8a2d5b9a306b306f30d530a930f330c8306e57cb30818fbc307f304c5fc59808306730593002>
    /KOR <FEFFc7740020c124c815c7440020c0acc6a9d558c5ec0020ace0d488c9c80020c2dcd5d80020c778c1c4c5d00020ac00c7a50020c801d569d55c002000410064006f0062006500200050004400460020bb38c11cb97c0020c791c131d569b2c8b2e4002e0020c774b807ac8c0020c791c131b41c00200050004400460020bb38c11cb2940020004100630072006f0062006100740020bc0f002000410064006f00620065002000520065006100640065007200200035002e00300020c774c0c1c5d0c11c0020c5f40020c2180020c788c2b5b2c8b2e4002e>
    /LTH <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>
    /LVI <FEFF0049007a006d0061006e0074006f006a00690065007400200161006f00730020006900650073007400610074012b006a0075006d00750073002c0020006c0061006900200076006500690064006f00740075002000410064006f00620065002000500044004600200064006f006b0075006d0065006e007400750073002c0020006b006100730020006900720020012b00700061016100690020007000690065006d01130072006f00740069002000610075006700730074006100730020006b00760061006c0069007401010074006500730020007000690072006d007300690065007300700069006501610061006e006100730020006400720075006b00610069002e00200049007a0076006500690064006f006a006900650074002000500044004600200064006f006b0075006d0065006e007400750073002c0020006b006f002000760061007200200061007400760113007200740020006100720020004100630072006f00620061007400200075006e002000410064006f00620065002000520065006100640065007200200035002e0030002c0020006b0101002000610072012b00200074006f0020006a00610075006e0101006b0101006d002000760065007200730069006a0101006d002e>
    /NLD (Gebruik deze instellingen om Adobe PDF-documenten te maken die zijn geoptimaliseerd voor prepress-afdrukken van hoge kwaliteit. De gemaakte PDF-documenten kunnen worden geopend met Acrobat en Adobe Reader 5.0 en hoger.)
    /NOR <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>
    /POL <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>
    /PTB <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>
    /RUM <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>
    /RUS <FEFF04180441043f043e043b044c04370443043904420435002004340430043d043d044b04350020043d0430044104420440043e0439043a043800200434043b044f00200441043e043704340430043d0438044f00200434043e043a0443043c0435043d0442043e0432002000410064006f006200650020005000440046002c0020043c0430043a04410438043c0430043b044c043d043e0020043f043e04340445043e0434044f04490438044500200434043b044f00200432044b0441043e043a043e043a0430044704350441044204320435043d043d043e0433043e00200434043e043f0435044704300442043d043e0433043e00200432044b0432043e04340430002e002000200421043e043704340430043d043d044b04350020005000440046002d0434043e043a0443043c0435043d0442044b0020043c043e0436043d043e0020043e0442043a0440044b043204300442044c002004410020043f043e043c043e0449044c044e0020004100630072006f00620061007400200438002000410064006f00620065002000520065006100640065007200200035002e00300020043800200431043e043b043504350020043f043e04370434043d043804450020043204350440044104380439002e>
    /SKY <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>
    /SLV <FEFF005400650020006e006100730074006100760069007400760065002000750070006f0072006100620069007400650020007a00610020007500730074007600610072006a0061006e006a006500200064006f006b0075006d0065006e0074006f0076002000410064006f006200650020005000440046002c0020006b006900200073006f0020006e0061006a007000720069006d00650072006e0065006a016100690020007a00610020006b0061006b006f0076006f00730074006e006f0020007400690073006b0061006e006a00650020007300200070007200690070007200610076006f0020006e00610020007400690073006b002e00200020005500730074007600610072006a0065006e006500200064006f006b0075006d0065006e0074006500200050004400460020006a00650020006d006f0067006f010d00650020006f0064007000720065007400690020007a0020004100630072006f00620061007400200069006e002000410064006f00620065002000520065006100640065007200200035002e003000200069006e0020006e006f00760065006a01610069006d002e>
    /SUO <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>
    /SVE <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>
    /TUR <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>
    /UKR <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>
    /ENU (Use these settings to create Adobe PDF documents best suited for high-quality prepress printing.  Created PDF documents can be opened with Acrobat and Adobe Reader 5.0 and later.)
  >>
  /Namespace [
    (Adobe)
    (Common)
    (1.0)
  ]
  /OtherNamespaces [
    <<
      /AsReaderSpreads false
      /CropImagesToFrames true
      /ErrorControl /WarnAndContinue
      /FlattenerIgnoreSpreadOverrides false
      /IncludeGuidesGrids false
      /IncludeNonPrinting false
      /IncludeSlug false
      /Namespace [
        (Adobe)
        (InDesign)
        (4.0)
      ]
      /OmitPlacedBitmaps false
      /OmitPlacedEPS false
      /OmitPlacedPDF false
      /SimulateOverprint /Legacy
    >>
    <<
      /AddBleedMarks false
      /AddColorBars false
      /AddCropMarks false
      /AddPageInfo false
      /AddRegMarks false
      /ConvertColors /ConvertToCMYK
      /DestinationProfileName ()
      /DestinationProfileSelector /DocumentCMYK
      /Downsample16BitImages true
      /FlattenerPreset <<
        /PresetSelector /MediumResolution
      >>
      /FormElements false
      /GenerateStructure false
      /IncludeBookmarks false
      /IncludeHyperlinks false
      /IncludeInteractive false
      /IncludeLayers false
      /IncludeProfiles false
      /MultimediaHandling /UseObjectSettings
      /Namespace [
        (Adobe)
        (CreativeSuite)
        (2.0)
      ]
      /PDFXOutputIntentProfileSelector /DocumentCMYK
      /PreserveEditing true
      /UntaggedCMYKHandling /LeaveUntagged
      /UntaggedRGBHandling /UseDocumentProfile
      /UseDocumentBleed false
    >>
  ]
>> setdistillerparams
<<
  /HWResolution [2400 2400]
  /PageSize [612.000 792.000]
>> setpagedevice


