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What GAO Found 
The Centers for Medicare and Medicaid Services (CMS) has reimbursed billions 
of dollars to states for the development, operation, and maintenance of claims 
processing and information retrieval systems—the Medicaid Management 
Information Systems (MMIS) and Eligibility and Enrollment (E&E) systems. 
Specifically, from fiscal year 2008 through fiscal year 2018, states spent a total of 
$44.1 billion on their MMIS and E&E systems. CMS reimbursed the states $34.3 
billion of that total amount (see figure).  

Money Spent by States and Reimbursed by CMS from 2008–2018 for Medicaid Management 
Information Systems (MMIS) and Eligibility and Enrollment (E&E) Systems  

 
For fiscal years 2016 through 2018, CMS approved 93 percent and disapproved 
0.4 percent of MMIS funding requests, while for E&E it approved 81 percent and 
disapproved 1 percent of the requests. The remaining 6.6 percent of MMIS 
requests and 18 percent of E&E requests were either withdrawn by states or 
were pending. GAO estimates that CMS had some level of supporting evidence 
of its review for about 74 percent of MMIS requests and about 99 percent of E&E 
requests. However, GAO estimates that about 100 percent of E&E requests and 
68 percent of MMIS requests lacked pertinent information that would be essential 
for indicating that a complete review had been performed. Among CMS 
requirements for system implementation funding is that states submit an 
alternatives analysis, feasibility study, and cost benefit analysis. However, GAO 
found that about 45 percent of such requests it sampled for fiscal years 2016 
through 2018 did not include these required documents. The above weaknesses 
were due, in part, to a lack of formal, documented procedures for reviewing state 
funding requests. 

CMS also lacked a risk-based process for overseeing systems after federal funds 
were provided. CMS provided helpful comments and recommendations to states 
in selected cases, but in other instances it did not. In two states that had 
contractors struggling to deliver successful projects, state officials said they had 
not received recommendations or technical assistance from CMS. The states 
eventually terminated the projects after spending a combined $38.5 million in 
federal funds. According to CMS officials, they rely largely on states to oversee 
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the federal government.  
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systems projects. This perspective is consistent with a 2018 Office of 
Management and Budget (OMB) decision that federal information technology (IT) 
grants totaling about $9 billion annually would no longer be tracked on OMB’s 
public web site on IT investment performance. Accordingly, the CMS and Health 
and Human Services chief information officers (CIO) are not involved in 
overseeing MMIS or E&E projects. Similarly, 21 of 47 states responding to 
GAO’s survey reported that their state CIO had little or no involvement in 
overseeing their MMISs. Such non-involvement of officials with duties that should 
be heavily focused on successful acquisition and operation of IT projects could 
be hindering states’ ability to effectively implement systems.   

To improve oversight, CMS has begun a new outcome-based initiative that 
focuses the agency’s review of state funding requests on the successful 
achievement of business outcomes. However, as of February 2020, CMS had 
not yet established a timeline for including MMIS and E&E systems in the new 
outcome-based process. 

CMS had various initiatives aimed at reducing duplication of Medicaid systems 
(see table).   

Description and Status of Centers for Medicare and Medicaid Services Initiatives Aimed at 
Reducing Duplication by Sharing, Leveraging, and Reusing Medicaid Information Technology  

Initiative Description Implementation status 

Number of surveyed 
states reporting use 
of the initiative 

Reuse 
Repository 

Used by states to collect 
and share reusable 
artifacts. 

Made available in August 
2017. As of January 2020, 
CMS was no longer 
supporting this initiative. 

25 of the 50 reporting 
states  

Poplin 
Project 

Was to provide free, open-
source application program 
interfaces for states to use 
in developing their modular 
Medicaid systems.  

Initiative never fully 
implemented. As of January 
2020, CMS was no longer 
supporting this initiative. 

Three of the 50 
reporting states  

Open Source 
Provider 
Screening 
Module 

Open-source module for 
states to use at no charge.  

Made available in August 
2018. As of January 2020, 
CMS was no longer 
supporting this initiative. 

One of the 50 states 
reported attempting to 
use the module.  

Medicaid 
Enterprise 
Cohort 
Meetings 

A forum where states can 
discuss sharing, leveraging, 
and/or reuse of Medicaid 
technologies.  

As of January 2020, Cohort 
meetings were being held 
on a monthly basis.  

47 of the 50 states  
reported participating 
in the meetings.  

  Source: GAO analysis of agency data. | GAO-20-17 

However, as of January 2020, the agency was no longer supporting most of 
these initiatives because they failed to produce the desired results. CMS 
regulations and GAO’s prior work have highlighted the importance of reducing 
duplication by sharing and reusing Medicaid IT. To illustrate the potential for 
reducing duplication, 53 percent of state Medicaid officials responding to our 
survey reported using the same contractor to develop their MMIS. Nevertheless, 
selected states are taking the initiative to share systems or modules. Further 
support by CMS could result in additional sharing initiatives and potential cost 
savings.  

 

What GAO Recommends 
GAO is making nine recommendations 
to improve CMS’s processes for 
approving and overseeing the federal 
funds for MMIS and E&E systems and 
for bolstering efforts to reduce 
potential duplication. Among these 
recommendations are that CMS 
should  

• develop formal, documented 
procedures that include specific 
steps to be taken in the advanced 
planning document review 
process and instructions on how 
CMS will document the reviews;  

• develop, in consultation with the 
HHS and CMS CIOs, a 
documented, comprehensive, and 
risk-based process for how CMS 
will select IT projects for technical 
assistance and provide 
recommendations to assist states 
that is aimed at improving the 
performance of the systems;  

• encourage state Medicaid 
program officials to consider 
involving state CIOs in overseeing 
Medicaid IT projects;  

• establish a timeline for 
implementing the outcome-based 
certification process for MMIS and 
E&E systems; and 

• identify, prior to approving funding 
for systems, similar projects that 
other states are pursuing so that 
opportunities to share, leverage, 
or reuse systems or system 
modules are considered.  
 

In written comments on a draft of this 
report, the department concurred with 
eight of the nine recommendations, 
and described steps it had taken 
and/or planned to take to address 
them. The department did not state 
whether it concurred with GAO’s 
recommendation to encourage state 
officials to consider involving state 
CIOs in Medicaid IT projects. HHS 
stated that it was unable to discern 
evidence as to whether a certain 
structure contributed to a specific 
outcome. GAO believes, consistent 
with federal law, that CIOs are critically 
important to the success of IT projects.  
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441 G St. N.W. 
Washington, DC 20548 

 
September 9, 2020 

The Honorable Greg Walden 
Republican Leader 
Committee on Energy and Commerce 
House of Representatives 

The Honorable Michael Burgess 
Republican Leader 
Subcommittee on Health  
Committee on Energy and Commerce 
House of Representatives 

In fiscal year 2019, the Medicaid program financed health care coverage 
for an estimated 61 million low-income and medically needy individuals. 
Funded jointly by the U.S. federal government, states, and territories, 
Medicaid finances coverage for nearly one-quarter of the U.S. population, 
making it the largest source of funding for health care for America’s most 
at-risk populations.1 In recent years, Medicaid has undergone steady 
growth, particularly since the enactment of the Patient Protection and 
Affordable Care Act (PPACA) in 2010, under which states and territories 
were given the option to expand program eligibility to nonelderly 
individuals who meet income limits and other criteria.2 

The Centers for Medicare and Medicaid Services (CMS) provides federal 
oversight for the Medicaid program, while states and territories administer 
the day-to-day operations for their respective Medicaid programs. Within 
broad federal parameters, the Medicaid program allows states and 
territories significant flexibility to design and implement their programs, 

                                                                                                                       
1Department of Health and Human Services, Budget in Brief (Washington, D.C.: 2018). 

2Pub. L. No. 111-148, 124 Stat. 119 (2010), as amended by the Health Care and 
Education Reconciliation Act of 2010 (HCERA), Pub. L. No. 111-152, 124 Stat. 1029 
(2010). For purposes of this report, references to the Patient Protection and Affordable 
Care Act include the amendments made by HCERA. Historically, Medicaid eligibility has 
been limited to certain categories of low-income individuals—such as children, parents, 
pregnant women, persons with disabilities, and individuals aged 65 and older. However, 
the Patient Protection and Affordable Care Act gave states and territories the option of 
expanding their Medicaid programs by covering low-income adults not previously eligible 
for Medicaid coverage. As of September 2019, 36 states and the District of Columbia had 
opted to expand their Medicaid programs.  
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resulting in 56 distinct state and territory-based programs.3 This flexibility 
has allowed states to fashion their programs based on their unique 
needs. CMS is required to oversee states’ compliance with federal 
requirements by, among other things, reviewing and approving states’ 
funding requests. 

Under federal law, states are eligible to receive federal funds for the 
information systems they use to support the Medicaid programs. Medicaid 
and the systems supporting the program are significant—Medicaid’s 
estimated federal outlays for fiscal year 2019 were $413.44 billion. 

Medicaid Management Information Systems (MMIS) and Eligibility and 
Enrollment (E&E) systems are key to administering Medicaid because 
they maintain data on enrollees, including health care services covered, 
expenditures, and claims data. States can request federal funds from 
CMS to help pay for the development, operation, and maintenance of 
their MMIS and E&E system. 

At your request, we examined CMS’s process to review, approve, and 
oversee federal funding for MMIS and E&E systems, as well as CMS’s 
and states’ actions to reduce duplicative efforts and spending on the 
development of these systems. Our specific objectives were to determine 
(1) the amount of federal funds that CMS has provided to state Medicaid 
programs to support MMIS and E&E systems’ development, operations, 
and maintenance; (2) the extent to which CMS reviews and approves 
states’ funding requests for MMIS and E&E systems and oversees the 
use of these funds; and (3) CMS’s and states’ efforts to reduce potential 
duplication of Medicaid IT systems and the outcomes of these efforts. 

To determine the federal funding that CMS has provided to state 
Medicaid programs to support MMIS and E&E systems, we analyzed the 
expenditure data for MMIS and E&E systems for fiscal years 2008 
through 2018 from CMS, all 50 states, the District of Columbia, and five 
territories.4 We obtained these data from the Medicaid Budget 

                                                                                                                       
3Medicaid consists of 56 distinct programs: one for each of the 50 states, the District of 
Columbia, and the U.S. territories of Puerto Rico, American Samoa, Guam, the Northern 
Mariana Islands, and the Virgin Islands.  

4We originally selected a 10-year time frame (fiscal years 2008-2017) to provide a long-
term, comprehensive view of spending. We included fiscal year 2018 once the data for 
that year became final. At the time of our review, complete expenditure data for fiscal year 
2019 were not available. 
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Expenditure System.5 We also analyzed state expenditures related to the 
use of contractors for the development and maintenance of these 
systems for fiscal years 2008 through 2018. We obtained these data from 
the form CMS-64, which CMS uses to reconcile the amount of federal 
funding that was provided to a state. 

We supplemented our analysis by interviewing CMS officials who were 
knowledgeable about the form CMS-64 and reimbursements to states for 
MMIS and E&E system expenditures. We also interviewed state Medicaid 
program officials who were knowledgeable about the steps taken by their 
respective states to receive federal funds to support MMIS and E&E 
system implementation and operation. 

To determine the extent to which CMS approved states’ requests and use 
of federal funds for MMIS and E&E system investments, we asked CMS 
to provide us with a list of all the MMIS and E&E Advanced Planning 
Documents (APD) that states had submitted to the agency during fiscal 
years 2016 through 2018, along with information on the approval or denial 
status of each APD.6 In response, CMS provided us with a list of 1,353 
MMIS and 509 E&E APDs. We then analyzed the information to identify 
how many of the total APDs had been approved, denied, withdrawn, or 
were pending. 

To determine the extent to which CMS reviewed states’ requests for 
federal funds for MMIS and E&E system investments, we first identified a 
generalizable sample from all of the 1263 approved APDs for MMIS and 
411 approved APDs for E&E systems for fiscal years 2016 through 2018. 
This resulted in our selection of 116 MMS and 83 E&E approved APDs. 
We then removed 52 MMIS APDs and six E&E APDs because they did 
not include requests for federal funds and were, therefore, outside the 

                                                                                                                       
5CMS tracks state expenditures through the automated Medicaid Budget and Expenditure 
System (MBES), which allows states to report budgeted and actual expenditures for 
Medicaid and the Children’s Health Insurance Program (CHIP) electronically. The system 
automatically calculates the amount CMS can provide to the state to fund program 
operations for MMIS and E&E systems. It also stores the state’s historical budget and 
expenditure records for data analysis purposes.  

6See 45 C.F.R. §95.610. An APD is a recorded plan of action to request federal funding 
approval for an IT project supporting the Medicaid program. According to state-submitted 
APD documentation, states can also use an APD to, for example, request that CMS 
review a contract or reallocate funds from a preceding to a current fiscal year.  
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scope of our review. This resulted in a final generalizable sample of 62 
MMIS APDs and 77 E&E APDs.7 

For each APD included in our final sample, we obtained and reviewed the 
APD decision package.8 We assessed each APD and its associated 
decision package against regulations and CMS guidance contained in the 
Medicaid Enterprise Certification Life Cycle and Medicaid Eligibility and 
Enrollment Life Cycle for, among other things, evidence of CMS’s review 
prior to funding approval, and key required elements, where 
appropriate—such as alternatives analyses, feasibility studies, and cost 
benefit analyses.9 

In addition, to assess the extent to which CMS oversaw the states’ use of 
funding for MMIS and E&E systems, we identified those APDs in our final 
sample that included information indicating that the related system 
development projects completed the entire CMS life cycle process and 
received either certification or post-operational review.10 We identified a 
total of four MMIS APDs that met these criteria. We then asked officials 
within CMS’s Center for Medicaid and Children’s Health Insurance 
Program Services (CMCS) to verify whether the projects related to these 
four APDs had completed certification. CMCS officials verified that one of 
the four identified projects had completed certification. Due to the low 
number of projects identified through this process, we requested that 
                                                                                                                       
7We generalized where appropriate, but where not appropriate due to our sample size, we 
did not generalize. 

8According to the CMS Regional Office MMIS Request Standard Operating Procedures 
and the documentation that CMS provided for our review, the decision package is to 
consist of the state’s APD submission and any additional pertinent documentation, 
including a request for proposals, contracts, and CMS APD review documentation, such 
as decision memos and financial review checklists, and additional information needed by 
CMS. CMS guidance for E&E funding requests includes information about what artifacts 
CMS is to retain, but does not use the term decision package. For consistency purposes, 
we refer to the artifacts CMS is to retain during the APD review and approval process for 
each state submitted APD as a decision package. 

9See 45 C.F.R. §95.610 and CMS, Medicaid Enterprise Certification Life Cycle (Baltimore, 
MD: September 2007, updated August 2018) and CMS, Medicaid Eligibility and 
Enrollment Life Cycle (Baltimore, MD: August 2017, updated August 2018). 

10CMS is responsible for oversight (onsite surveys and reviews) of state Automated Data 
Processing methods and practices to assure that MMIS and E&E systems are being used 
for purposes consistent with proper and efficient administration of the Medicaid program. 
See 45 C.F.R. § 95.621. According to CMS’s Medicaid Enterprise Lifecycle Process for 
MMIS and E&E systems, CMS is to do this through a formal certification process for MMIS 
and a post-operational review process for E&E systems. 
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CMS identify three additional MMIS system development projects that 
had been completed and certified. We selected the one project we 
identified (an Alaska MMIS project) and two of the three MMIS projects 
that CMS provided to us (projects from Ohio and Indiana). Our selection 
of this purposeful non-generalizable sample of three MMIS projects was 
from states that were among the top, middle, and lower ranges for total 
Medicaid IT spending from 2008 to 2018.11 

Further, we identified a total of 21 APDs in our sample that included 
information indicating that the related E&E system development projects 
may have received a post-operational review. To supplement our review 
of these APDs, we also reviewed states’ survey responses related to the 
operational status of their E&E systems. From our review of the APDs 
and survey responses, we selected two E&E system projects from Ohio 
and New York—states that were among the top 10 states for total 
spending. The selection of three MMIS and two E&E systems 
development projects resulted in a non-probability, non-generalizable 
sample of state system development projects that had completed the 
entire CMS life cycle process and received either certification or post-
operational review. 

For each of the five selected projects, we obtained and reviewed key 
documentation used by CMS to conduct state project oversight, such as 
progress reports from the states’ independent verification and validation 
contractors and system certification and post-operational review reports. 
We also interviewed CMS officials responsible for the review, approval, 
and oversight of MMIS and E&E funding requests and state Medicaid 
officials from California, Alaska, Georgia, Maryland, and Mississippi who 
are charged with implementing IT systems to support the Medicaid 
program.12 

We also administered a web-based survey to all 56 states and territories 
(hereafter referred to as states). The survey solicited the states’ views 
regarding CMS’s process for approving the funding of Medicaid IT 
systems. We administered the survey from August 2018 to January 2019; 
                                                                                                                       
11We defined the spending ranges as high (states with over $1 billion in spending), mid-
range (spending between $500 million to $900 million), and low range (states with 
spending below $500 million).  

12California, Georgia, and Maryland were selected because we pretested a survey with 
Medicaid officials in those states (discussed in the next section and appendix I). Officials 
from Alaska and Mississippi were interviewed in order to clarify responses these states 
provided for the survey. 
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therefore, the corresponding responses reflected information and views 
as of that time period. We received 50 responses, for an 89 percent 
response rate. We assessed the complete or partial responses received 
from 50 states. 

To determine CMS’s and states’ efforts to reduce potential duplication of 
Medicaid IT systems and the outcomes of these efforts, we reviewed 
relevant regulations and guidance on promoting, sharing, and reusing 
MMIS and E&E technologies. Specifically, we reviewed regulations 
related to mechanized claims processing and information retrieval 
systems,13 the August 2016 State Medicaid Director Letter Regarding 
Modularity, and the April 2018 State Medicaid Letter Regarding Reuse.14 
We also reviewed and analyzed documentation related to CMS initiatives 
for encouraging states to share and reuse Medicaid IT. This 
documentation included CMS’s 2018 Open Source Provider Screening 
Module presentation conducted by CMS’s Data and Systems Group and 
screenshots depicting the initiatives CMS had underway to encourage 
states to share and reuse MMIS and E&E technologies. 

To obtain perspectives from the states, we included in our survey to them, 
questions related to their initiatives to share, leverage, and reuse MMIS 
and E&E systems. The questions also related to performance measures, 
results, and challenges associated with their initiatives, among other 
things. Further, we reviewed and assessed any supporting documentation 
provided with the survey responses. 

We also held discussions with knowledgeable CMS officials in the Data 
Systems Group, as well as state Medicaid agency officials, to discuss 
efforts that CMS has underway to reduce IT duplication and promote 
reuse. In addition, we interviewed Medicaid officials in various states, 
including California, Alaska, and Mississippi, to discuss CMS’s efforts 
underway to encourage sharing and reuse technologies. We had 
discussions with these specific states based on survey responses 
regarding their efforts and CMS efforts to implement initiatives to share 

                                                                                                                       
1342 C.F.R. § 433.112(b)(13) requires that a system must meet the condition to promote 
sharing, leverage, and reuse of Medicaid technologies and systems among and within 
states. 

14CMS, State Medicaid Director Letter, SMD #16-010 Regarding CMS-2392-F 
Mechanized Claims Processing and Information Retrieval Systems–Modularity (Baltimore, 
MD: August 2016) and State Medicaid Director Letter, SMD # 18-005 Regarding CMS-
2392-F Mechanized Claims Processing and Information Retrieval Systems–Reuse 
(Baltimore, MD: April 2018). 
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and reuse technologies. A full description of our objectives, scope, and 
methodology can be found in appendix I. 

We conducted this performance audit from February 2018 to September 
2020 in accordance with generally accepted government auditing 
standards. Those standards require that we plan and perform the audit to 
obtain sufficient, appropriate evidence to provide a reasonable basis for 
our findings and conclusions based on our audit objectives. We believe 
that the evidence obtained provides a reasonable basis for our findings 
and conclusions based on our audit objectives. 

Under federal law, each state is eligible to receive reimbursement through 
federal funds for the design, development, or installation of Medicaid 
claims processing and information retrieval systems, including an MMIS 
and E&E system. States are eligible for an enhanced federal matching 
rate of 90 percent for the design, development, or installation, and a 75 
percent matching rate for the operation and maintenance of these 
systems.15 

A state MMIS is used to store and maintain data on Medicaid enrollees, 
health care services covered, and expenditures. The system includes 
various subsystems that support Medicaid claims activities, as well as 
services provided through managed care. These subsystems include 
provider screening for enrolling and maintaining a state’s network of 
providers for serving the Medicaid beneficiary population, claims 
processing for reviewing claims filed by providers before they are paid, 
and surveillance and utilization review for use by program integrity 
analysts in conducting post payment reviews of claims to detect whether 
payments were made improperly. The MMIS may also support encounter 
data processing, quality measurement, and value-based payment and 
data analytics. 

Additionally, E&E systems are used to process and store applications 
from Medicaid applicants and beneficiaries to determine eligibility 
verification for enrollment services. States are to use the data from both 
MMIS and E&E systems for management and oversight of their Medicaid 
                                                                                                                       
1542 U.S.C. § 1396b(a)(3)(A)(i). Historically, the enhanced federal matching rate of 90 
percent applied to MMIS systems, but not E&E systems. These rates are considered 
“enhanced” because they exceed the standard matching rate of 50 percent for 
administrative costs. See 45 C.F.R § 95.605. In 2011, CMS extended the availability of the 
90 percent rate for E&E systems as well. 42 C.F.R. § 433.112(c). States are also eligible 
for a 75 percent matching rate for the operation and maintenance of these systems. See 
42 U.S.C. § 1396b(a)(3)(B).  

Background 
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program operations and costs. E&E systems may also process 
enrollment renewals and changes in circumstances, as well as support 
enrollment in appropriate benefits packages. In addition, E&E systems 
provide user interfaces for applicants, enrollees, and caseworkers to 
update and access information. 

Within CMS, CMCS serves as the focal point for all national program 
policies and operations related to Medicaid, the Children’s Health 
Insurance Program (CHIP), and the Basic Health Program.16 These 
critical health coverage programs serve millions of families, children, 
pregnant women, adults without children, and seniors and people living 
with disabilities. 

CMCS’s Data and Systems Group is responsible for, among other things, 
supporting states in the development and maintenance of MMIS and E&E 
systems used for Medicaid program operations. In addition, the Data and 
Systems Group is responsible for the review and approval of MMIS and 
E&E funding requests, including requests for enhanced federal funding, 
submitted by states through an APD.17 

Federal regulations require that states submit an APD to CMS in order to 
receive the enhanced matching rate for federal funding for state Medicaid 

                                                                                                                       
16The Children’s Health Insurance Program (CHIP), a joint federal-state program, was 
established in 1997 to initiate and expand the provision of health assistance to certain 
uninsured, low-income children. The program finances health care for over 9 million 
children whose household incomes are too high for Medicaid eligibility, but may be too low 
to afford private insurance. A state has three options for designing its CHIP program: (1) 
Medicaid expansion CHIP, where CHIP operates as an extension of the state’s Medicaid 
program; (2) separate CHIP, where CHIP operates separately from its Medicaid program; 
or (3) combination CHIP, in which a state operates both. The Basic Health Program was 
established by Section 1331 of the Affordable Care Act. It provides states the option to 
establish health benefits to cover programs for low-income residents who would otherwise 
be eligible to purchase coverage through the Health Insurance Marketplace, and provides 
coverage and continuity of care for people whose income fluctuates above and below 
Medicaid and CHIP levels. 

17See 45 C.F.R. §95.610. An APD is a recorded plan of action to request federal funding 
approval for an IT project supporting the Medicaid program. According to state-submitted 
APD documentation, states can also use an APD to, for example, request that CMS 
review a contract or reallocate funds from a preceding to a current fiscal year.  

CMS Developed a 
Process for Reviewing and 
Approving States’ 
Requests for Federal 
Funding 
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IT projects.18 An APD is a written plan of action for the activities in which 
states are requesting funding.19 States may submit multiple APDs at 
various life cycle phases for a Medicaid IT system project. 

CMS is required to review the APDs to ensure that technical and 
operational criteria have been met before a state is approved for funding. 
In addition, states must submit a specific type of APD related to the type 
of funding they are requesting. Table 1 identifies the various types of 
APDs that can be submitted and their purpose for submission. 

Table 1: Types of Advance Planning Documents (APD) and Purpose for Submission 
by States to CMS  

Type of APD Purpose for submission 
Planning For system project planning activities 
Implementation  For activities related to the design, development, 

testing, and implementation phases of the project 
Operational  Submitted annually to report the project’s operational 

status after the system development activities have 
been completed 

Annual update To report a project’s status 
As-needed update Submitted to request continued project funding for 

significant changes 

Source: GAO analysis of agency data. I GAO-20-179 

 
Prior to a regional reorganization in February 2019, CMS had two 
different processes for reviewing and approving MMIS and E&E APDs.20 
At that time, 10 CMS regional offices served as the initial points of contact 
for their assigned states on Medicaid MMIS program issues.21 For MMIS, 
a state would submit a completed APD to the appropriate CMS regional 
office for review and approval. The regional office analyst would provide 
the approval (or denial) recommendation to the CMCS central office, 

                                                                                                                       
18Federal regulations also require states to submit an APD to CMS in order to receive the 
enhanced matching rate for federal approval for state Medicaid IT projects. 

19As previously discussed, according to state-submitted APD documentation, states can 
use an APD to, for example, request that CMS review a contract or reallocate funds from 
a preceding to a current fiscal year.  

20With the reorganization of the regional office structure, CMS has consolidated the review 
and approval processes of MMIS and E&E APDs. 

21Prior to February 2019, the 10 CMS regional offices were Boston, New York, 
Philadelphia, Atlanta, Chicago, Dallas, Kansas City, Denver, San Francisco, and Seattle. 
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which would then return a final approval decision to the regional office 
authorizing (or denying) the release of federal funds to the state. The 
regional office would subsequently notify the state of the decision and the 
amount of approved federal funds, if applicable. 

For an E&E funding request, a state would submit its completed APD to 
CMCS headquarters for review and approval. CMCS would then notify 
the state of the decision and the amount of approved federal funds, if 
applicable. 

The February 2019 regional reorganization changed the way states are to 
interact with CMS to request federal funding for their Medicaid IT projects. 
For example, as part of the reorganization, CMS created a Medicaid 
Enterprise Systems State Officer Model within the Data and Systems 
Group. According to this model, CMS appointed an officer to serve as a 
point of contact for each state for MMIS and E&E projects, among other 
things. The officer is responsible for reviewing a state’s APD, providing a 
recommendation to approve or deny funding, and then monitoring funding 
and performance of the state’s approved project and outcomes. 

By reorganizing the structure of CMCS, state officials wishing to receive 
federal funds for MMIS and E&E projects now primarily interact with one 
person for funding approval, instead of multiple people and organizations. 
According to CMCS officials, the reorganization was an effort to create an 
integrated team to more effectively maximize resources while improving 
customer service to the states and stakeholders. According to Data and 
Systems Group officials, the goal of the integration was to increase 
consistency of policy implementation and accountability within CMS. 

In 2016, CMS identified 10 common areas of functionality for MMIS 
system modules (rational, discrete subsets of system functionality), 
including fee-for-service claims, care management, third party liability, 
and provider management that can be used and shared by states when 
developing their MMIS. In addition to the common functions, states can 
also customize their MMIS based on the needs of the state’s individual 
Medicaid IT program. In August 2016, CMS issued guidance which 
encouraged states to develop modular Medicaid IT systems that are 
interoperable with other parts of the Medicaid enterprise and meet all 
other standards and conditions for Medicaid IT, including complying with 

CMS Encouraged States 
to Share, Leverage, and 
Reuse Medicaid IT 
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technical requirements established by CMS.22 In addition, federal 
regulations required that conditions for approval of the APD be met, 
including the state’s efforts to share, leverage, and reuse Medicaid 
technologies across states.23 To assist states with implementing the 
regulation, the August 2016 guidance required states to implement 
system modules and make them available for sharing and reuse by other 
states.24 

In April 2018, CMS issued additional guidance that promoted the reuse of 
technologies, stating that reuse can be accomplished through sharing an 
entire system of business services, a stand-alone system module, or 
subcomponents of a system, such as IT code.25 In addition, according to 
the guidance, states can achieve reuse through adapting existing 
capabilities within the state, those in use by another state, or those 
available from the vendor community. The guidance states that, over the 
long run, reuse is expected to lower implementation and operational costs 
compared to states deciding to replicate functionality that may be already 
available. 

During the 11 years from fiscal year 2008 through fiscal year 2018, states 
spent a total of $44.1 billion on the design, development, installation, 
operations, and maintenance of MMIS and E&E systems used to support 
their Medicaid programs. CMS reimbursed the states $34.3 billion of that 
amount, and states were responsible for funding the remaining $9.8 
billion that was not reimbursed by CMS. Table 2 depicts the amounts that 
federal and state governments spent for MMIS and E&E systems during 
fiscal years 2008 through 2018. 

 

                                                                                                                       
22A module is a packaged, functional business process or set of processes implemented 
through software, data, and interoperable interfaces that are enabled through design 
principles in which functions of a complex system are partitioned into discrete, scalable, 
reusable components.  

2342 C.F.R. §§ 433.112. According to CMCS officials, there may be instances where 
sharing, leveraging, and reusing Medicaid technologies is not applicable due to a state’s 
unique project. 

24CMS, State Medicaid Director, SMD #16-010 Regarding CMS-2392-F Mechanized 
Claims Processing and Information Retrieval Systems–Modularity (Baltimore, MD: August 
2016). 

25CMS, State Medicaid Director, SMD #18-005 Regarding CMS-2392-F Mechanized 
Claims Processing and Information Retrieval Systems–Reuse (Baltimore, MD: April 2018). 
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Table 2: Money Spent by States and Reimbursed by CMS for Fiscal Years 2008–
2018 for Medicaid Management Information System (MMIS) and Eligibility and 
Enrollment (E&E) System Design, Development, and Installation (DDI) and 
Operations and Maintenance (O&M) 
Dollars in billions 

System CMS State Total 
MMIS DDIa $7.87 $2.50 $10.37 
MMIS O&M $16.62 $5.67 $22.29 
MMIS total $24.49 $8.17 $32.66 
E&E DDI $7.46 $0.89 $8.35 
E&E O&M  $2.34 $0.77 $3.11 
E&E total $9.80 $1.66 $11.46 
Total $34.29 $9.83 $44.12 

Source: GAO analysis of CMS data. I GAO-20-179 
aMMIS DDI includes costs that are characterized as “mechanized systems costs,” which include the 
total amount of expenditures directly attributable to the design, development, installation, 
improvement, or operation of a mechanized claims processing and information retrieval system. 

 
From fiscal year 2008 through fiscal year 2018, the annual amount that 
CMS reimbursed to states for MMIS and E&E systems increased by 
approximately 185 percent—from $1.66 billion in 2008 to $4.74 billion in 
2018. PPACA required the establishment of a coordinated eligibility and 
enrollment process for Medicaid, CHIP, and the health insurance 
exchanges. In 2011, in implementing this requirement, CMS expanded 
the availability of an enhanced matching rate of 90 percent for states’ 
expenditures related to the design, development, and installation of 
Medicaid E&E systems that were acquired from April 19, 2011 through 
December 31, 2015.26 The PPACA requirement and expansion of the 
enhanced matching rate for E&E systems contributed to the increases in 
CMS spending from 2011 through 2015. This is because, prior to 2011, 
states were eligible to receive a 50 percent match for E&E systems, 
rather than the 90 percent enhanced matching rate. Further, in December 
2015, federal regulations were modified to permanently include E&E 
systems as eligible to receive the increased funding.27 

Figure 1 depicts the total amount spent by states and reimbursed through 
CMS for MMIS and E&E systems from fiscal years 2008 through 2018. 

                                                                                                                       
2642 C.F.R. § 433.112(c).  

2780 Fed. Reg. 75817 (Dec. 4, 2015); 42 CFR § 433.111(b). 
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Further, appendix II provides information on the total amount spent for 
MMIS and E&E systems by state during these years. 

Figure 1: Total Amount Spent by States and Reimbursed through CMS for Medicaid Management Information Systems (MMIS) 
and Eligibility and Enrollment (E&E) Systems from Fiscal Years 2008 through 2018 

 
Note: States were eligible to receive a 50 percent match for E&E systems prior to 2008 through 2011. From 2008 to 2011, CMS reimbursed a nominal 
amount to the states on the design, development, and installation of their E&E systems. Because we rounded to the nearest billion, the amount for 
design, development, and installation for these years appears to be “0.” CMS did not reimburse states for the operations and maintenance of these 
systems prior to 2012. 
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CMS approved most states’ requests for federal funding to support their 
MMIS and E&E systems; however, the agency’s process for reviewing the 
requests had shortcomings. Specifically, CMS did not consistently 
document its reviews or ensure that required analyses were performed. In 
addition, the agency did not appropriately manage all of the APD-related 
documentation that CMS uses to support its review of the funding 
requests. Further, CMS did not have a comprehensive process for 
overseeing states’ use of the approved funds for MMIS and E&E IT 
projects. State chief information officers (CIO) also were often not 
included in the oversight process. In October 2019, the agency began the 
process of implementing an outcome-based certification process, but the 
initiative did not yet include MMIS and E&E systems. 

As mentioned previously, federal regulations require that states submit an 
APD to CMS in order to receive the enhanced matching rate for federal 
funding for state Medicaid IT projects.28 CMS is required to review the 
APDs to ensure that technical and operational criteria are met before a 
state is approved for funding. Among the APDs that states submitted to 
CMS during fiscal years 2016 through 2018, CMS had 

• approved 93 percent of the MMIS APDs and 81 percent of the E&E 
APDs29 and 

• disapproved about 0.4 percent of the MMIS APDs and approximately 1 
percent of the E&E APDs.30 

In addition, states withdrew about 3 percent of the MMIS APDs and 9 
percent of the E&E APDs,31 while 4 percent of the MMIS APDs and 9 
percent of the E&E APDs were pending.32 CMCS officials attributed the 
high percentage of funding requests approved to the technical assistance 

                                                                                                                       
28Federal regulations also require states to submit an APD to CMS in order to receive the 
enhanced matching rate for federal approval for state Medicaid IT projects. 

29In fiscal years 2016 through 2018, CMS approved 1264 of 1,353 MMIS APDs, and 411 
of 509 E&E APDs.  

30In fiscal years 2016 through 2018, of the total MMIS APDs submitted, 6 of 1,353 were 
denied and, of the total E&E APDs submitted, 7 of 509 were denied.  

31In fiscal years 2016 through 2018, of the total MMIS APDs submitted, 34 of 1,353 were 
withdrawn and, of the total E&E APDs submitted, 46 of 509 were withdrawn. 

32In fiscal years 2016 through 2018, of the total MMIS APDs submitted, 49 of 1,353 were 
pending and, of the total E&E APDs submitted, 45 of 509 were pending. 

CMS Approved Most 
States’ Funding 
Requests, but 
Required Reviews 
Had Shortcomings 
and the Process for 
Conducting Oversight 
Was Not 
Comprehensive 
CMS Approved Most 
Funding Requests for 
MMIS and E&E Systems 
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provided to states prior to their submission of funding requests. This 
assistance, according to CMCS, helped to ensure that what was 
ultimately submitted included only items that would be considered 
approvable by CMS. 

CMS did not consistently document its reviews of APDs 

According to the Medicaid Enterprise Certification Life Cycle and 
Medicaid Eligibility and Enrollment Life Cycle, in order for states to 
receive federal funding for MMIS and E&E systems, they are required to 
submit to CMS documentation, such as APD requests, as well as 
requests for proposals and contracts, as appropriate. The CMCS 
Regional Office MMIS Request Standard Operating Procedures require 
this documentation, along with CMS APD review documentation, such as 
decision memos and financial review checklists and any other additional 
information needed by CMS to be included in a decision package for each 
APD.33 According to CMCS officials and CMS guidance, analysts are to 
use financial review checklists or decision memos to document the review 
and approval recommendations for state funding requests. The checklist, 
used by CMS for E&E APDs, in large part, specifies that the analyst verify 
financial details for specific funding requests. The decision memo, used 
by CMS for MMIS APDs, is to include APD review information, such as 
CMS’s recommendation for APD approval, name of the reviewer, and the 
date of the review. CMS guidance also requires analysts to assign 
tracking numbers to each APD submitted by states and include these 
numbers on the corresponding review documentation. 

While CMS almost always had some evidence of review for E&E APDs, 
they often did not have such evidence for MMIS. Specifically, based on 
the results of our review of the generalizable sample, we estimate that, in 
fiscal years 2016, 2017, and 2018, about 99 percent of approved E&E 
decision packages had some evidence that a review had been 

                                                                                                                       
33At the time of our review, CMS did not have standard operating procedures for the E&E 
APD process. However, according to CMS officials, this documentation was also to be 
retained for E&E system funding requests. To be consistent, we use the term decision 
package in referring to the artifacts to be retained for both MMIS and E&E funding 
requests.  

APD Reviews were 
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performed.34 In contrast, approximately 26 percent of the approved MMIS 
decision packages did not have any evidence of review.35 

In addition, decision packages lacked pertinent information that would be 
essential for indicating that a complete review had been performed, as in 
the following examples. 

• Based on our sample, we estimate that about 100 percent of the financial 
review checklists for E&E decision packages lacked evidence that all of 
the required steps of the review had been performed by CMS analysts.36 

• We estimate that about 99 percent of E&E decision packages lacked the 
name of the CMS reviewer or the date of the review.37 

• We estimate that about 68 percent of MMIS APD decision packages 
lacked the name of the CMS reviewer and 35 percent lacked the date of 
the review.38 

• We estimate that, among APDs that included a financial review checklist, 
about 25 percent of the checklists for the E&E decision packages did not 
identify the APD tracking number or identified the incorrect APD tracking 
number.39 

• We estimate that about 30 percent of the MMIS decision packages had 
review documentation, such as decision memos, that did not identify any 
associated tracking number for the APD being reviewed.40 

As a result, CMS may not be able to verify whether analysts performed a 
thorough review of APDs in a timely manner. According to CMCS 
officials, the letter provided to the state indicating that funding has been 
approved by CMS is the evidence that there was a review of the APD and 
includes the analyst’s name who conducted the review and a date. 

                                                                                                                       
34The confidence interval for this estimation is 0 to 7%.  

35The 95 percent margin of error for this estimate is 12.5%. 

36The 95 percent confidence interval for this estimate is 96.2% to 100%. 

37The 95 percent confidence interval for this estimate is 93% to 100%. 

38The 95 percent margin of error for this estimate is 12.8% for no name of reviewer and 
12.9% with no date of review. 

39The 95 percent margin of error for this estimate is 11.1%. 

40The 95 percent margin of error for this estimate is 12.8%. 
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However, this letter does not specify what documentation was reviewed. 
Rather, the letter simply states that documentation was reviewed and that 
CMS approved the funding that the state requested. 

Implementation APDs frequently did not include required analyses 

CMS requires states to submit information, including an alternatives 
analysis, a feasibility study, and a cost benefit analysis when submitting 
an implementation APD funding request—key information for ensuring 
that the state selected the most cost effective and comprehensive 
solution.41 Specifically, the alternatives analysis considers available 
alternatives for a state’s design, a feasibility study provides information to 
help determine if the proposed system development solution is 
reasonable, and the cost benefit analysis is used to identify the costs and 
benefits of each feasible alternative identified. 

However, CMS analysts did not ensure that this required information was 
included in the APDs when they conducted their reviews. Instead, CMS 
analysts approved implementation APDs even when they did not include 
an alternatives analysis, a feasibility study, and/or a cost benefit analysis. 

For the approved implementation APDs we reviewed, we observed that 

• 13 of 16 MMIS APDs and one of six E&E APDs did not include an 
alternatives analysis; 

• all 16 MMIS APDs and three of six E&E APDs did not include a feasibility 
study; 

• 10 of 16 MMIS APDs and two of six E&E APDs did not include a cost 
benefit analysis; and 

• nine of 16 MMIS APDs and one of the six E&E APDs did not include any 
of the three required documents.42 

As a result, CMS approved funding requests based on vastly different 
levels of detail in the supporting feasibility study and cost-benefit analysis. 

                                                                                                                       
4145 C.F.R. § 95.610.  

42These nine MMIS APDs and the one E&E APD are also included in the previous counts.  
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CMS did not appropriately manage APD-related documentation, 
including artifacts supporting its review of APDs 

The CMCS Regional Office MMIS Request Standard Operating 
Procedures specify that the agency will maintain state-submitted 
documentation, including APD requests and other supporting artifacts, in 
the CMS document management system. Specifically, as previously 
stated, these procedures also require that these artifacts, as well as 
artifacts developed as a result of CMS’s review of APDs, be stored as a 
decision package for each APD. Examples of such artifacts are the MITA 
self-assessment (a business case that states are required to provide for 
funding approval), state-submitted contracts, CMS review checklists and 
decision memos, and other pertinent documentation. 

However, CMS did not retain all of the supporting artifacts that should 
have been included in APD decision packages. For example, according to 
CMCS officials, analysts rely heavily on regular discussions via phone or 
email with states during an APD review to solve any issues that may have 
come up during the APD review process or when states are drafting the 
APD to CMS. However, CMS did not provide evidence that it retained the 
written summaries of key decisions made during conversations or emails 
to the states in any of the 141 APD decision packages we evaluated. In 
addition, none of the APD decision packages we reviewed included a 
MITA self-assessment. By not retaining evidence of written summaries of 
decisions during conversations and the MITA self-assessment, CMS may 
not have the pertinent information required to make adequate funding 
decisions. 

In addition, CMS did not maintain the relevant MMIS and E&E APD 
documentation based on the entire life cycle of a project (which likely 
includes numerous APDs). Instead, it tracked and saved APDs and the 
related documentation separately by assigning a different APD tracking 
number to each. To illustrate, several of the APDs we sampled 
referenced another related APD, but the decision package that was 
provided by CMS did not include the related APD. By tracking APDs 
individually and not as part of an entire project, CMS analysts may not 
have visibility into prior decisions and changes in a state system’s 
Medicaid IT project. 

CMS also did not retain telephone conversation summaries and emails 
because, according to Data and Systems Group officials, only formal 
decisions, such as letters to states indicating funding approval, requests 
for additional information, and the project partnership of understanding, 
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were required to be saved with the original decision package for each 
project.43 

Further, CMCS officials stated that other key documentation, such as 
MITA self-assessments, may not have been retained consistently 
because temporary access to states’ document management systems 
was often granted to CMS analysts until the APD review was complete. 
Once complete, the access was removed by the state—eliminating 
CMS’s access to key documentation provided by the state. 

In addition, CMCS officials agreed that APDs are not tracked by the life 
cycle of a project; instead, they are tracked individually as states submit 
them and each submission receives an individual identification number 
that is used to track the request. Further, according to the officials, if a 
state’s project included 10 different APDs, CMS would track each of them 
as a separate submission that is not linked by a “parent” APD number. 
However, the officials added that they are considering various tools that 
would allow them to store and track the APDs using one central number 
to ensure a longitudinal view across IT projects regardless of the 
investment. CMCS officials did not provide us with a time frame for when 
they intended to have a tool in place to track the entire life cycle of an 
MMIS and E&E project. 

Review deficiencies resulted from a lack of formal, documented 
procedures and decision-making criteria 

The deficiencies identified in the CMS APD review process were due, in 
part, to the absence of formal, documented procedures and decision-
making criteria for reviewing and approving APDs. While CMCS had 
developed workflows related to its review and approval process, the 
workflows did not include specific procedures for how the funding 
requests were to be reviewed, how the review should be documented, 
what documentation should be retained after the review, nor the criteria to 
be used for making approval decisions. In addition, although CMS had 
financial checklists to assist in the review, the checklists did not include 
specific procedures for what the analyst was to review and against what 
criteria. 

According to CMCS officials, analysts are to use their professional 
judgment and knowledge received from training when making funding 
                                                                                                                       
43The Project Partnership Understanding document captures decisions agreed on by the 
state and CMS. Any conflicts must be resolved before the document is finalized.  



 
 
 
 
 
 

Page 20 GAO-20-179  Medicaid Information Technology 

decisions. However, the professional judgment of each analyst could vary 
greatly. To illustrate, Medicaid officials from 12 of 50 states (24 percent) 
responding to our survey indicated a lack of consistency in CMS reviews 
of their funding requests. For example, Medicaid officials in one state 
reported that requirements for funding approval depended on which CMS 
analyst reviewed a request. The officials explained that, for similar types 
of APDs, one CMS analyst may require a state to include additional 
information that another analyst may not have previously required. In 
addition, Medicaid officials in another state reported that information 
required for inclusion in budget forms for APDs varied depending on 
which analyst reviewed the APD. As a result, the state Medicaid officials 
reported to us that they were unclear what specific information was 
required for requesting federal funds for their Medicaid IT systems. 

Until CMS develops documented procedures and decision-making criteria 
for the review and approval of the billions of dollars in federal funds 
requested by states each year for Medicaid IT systems, the agency will 
be at risk of approving these funds without a comprehensive and 
consistent review and without complete information on which to base its 
approval decision. In addition, decisions could be made to approve 
funding without an adequate business case. 

CMS lacked a comprehensive and risk-based oversight process for 
the MMIS and E&E Systems 

CMS is to determine the adequacy of state systems, including ensuring 
that the system’s equipment and services are being used for purposes 
consistent with proper and efficient administration of the Medicaid 
program.44 CMS is to do this through a formal certification process for 
MMIS and a post-operational review process for E&E systems. Further, 
CMS’s Medicaid Enterprise Certification Life Cycle and Medicaid Eligibility 
and Enrollment Life Cycle require CMS to conduct oversight activities at 

                                                                                                                       
4445 C.F.R. § 95.621; 75 Fed Reg. 66319 (Oct. 28, 2010). 
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key milestones throughout the project’s life cycle.45 These activities 
include reviewing documentation submitted by states and providing 
recommendations to states for corrective actions, as necessary.46 This 
documentation is to include the MITA self-assessments, system test 
results, independent verification and validation reports (as necessary), 
and periodic progress reports at the appropriate milestones.47 According 
to CMCS officials, CMS can also provide states with technical assistance, 
upon request. Technical assistance can range from guidance to providing 
technical information security assistance through a contractor. 

CMS varied in its efforts to provide oversight for the five selected projects 
(three MMIS and two E&E) that had either received certification (MMIS) or 
post-operational review (E&E). For these projects, CMS provided 
oversight through comments and recommendations to some states, but 
not others. 

• For the first and second projects (MMIS) we assessed, the states were 
seeking certification for their relevant MMIS modules, and CMS 
conducted onsite reviews of the modules and relevant documentation. 
The agency also developed a comprehensive summary of its review in 
both cases, including comments and recommendations to the states. 

• For the third (MMIS) and fourth (E&E) projects, CMS could not provide 
documentation that demonstrated its review, such as the results of their 

                                                                                                                       
45According to CMS life cycle documentation for MMIS and E&E, system projects are 
subject to project initiation and operational milestone reviews. The project initiation 
milestone review is to be held within 30 days of implementation APD submission. This 
review provides a forum for the state and CMS to discuss the state’s plans. For the 
operational milestone review, the CMS regional office is to review the progress report and 
the state’s independent verification and validation report and any other pertinent 
documentation supplied by the states. CMS is to comment on this documentation and 
make recommendations, as needed. A state may also seek a MMIS certification final 
review or an E&E post-operational review after the system has been in operation for at 
least six months. Each review consists, in part, of CMS staff verifying and documenting 
that federal and state requirements are satisfied by reviewing the functionality of the 
system in a production environment.  

46CMS, Medicaid Enterprise Certification Life Cycle (Baltimore, MD: September 2007, 
updated August 2018) and CMS, Medicaid Eligibility and Enrollment Life Cycle (Baltimore, 
MD: August 2017, updated August 2018). 

47Under federal regulation 45 CFR 95.626(a)(b), the independent verification and 
validation contractor provides an independent analysis of a system’s development project 
that meets certain conditions, such as a project that is at risk of failing to meet a critical 
milestone; a project that is at risk of failure, major delay, or cost overrun in its system 
development efforts, among other things. This entity must be independent of the state 
Medicaid agency and CMS, its umbrella agency, unless the state receives an exception.  



 
 
 
 
 
 

Page 22 GAO-20-179  Medicaid Information Technology 

review or comments and recommendations to the states. Although the 
E&E project was operational prior to the implementation of CMS’ life 
cycle process, the agency could not provide any evidence of prior actions 
it had taken to oversee the project.  

• For the fifth project (E&E), CMS indicated that numerous key action items 
were outstanding and in the process of being completed. The agency 
indicated that these items would need to be completed before the project 
would be ready for operation. However, CMS did not provide evidence 
that the state subsequently took action on these items or that it 
conducted any further review of the system. 

According to Data and Systems Group officials, CMS relied largely on the 
states to monitor and oversee the progress of their own IT systems 
projects and to determine how the states should perform these tasks. The 
officials added that they have provided technical assistance to states on 
occasion, but that the states would have to request such assistance and 
be willing to accept the technical assistance provided by CMS. 

CMS did not always provide oversight comments and recommendations 
to states, follow up on comments and recommendations it made, or target 
the projects that were most at risk for additional assistance. CMS’s lack of 
comprehensive oversight resulted in states not having the guidance that 
could have been useful when managing system projects that were at risk 
of failure. For example, Medicaid program officials in two states reported 
that, when they identified that the states’ contractors were 
underperforming and not meeting cost, schedule, and performance 
thresholds regarding the development of their MMIS, the states 
periodically briefed CMS and received generalized feedback from the 
agency. However, neither state indicated that CMS provided actionable 
recommendations or technical assistance, which, according to one state 
would have been helpful. 

In these two cases, the states terminated the projects after paying 
contractors a combined $38.5 million in federal money. Without guidance, 
recommendations, and technical assistance to states based on risk, CMS 
may provide states with millions of dollars in federal funds for projects that 
are not performing well, which, in at least two states, resulted in projects 
that were terminated without completing the work. 
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Federal and State CIOs did not provide oversight for MMIS and E&E 
systems 

As part of its efforts to reform the government-wide management of IT, in 
December 2014, Congress enacted the Federal Information Technology 
Acquisition Reform provisions (commonly referred to as FITARA) of the 
Carl Levin and Howard P. ‘Buck’ McKeon National Defense Authorization 
Act for Fiscal Year 2015.48 FITARA requires covered executive branch 
agencies to ensure that CIOs have a significant role in the decision-
making process for IT budgeting, as well as the management, 
governance, and oversight processes related to IT. FITARA required 
OMB and agencies to make publicly available detailed information on 
federal IT investments. To address this requirement, OMB used its 
existing IT Dashboard, a public website with information on the 
performance of major federal investments, to further improve the 
transparency into and oversight of federal agencies’ IT investments. In 
addition, the Office of Management and Budget (OMB) required agencies 
to define IT policies and processes that ensure that the CIO certifies that 
IT resources are adequately implementing incremental development.49 In 
its guidance, OMB defined adequate incremental development as the 
planned and actual delivery of new or modified technical functionality to 
users that occurs at least every six months for development of software or 
services. 

The HHS and CMS CIOs were not involved in the review or oversight 
process for MMIS and E&E systems. According to Data and Systems 
Group officials, HHS and CMS CIO involvement is not necessary as the 
oversight role is already being performed by CMCS. However, as 
previously noted, CMCS provided minimal oversight for critical, multi-
million dollar state IT system projects, at least two of which failed. 

In addition to the lack of federal agency CIO oversight, 21 out of 47 states 
(45 percent) responding to our survey reported that their state CIO had 
either little or no involvement in overseeing their MMIS. Further, 16 of 43 
states (37 percent) responding to our survey reported that their state CIO 

                                                                                                                       
48Pub. L. No. 113-291, § 831, 128 Stat. 3292, 3438 (Dec. 19, 2014).  

49OMB, Memorandum M-15-14, FY 2017 IT Budget-Capital Planning Guidance 
(Washington, D.C.: June 30, 2015).  
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had either little or no involvement in overseeing E&E systems.50 Our prior 
reports have highlighted the importance of federal agency CIO 
involvement in IT projects.51 We have noted that, to be successful, federal 
agency CIOs need proper authority and oversight of the agency’s IT 
portfolio. Such non-involvement of state officials with duties that should 
be heavily focused on successful acquisition and operation of IT projects 
could be hindering states’ ability to effectively implement systems. 

Prior to fiscal year 2018, HHS included MMIS and E&E systems on the 
federal IT Dashboard. Therefore, these investments should have been 
subject to review and oversight by the HHS and CMS CIOs. 

However, in 2018, OMB revised its guidance and stated that IT-related 
grants made to state and local governments should no longer be included 
in the dashboard. Accordingly, information on the annual investment of 
billions of dollars in federal funding provided to states for MMIS and E&E 
systems is no longer publicly available via the dashboard. In its guidance 
announcing this change, OMB noted that IT-related grants totaled $9 
billion, or about 10 percent of the IT budget it compiles. 

CMS began a new initiative focusing oversight activities and system 
certification on outcomes 

In an effort to improve oversight, in November 2018, CMCS began a new 
outcome-based certification initiative that aims to, among other things, 
focus CMS’s review of state funding requests on the successful and 
ongoing achievement of business outcomes, as shown through testing, 
reporting, and operational data. CMS expects outcomes to include both 
system testing outcomes and ongoing monitoring of system effectiveness 
through metrics and reporting. 

Through this new initiative, CMS also plans to reduce the scope and 
dollar value of projects that the agency will approve—requiring states to 

                                                                                                                       
50Of the 50 states that responded to our survey, three did not respond to the question 
regarding CIO involvement with overseeing MMIS and seven did not respond to the 
question regarding CIO involvement with overseeing E&E systems. 

51For example, see GAO, Information Technology: Agencies Need to Involve Chief 
Information Officers in Reviewing Billions of Dollars in Acquisitions, GAO-18-42 
(Washington, D.C.: Jan. 10 2018); and Information Technology: Further Implementation of 
FITARA Related Recommendations Is Needed to Better Manage Acquisitions and 
Operations, GAO-18-234T (Washington, D.C.: Nov. 15, 2017).  

https://www.gao.gov/products/GAO-18-42
https://www.gao.gov/products/GAO-18-234T
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deliver business value within 12 to 24 months. By contrast, as previously 
noted, OMB’s guidance requires federal agencies to deliver functionality, 
or business value, every six months. 

In November 2018, CMS began a pilot of the outcome-based certification 
process for Ohio’s Electronic Visit Verification system.52 The pilot was 
CMS’ first use of the outcome-based process to certify Ohio’s Electronic 
Visit Verification system. However, as of February 2020, CMS had not yet 
established a timeline for including other systems in the new outcome-
based process, including MMIS and E&E. In addition, CMS had not 
documented procedures for how they would use the results of the new 
process to improve oversight and make funding decisions. 

As previously discussed, systems supporting Medicaid IT, such as MMIS, 
often have core functionality that is common across systems. CMS has 
recognized the importance of reducing potential duplicative development 
efforts among these systems and has promoted sharing, leveraging, and 
reusing these systems and technologies. In 2015, CMS issued a 
regulation to states that specified conditions for Medicaid system funding 
approval. One condition that a state system must meet is to promote the 
sharing, leveraging, and reuse of Medicaid technologies.53 In addition, in 
August 2016, CMS issued guidance to states on developing Medicaid IT 
systems in a modular fashion.54 According to the guidance, Medicaid IT 
systems should be designed in modules that can be shared and reused, 
and that are interoperable with other states’ MMISs. The guidance further 
stated that MMIS system modules, such as fee-for-service claims, care 
management, third party liability, and provider management, can be used 
and shared by states when developing their MMISs. According to CMS 
guidance, over the long run, reuse is expected to reduce duplication and 
lower implementation and operational costs compared to custom 
solutions. 

                                                                                                                       
52The Electronic Visit Verification system is used by states for Medicaid personal care 
services and home health services that require an in-home visit by a provider. 

5342 C.F.R. § 433.112; Medicaid Program; Mechanized Claims Processing and 
Information Retrieval Systems (90/10) Final Rule, 80 Fed. Reg. 75817 (Dec. 4, 2015). 

54CMS, State Medicaid Director Letter, SMD #16-010 Regarding CMS-2392-F 
Mechanized Claims Processing and Information Retrieval Systems–Modularity (Baltimore, 
MD: August 2016)  

CMS Halted Many of 
Its Initiatives to 
Reduce Duplication; 
States Have Identified 
Cost-Saving 
Opportunities 
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To assist states with their efforts to promote sharing, leveraging, and 
reusing Medicaid technologies, CMS issued additional guidance in April 
2018 that encouraged the reuse of technologies. The guidance stated 
that reuse can be accomplished through sharing an entire system of 
business services, a stand-alone system module, or subcomponents of a 
system, such as IT code.55 In addition, according to the guidance, states 
can achieve a level of reuse through adapting existing capabilities within 
the state, those in use by another state, or those available from the 
vendor community. Lastly, the CMS funding requirements for Medicaid IT 
require states to identify any components and solutions that have high 
applicability for reuse by other states. 

CMS had four initiatives underway to assist states with sharing, 
leveraging, and reusing Medicaid technologies. These initiatives were 
made up of various projects and tools and had varying levels of success 
in implementation. Two of the four initiatives were being used by the 
majority of the 50 states that responded to our survey; one of the 
initiatives was never fully implemented; and one, although available for 
use, was largely not implemented by the responding states. These 
initiatives are described in table 3. 

Table 3: Description and Status of Centers for Medicare and Medicaid Services Initiatives Aimed at Reducing Duplication by 
Sharing, Leveraging, and Reusing Medicaid Information Technology  

Initiative Description Implementation status 

Number of surveyed states 
reporting use of the 
initiativea  

Reuse Repository The Medicaid Enterprise Systems Reuse 
Repository was to be used by states to collect, 
store, and share reusable artifacts, including 
requests for proposals, advance planning 
documents, and system or module code.  

Made available in August 2017. 
As of January 2020, CMS was no 
longer supporting this initiative. 

25 of the 50 states (50 
percent) reported using the 
repository. 

Poplin Project The Poplin Project was to provide free, open-
source application program interfaces (API) for 
states to use in developing their modular 
Medicaid IT systems.b According to CMS 
Center for Medicaid and Children’s Health 
Insurance Program Services (CMCS) officials, 
CMS developed the API specifications, but did 
not receive support from the contractor 
community necessary for developing the 
standards for using the APIs. 

Initiative never fully implemented. 
As of January 2020, CMS was no 
longer supporting this initiative. 

Three of the 50 states (6 
percent) reported 
participating in the early 
stages of the project. 

                                                                                                                       
55CMS, State Medicaid Director, SMD #18-005 Regarding CMS-2392-F Mechanized 
Claims Processing and Information Retrieval Systems–Reuse (Baltimore, MD: April 2018). 
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Open Source 
Provider 
Screening Module 

In August 2018, the Centers for Medicare and 
Medicaid Services (CMS) initiated a federal 
and state partnership project to develop the 
open-source provider enrollment and 
screening module for states to use. The 
module was intended to produce fully 
functional MMIS provider enrollment and 
screening capabilities that vendors and states 
can incorporate at no charge.  

Made available in August 2018. 
As of January 2020, CMS was no 
longer supporting this initiative. 

One of the 50 states (2 
percent), Minnesota, reported 
attempting to use the module. 
However, the CMS module 
did not fulfill the state’s 
requirements, and state 
officials noted that they would 
be building their own solution. 

Medicaid 
Enterprise Cohort 
Meetings  

The Medicaid Enterprise Cohort is a forum 
where CMS encourages states to share 
information, best practices, and lessons 
learned, and provide opportunities to share 
systems. CMS also uses the meetings to 
gather feedback from states on current or 
future business processes.  

Made available in 2015. As of 
January 2020, Cohort meetings 
were still being held on a monthly 
basis.  

47 of the 50 states (94 
percent) reported 
participating in the Medicaid 
Enterprise Cohort meetings. 

Source: GAO analysis of agency data. | GAO-20-179 
aThe states reported this information and we did not verify it. 
bAn API is a set of protocols and tools for building software applications. 

In January 2020, CMCS officials informed us that the agency was no 
longer supporting most of the initiatives they had underway—the Reuse 
Repository, the Poplin Project, and the Open Source Provider Screening 
Module—to assist states with sharing, leveraging, and reusing Medicaid 
technologies. According to the officials, the agency no longer supported 
most of these initiatives because they failed to produce the desired 
results. The officials added that they saw more value in focusing their 
efforts on positive investment outcomes through the outcome-based 
certification process and not on trying to reduce duplication in Medicaid 
IT. 

Although we agree that an increased focus on investment outcomes is a 
positive step, CMS regulations and guidance and our prior work have 
highlighted the importance of reducing duplication by sharing and reusing 
Medicaid IT. In addition, many states have identified and taken action on 
reducing duplication to achieve potential cost savings, as the following 
examples illustrate. 

• State Medicaid officials in Arizona reported that they have shared the 
state’s MMIS with Hawaii for almost 20 years and, as a result, estimate 
that they have saved approximately $107.8 million over the course of the 
partnership. 

• Medicaid officials in West Virginia noted that the state partnered with the 
U.S. Virgin Islands to share its MMIS, but officials did not have an 
estimate on any cost savings. 
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• State Medicaid officials in Delaware reported that the state uses a shared 
application that manages Medicaid electronic health record incentive 
payments.56 The Delaware officials stated that their total cost for the 
design, development, and implementation for the application for the 
period from October 2018 to September 2020 was approximately 
$460,000 versus the approximately $600,000 to $800,000 they would 
have spent to develop their own state solution. 

• According to Medicaid officials in Michigan, the state has moved its MMIS 
to a cloud-based technology and partnered with Illinois to share its 
MMIS.57 

• Medicaid officials in Montana noted that the state led a multi-state 
procurement for a module that provides Medicaid provider enrollment 
services.58 

To illustrate the potential for reducing duplication, 25 of 47 state Medicaid 
officials (53 percent) responding to our survey reported using the same 
contractor to develop their MMIS.59 Similarly, 18 of 44 state officials (41 
percent) reported using the same contractor for E&E development.60 In 
addition, as previously stated, CMS has identified 10 common areas of 
functionality for MMIS system modules, including fee-for-service claims, 
care management, third party liability, and provider management that can 
be used and shared by states when developing their MMISs. Since the 
majority of the states are using the same contractor for MMIS and E&E 
                                                                                                                       
56A group of 13 states, along with their common technology contractor, collaborated to 
develop the Medical Assistance Provider Incentive Repository application. The repository 
is an IT tool designed to manage Medicaid electronic health record incentive payments. It 
relies on a provider portal, provider data, a financial system, and encounter data sources 
to support processing incentive applications. States can obtain the application at no cost 
and run it on their own MMIS. 

57Cloud-based technology is based on the concept of cloud computing, which enables on-
demand access to shared computing resources that provide services more quickly and at 
a lower cost than if agencies maintained these resources independently. 

58This multi-state procurement effort is through the National Association of State 
Procurement Officials ValuePoint program—a cooperative purchasing program facilitating 
public procurement solicitations and agreements. At the time of our review, Montana, 
Oregon, South Carolina, South Dakota, Virginia, and Wyoming were participating in this 
program. 

59Of the 50 states that responded to our survey, three did not respond to the question 
related to the contractor they used to develop their MMIS. 

60Of the 50 states that responded to our survey, 6 did not respond to the question 
regarding the contractor they used to develop their E&E system.  
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system development and CMS has identified common areas of 
functionality used for certain system modules, states could leverage 
sharing and reuse to achieve potential cost savings. 

Although CMS encouraged states to share and reuse systems, it was not 
assisting states in identifying these opportunities by reviewing the various 
state projects for potential duplicative efforts prior to approving a state’s 
request for funding. Accordingly, only 12 state officials responding to our 
survey reported that they were sharing an MMIS or module with another 
state or territory.61 In addition, none of the states responding to our survey 
reported that they were sharing an E&E system.62 

Instead of sharing systems or modules, a number of state officials 
reported that they shared Medicaid IT-related information through other 
means. For example, one of the state officials reported that they had 
shared documentation related to an E&E mobile application, including 
application code, with six states. Officials also reported sharing lessons 
learned in meetings, such as the monthly MMIS Cohort meeting. For 
example, state Medicaid officials in Tennessee stated that they participate 
in monthly CMS Cohort meetings with other states, contribute 
procurement-related documents to CMS’s reuse repository, and actively 
participate in opportunities to share lessons learned at the annual 
Medicaid Enterprise Systems Conference.63 

According to CMCS officials, they facilitated conversations regarding 
sharing among states, but did not look across state projects to identify 
opportunities for states to share, leverage, and reuse technologies prior to 
approving state-requested funding because of the distributed nature of 
the APD reviews and the inconsistent standards of documentation prior to 
the reorganization in 2019. Instead, according to the officials, CMCS 
continues to both support and encourage states to take the initiative to 
identify these opportunities. 

                                                                                                                       
61Of the 50 states that responded to our survey, 22 did not respond to the question 
regarding the initiatives to share, leverage, and reuse an MMIS. 

62Of the 50 states that responded to our survey, 22 did not respond to the question 
regarding the initiatives to share, leverage, and reuse an E&E system.  

63The National Medicaid Enterprise Systems Conference is an annual meeting for state, 
federal, and private sector individuals to exchange ideas related to Medicaid systems and 
heath policy affected by those systems. 



 
 
 
 
 
 

Page 30 GAO-20-179  Medicaid Information Technology 

Further, CMCS officials said that they provided states with assistance to 
share information. For example, according to the officials, CMCS worked 
with many states in the beginning of the implementation of PPACA to 
ensure that the agency would be ready on the legislatively mandated start 
date. In addition, the officials said that they developed a modified 
adjusted gross income eligibility determination module and provided the 
module to several states, including Tennessee and New Jersey. 
Moreover, according to CMCS officials, the agency worked with states 
that had failed to implement and rapidly adopt systems from other states 
so they would have system capabilities. However, while this type of 
assistance to states is a positive step, CMS was not looking across state 
MMIS and E&E projects prior to approving funding to identify 
opportunities for states to share, leverage, and reuse technologies.  

The states responding to our survey, nevertheless, identified challenges 
in sharing Medicaid IT systems and technologies. Specifically, these 
states reported that reducing duplication through sharing systems and 
modules can come at an additional cost to the “host” state. The former 
Tennessee Medicaid Director noted that there is often an additional cost 
of sharing for the host state when combining and integrating technology 
platforms and infrastructure with another state. The director added that 
costs for some of the core system functionality is fixed, while customizing 
a system to fit another state’s specific needs could be a larger financial 
undertaking. 

Even with the additional costs, however, states responding to our survey 
identified worthwhile opportunities for reducing duplication and achieving 
potential cost savings through sharing IT systems and technologies. By 
not actively identifying and pursuing sharing opportunities across states, 
CMS is not able to take full advantage of the potential cost savings that 
could be realized when states share IT systems. 

While CMS had approved the majority of the state funding requests to 
assist in developing, implementing, operating, and maintaining MMIS and 
E&E systems, the agency’s review process had shortcomings and 
resulted in the approval of billions of dollars in federal funds requested by 
states for these systems.64 Specifically, CMS did not ensure its reviews 
were documented, comprehensive, and consistent, or that its 
documentation was appropriately managed. This was due, in part, to the 

                                                                                                                       
64This audit involved a review of funding requests. We did not make a determination about 
the decisions to provide funding to the states.  

Conclusions 
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lack of formal review and approval procedures and decision-making 
criteria for the billions of dollars provided to states for their MMIS and 
E&E systems. 

In addition, the agency lacked a comprehensive and risk-based process 
for overseeing states’ use of the approved funding, especially for risky 
projects. Further, state Medicaid IT projects lacked federal and often state 
CIO oversight. These challenges were due, in part, to CMS largely relying 
on the states to monitor and oversee the progress of their IT systems 
projects, even though CMS has responsibilities for conducting oversight 
activities. CMS’s lack of oversight of state Medicaid IT projects can also 
be attributed to a change in OMB investment reporting that no longer 
included IT-related grants made to state and local governments in the 
dashboard. In an effort to improve oversight, CMS began a new outcome-
based certification initiative on one Medicaid-related system that focuses 
funding decisions on the successful and ongoing achievement of positive 
business outcomes. However, the agency had not established a timeline 
for including other systems, including MMIS and E&E, in the new 
outcome-based process, or documented procedures for how they would 
use the results of the new process to improve oversight. Until CMS 
establishes an effective APD review process with formal procedures and 
decision criteria, a comprehensive and risk-based oversight process, and 
a timeline and documented procedures for the new outcome-based 
certification process, CMS will remain at risk of continuing to spend 
billions of dollars to fund failing state systems projects. 

CMS guidance promoted the concept that states should make efforts to 
reduce the duplication in Medicaid IT through sharing, leveraging, and 
reusing systems and technologies that other states had already deployed. 
However, the agency no longer supported most of the duplication 
reduction initiatives it developed because they failed to produce desired 
results. Nonetheless, some states have identified and taken action on 
reducing duplication to achieve cost savings. The potential for duplication 
is highlighted by the fact that many states use the same contractor for 
MMIS and E&E systems development. In addition, CMS was not 
proactively assisting states in identifying opportunities for sharing by 
reviewing the state projects for duplicative efforts prior to approving a 
state’s request for funding. Until CMS identifies opportunities to reduce 
duplication among Medicaid IT systems, it risks potential duplicative and 
wasteful spending on state Medicaid systems. 
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We are making the following nine recommendations to CMS: 

• The Administrator of CMS should develop formal procedures that include 
specific steps to be taken in the APD review process, including how CMS 
will document the review (including the name of the reviewer, date of 
review, and what was reviewed); what documentation should be retained 
after the review; as well as decision-making criteria for approval or denial 
decisions for state Medicaid IT funding requests. (Recommendation 1) 

• The Administrator of CMS should, as part of the APD review process and 
prior to approval, verify that all of the required information (e.g. 
alternatives analysis, feasibility study, and cost benefit analysis) is 
included in the funding request. (Recommendation 2) 

• The Administrator of CMS should ensure that all APD-related artifacts are 
retained within the designated CMS document management system, 
including documentation of key information from meetings and email 
communications with the states, the MITA self-assessment and 
independent verification and validation reports, when creating APD 
decision packages. (Recommendation 3) 

• The Administrator of CMS should require analysts to maintain relevant 
MMIS and E&E system artifacts based on the entire system life cycle 
instead of individual APDs. (Recommendation 4) 

• The Administrator of CMS should, in consultation with the HHS and CMS 
CIOs, develop a documented, comprehensive, and risk-based process 
for how CMS will select IT projects for technical assistance and provide 
recommendations to states to assist them in improving the performance 
of the systems, with consideration to those that are high-cost and 
performing poorly. (Recommendation 5) 

• The Administrator of CMS should encourage state Medicaid program 
officials to consider involving state CIOs in overseeing Medicaid IT 
projects. (Recommendation 6) 

• The Administrator of CMS should establish a timeline for implementing 
the outcome-based certification process for MMIS and E&E systems. 
(Recommendation 7) 

• The Administrator of CMS should establish documented procedures for 
how the results of the outcome-based certification process will be used 
for conducting oversight and making funding decisions. The procedures 
should include specific steps that CMCS will take to oversee individual 
state MMIS and E&E projects and how it will demonstrate that the steps 
have been taken. (Recommendation 8) 

Recommendations for 
Executive Action 
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• Prior to approving funding for MMIS and E&E systems, the Administrator 
of CMS should identify areas of duplication or common functionality, such 
as core MMIS modules, in order to facilitate sharing, leveraging, or 
reusing Medicaid technologies. CMS should share the results of the 
review with the state or territory requesting federal funding for a 
duplicative or similar project and take steps to encourage states to share, 
leverage, or reuse Medicaid technologies, where possible. 
(Recommendation 9) 

HHS provided written comments on a draft of this report. In its comments 
(reproduced in appendix IV), the department concurred with eight of the 
nine recommendations; it did not state whether it concurred or did not 
concur with one recommendation. The department also commented 
generally on the Medicaid program and on specific aspects of our report 
message. In addition, CMS provided technical comments, which we 
incorporated, as appropriate. 

The department emphasized that CMS serves as the focal point for 
national program policies and operations related to Medicaid, and that 
both CMS and states have shared responsibility for administering 
Medicaid. According to the department, CMS conducts multiple activities 
to oversee Medicaid expenditures and verify that federal financial 
participation matches states’ actual expenditures. The department, as an 
example, specifically highlighted the review and approval of all requests 
for enhanced federal funding discussed in this report. HHS stated that our 
review of MMIS and E&E funding requests submitted in fiscal years 2016 
through 2018 did not reflect the organizational changes made since 2018 
and, therefore, provided a review of policies and procedures no longer in 
place.  

While we acknowledge that CMS made certain organizational and 
procedural changes during the time of our review, the deficiencies we 
identified in the CMS APD review and approval process, such as CMS 
not consistently documenting its reviews of APDs and ensuring that APDs 
included required information, were due, in part, to the absence of formal, 
documented procedures and decision-making criteria for reviewing and 
approving APDs. At the time of our review, CMS had not documented 
these procedures and criteria for the new review and approval process. 
Therefore, the recommendations we made to improve CMS’s APD review 
and approval process remain relevant and applicable to the agency’s 
current review and approval process. 

Agency Comments 
and Our Evaluation 
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In its comments, the department also noted that CMS is shifting toward 
the outcome-based model that we describe in our report. The department 
stated that, subsequent to our review, CMS had established a process for 
Medicaid Enterprise Systems state officers’ review and a common 
repository for documents supporting their review. While CMS did not have 
formal, documented procedures for the APD review and approval process 
at the time of our evaluation, we intend to follow up with the agency to 
obtain and assess evidence regarding the APD review process to 
determine if its actions fully address our recommendation.  

Further, the department stated that our finding regarding CMS’s 
abandoned efforts to reduce duplication did not accurately reflect the 
agency’s overall approach to promoting the sharing, leveraging, and 
reuse of Medicaid technologies among states. According to the 
department, the report omitted the important context that CMS halted 
initiatives when they failed to produce desired results in order to prioritize 
initiatives demonstrating more potential for success.  

The department added that there is a great degree of flexibility available 
to states when implementing their Medicaid programs, which can result in 
the development of unique IT solutions that are difficult to reuse across 
states. The department stated, however, that CMS has taken, and plans 
to take, additional steps to foster an environment of shared learning and 
potential reuse across states. Specifically, it said that CMS continues to 
encourage and facilitate discussions among states through monthly 
cohort meetings in order to promote sharing, leveraging, or reusing 
Medicaid solutions among states when appropriate.  

We have updated our report to reflect the additional context provided by 
CMS regarding the agency discontinuing many of its efforts to promote 
sharing, leveraging, and reusing Medicaid technologies. Nevertheless, 
while the monthly cohort meetings serve as a good resource for states, 
we continue to believe there are additional steps that CMS could take to 
further promote sharing and reduce duplication among state systems.  

Beyond the aforementioned comments, the department stated that it 
concurred with eight of the nine recommendations. Specifically, regarding 
the first four recommendations, the department stated that it had already 
identified similar consistency issues that states reported related to CMS’s 
review of IT funding requests. The department described that, as part of 
the February 2019 reorganization, one state officer was assigned to each 
state rather than two or three systems analysts in an effort to consolidate 
the review of state IT funding requests.  
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Also, according to the department, CMS has implemented several 
process improvements, which are intended to address the first four 
recommendations. For example, it stated that CMS has implemented a 
single, unified SharePoint workflow for the review and approval of all state 
requests. Further, the department stated that CMS has established a 
common repository for team processes and guidance for state officers, 
begun conducting standardized, ongoing training for state officers, and 
developed standard operating procedures for APD processing, among 
other things. HHS also said it is in the process of updating regulations 
governing Medicaid IT projects in states, with the intent of ensuring that 
regulatory and sub-regulatory requirements are consistent across all 
Medicaid Enterprise System projects and that states are held accountable 
for outcomes. If implemented effectively, the actions the department 
described should address the weaknesses related to the first four 
recommendations.  

Further, with regard to recommendation five, the department stated that 
CMS is in the process of developing a standard approach to assess the 
health of states’ Medicaid Enterprise System projects, which is to enable 
HHS to make more consistent and better-informed decisions about when 
and where to direct technical assistance and future investment. According 
to the department, the HHS and CMS CIO offices will have the 
opportunity to comment on the proposed regulatory changes previously 
mentioned. HHS also said it plans to ask other relevant organizations in 
CMS to review and provide input to the proposed changes. We look 
forward to assessing CMS’s actions to develop a standardized process 
for evaluating the health of states’ projects to determine if the actions fully 
address our recommendation. 

HHS did not say whether it concurred or did not concur with 
recommendation six. The department said that it works with states to 
ensure that they have appropriate technology leadership and business 
sponsorship in place for their significant development efforts. It further 
noted that states have varying organizational and project management 
structures, and the department was unable to discern evidence from our 
review that a certain structure contributed to a specific outcome.  

As noted in the report, federal law, such as FITARA, recognizes the 
importance of the role of the CIO and has provided the federal 
government with an opportunity to strengthen the authority of the CIOs to 
provide needed direction and oversight of agencies’ IT acquisitions. Our 
prior reports have also highlighted the importance of CIO involvement in 
IT projects. For a project to be successful, CIOs need the proper authority 
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and oversight of their agency’s entire IT portfolio. Without such 
involvement from the CIO, IT projects may not have the technical 
expertise and oversight needed to be successful. However, CMS 
provided states with billions of federal dollars every year for Medicaid IT 
projects that have little or no oversight from either state or federal CIOs. 
Therefore, we continue to believe that CMS’s implementation of this 
recommendation is essential. 

With regard to recommendations seven and eight, HHS stated that the 
work it has completed and planned for recommendations one through 
four will also be used for the outcome-based certification process. The 
department added that it expects to release sub-regulatory guidance on 
streamlined certification and systems testing in 2020. We intend to follow 
up with the department and obtain and assess evidence to determine if its 
actions fully address our recommendation. 

Lastly, regarding recommendation nine, HHS stated that it has taken, and 
plans to continue to take, steps to foster an environment of shared 
learning and potential reuse across states. According to the department, it 
also plans to continue to expand and focus on the reuse condition for 
enhanced funding as an essential requirement for states that receive 
enhanced federal financial participation. This includes sharing information 
among state officers and their teams. Further, HHS plans to update 
regulations and promote reuse by strengthening the conditions for 
enhanced funding and by focusing on outcomes of projects receiving 
enhanced funding. As part of our follow up process, we intend to obtain 
and assess evidence of these actions to determine if they fully address 
our recommendation.  
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We are sending copies of this report to the appropriate congressional 
committees, the Secretary of Health and Human Services, the 
Administrator of the Centers for Medicare & Medicaid Services, and other 
interested parties. In addition, the report is available at no charge on the 
GAO website at http://www.gao.gov. 

If you or your staff have any questions about this report, please contact 
me at (202) 512-6240 or at dsouzav@gao.gov. Contact points for our 
Offices of Congressional Relations and Public Affairs may be found on 
the last page of this report. GAO staff who made key contributions to this 
report are listed in appendix V. 

 
Vijay A. D’Souza 
Director, Information Technology and Cybersecurity 
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The objectives of our review were to determine (1) the amount of federal 
funds that CMS has provided to state Medicaid programs to support 
MMIS and E&E systems’ development, operations, and maintenance; 
(2) the extent to which CMS reviews and approves states’ funding 
requests for MMIS and E&E systems and oversees the use of these 
funds; and (3) CMS’s and states’ efforts to reduce potential duplication of 
Medicaid IT systems and the outcomes of these efforts. 

To address the first objective, we analyzed the expenditure data on the 
expenditures for the design, development, installation, maintenance, and 
operations for MMIS and E&E systems from fiscal years 2008 through 
2018.1 This included expenditure data from CMS, all 50 states, the 
District of Columbia, and five territories. We obtained these data—
categorized as federal and state expenditures—from the Medicaid Budget 
Expenditure System.2 Specifically, we obtained and analyzed the form 
CMS-64, which states use to report Medicaid expenditures to CMS for the 
purpose of determining federal funding. We worked with data specialists 
in our Applied Research and Methods organization to extract from the 
form CMS-64 the budget lines associated with MMIS and E&E system 
expenditures related to the design, development, installation, and 
operations and maintenance of the systems during fiscal years 2008 
through 2018. Table 4 summarizes the budget lines used to calculate the 
expenditures for the design, development, installation, maintenance, and 
operations for MMIS and E&E systems from fiscal years 2008 through 
2018. 

  

                                                                                                                       
1We originally selected a 10-year time frame (fiscal years 2008-2017) to provide a long-
term, comprehensive view of spending. We included fiscal year 2018 once the data for 
that year became final. At the time of our review, complete expenditure data for fiscal year 
2019 was not available. 

2CMS tracks state expenditures through the automated Medicaid Budget and Expenditure 
System (MBES), which allows states to report budgeted and actual expenditures for 
Medicaid and the Children’s Health Insurance Program (CHIP) electronically. The system 
automatically calculates the amount CMS can provide to the state to fund program 
operations for MMIS and E&E systems. It also stores the state’s historical budget and 
expenditure records for data analysis purposes.  
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Table 4: CMS-64 Budget Lines Used to Calculate the Total Expenditures for the 
Design, Development, Installation, Maintenance, and Operations for Medicaid 
Management Information Systems (MMIS) and Eligibility and Enrollment (E&E) 
Systems 

CMS-64 Budget Line Budget Line Name 
MMIS design, development, and installation costs 
2A MMIS—In-house activities 
2B MMIS—private sector 
5A Mechanized systems—In-house 
5B Mechanized systems: private sector 
5C Mechanized systems - not approved under MMIS 

procedures: interagency  
MMIS operations and maintenance costs 
4A Approved MMIS: In-house activities 
4B Approved MMIS: private 
E&E system design, development, and installation costs 
28A Design development/installation of Medicaid Eligibility 

determination system—cost of in-house activities 
28B Design Development/Installation of Medicaid eligibility 

determination system—cost of private sector contractors 
E&E system operations and maintenance costs 
28C Operation of an approved Medicaid eligibility determination 

system—cost of in-house activities 
28D Operation of an approved Medicaid eligibility determination 

system—cost of private sector contractors 

Source: GAO analysis of CMS-64 data.| GAO-20-179 

 
We supplemented our analysis by interviewing CMS officials 
knowledgeable about the form CMS-64 and reimbursements to states for 
MMIS and E&E spending, as well as state Medicaid program officials who 
were knowledgeable of the steps taken by their respective states to 
receive federal funds to support MMIS and E&E system implementation 
and operation. 

Further, we incorporated data reliability questions in our interviews with 
agency officials, such as how the data are derived, maintained, and 
updated, and how CMS ensures their completeness and accuracy. We 
found these data to be sufficiently reliable for our reporting purposes. 

To address the second objective, we first asked CMS to provide us with a 
list of all the MMIS and E&E Advanced Planning Documents (APD) that 
states had submitted to the agency during fiscal years 2016 through 
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2018, along with information on the approval or denial status of each 
APD.3 In response, CMS provided us with a list of 1,353 MMIS and 509 
E&E APDs. We then analyzed the information to identify how many of the 
total APDs had been approved by CMS. 

From the list of APDs for fiscal years 2016 through 2018, we identified 
their approval status—approved, denied, withdrawn, or were pending. 
From the approved APDs—1263 MMIS and 411 E&E APDs—we selected 
a generalizable sample of 116 MMS and 83 E&E approved APDs. We 
then removed 52 MMIS APDs and six E&E APDs because they did not 
include requests for federal funds and were, therefore, outside the scope 
of our review.4 This resulted in a final generalizable sample of 62 MMIS 
APDs and 77 E&E APDs.5 

For each APD included in our final sample, we obtained and reviewed the 
APD decision package.6 We assessed each APD and its associated 
decision package against regulations and CMS guidance contained in the 
Medicaid Enterprise Certification Life Cycle and Medicaid Eligibility and 
Enrollment Life Cycle for, among other things, evidence of CMS’s review 
and funding approval, and key required elements, where appropriate—

                                                                                                                       
3See 45 C.F.R. §95.610. An APD is a recorded plan of action to request federal funding 
approval for an IT project supporting the Medicaid program.  

4According to APD documentation submitted by states, states can use the APD process 
to, for example, request that CMS review a contract or reallocate funds from a preceding 
to a current fiscal year. This audit includes a review of APD documentation submitted by 
states. We did not analyze budget or appropriations issues with regard to the APD 
submissions. 

5We generalized where appropriate, but where not appropriate due to our sample size, we 
did not generalize.  

6According to the CMS Regional Office MMIS Request Standard Operating Procedures 
and the documentation that CMS provided for our review, the decision package is to 
consist of the state’s APD submission and any additional pertinent documentation, 
including a request for proposals, contracts, and CMS APD review documentation, such 
as decision memos and financial review checklists, and additional information needed by 
CMS. CMS guidance for E&E funding requests includes information about what artifacts 
CMS is to retain, but does not use the term decision package. For consistency purposes, 
we refer to the artifacts CMS is to retain during the APD review and approval process for 
each state submitted APD as a decision package. 
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such as alternatives analyses, feasibility studies, and cost benefit 
analyses.7 

We followed a probability procedure based on random selections. 
Therefore, our sample is only one of a large number of samples that we 
could have drawn. Since each sample could have provided different 
estimates, we express the uncertainty with any particular estimate as a 95 
percent confidence interval, and this interval is the margin of error. This is 
the interval that, with repeated sampling, would be expected to contain 
the actual population value for 95 percent of the samples we could have 
drawn. As a result, the confidence intervals for 95 percent of the samples 
that could have been drawn would contain the true population value. 
Because certainty strata are a census of all files in the strata and do not 
involve sampling, there are no sampling errors (margin of error) for one 
strata: MMIS New York Regional Office. We chose to include New York 
as certainty, in part, due to the small population size of MMIS APDs in 
New York, relative to the other regional offices and combined population. 
For E&E, we do not include certainty selections because the overall 
population is smaller, and none of the offices are particularly small. Table 
5 identifies the population and sample sizes for the approved APDs for 
MMIS and E&E that were in our scope. 

Table 5: Population and Sample Sizes for In-Scope Medicaid Management 
Information System (MMIS) and Eligibility & Enrollment (E&E) Advance Planning 
Documents (APD) Approved in Fiscal Years 2016, 2017, and 2018 by APD Type and 
Regional Office (RO). 

Strata APD type Description 
Population 

 counts Sample size 
1 MMIS RO1- Boston Regional Office 86 6 
2 MMIS RO2- New York Regional Office 14 14 
3 MMIS RO3- Philadelphia Regional Office 134 6 
4 MMIS RO4- Atlanta Regional Office 198 7 
5 MMIS RO5- Chicago Regional Office 118 7 
6 MMIS RO6- Dallas Regional Office 166 5 
7 MMIS RO7- Kansas City Regional Office 76 4 
8 MMIS RO8- Denver Regional Office 171 5 
9 MMIS RO9- San Francisco Regional Office 117 5 

                                                                                                                       
7See 45 C.F.R. §95.610 and CMS, Medicaid Enterprise Certification Life Cycle (Baltimore, 
MD: September 2007, updated August 2018) and CMS, Medicaid Eligibility and 
Enrollment Life Cycle (Baltimore, MD: August 2017, updated August 2018). 
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Strata APD type Description 
Population 

 counts Sample size 
10 MMIS RO10- Seattle Regional Office 131 4 
11 E&E RO1- Boston Regional Office 55 9 
12 E&E RO2- New York Regional Office 27 5 
13 E&E RO3- Philadelphia Regional Office 40 8 
14 E&E RO4- Atlanta Regional Office 64 13 
15 E&E RO5- Chicago Regional Office 40 7 
16 E&E RO6- Dallas Regional Office 45 8 
17 E&E RO7- Kansas City Regional Office 21 5 
18 E&E RO8- Denver Regional Office 38 8 
19 E&E RO9- San Francisco Regional Office 46 9 
20 E&E RO10- Seattle Regional Office 29 5 
Total   1616 140 

Source: GAO analysis of agency data. I GAO-20-179 

 
Further, to assess the extent to which CMS oversees the states’ use of 
funding for MMIS and E&E systems, we identified those APDs in our final 
sample that included information indicating that the related system 
development projects may have completed the entire CMS life cycle 
process and received either certification or post-operational review.8 We 
identified a total of four MMIS APDs that met these criteria. We then 
asked CMS to verify whether the projects related to these four APDs had 
completed certification. CMS verified that one of the four identified 
projects had completed certification. Due to the low number of projects 
identified through this process, we requested that CMS identify three 
additional examples of MMIS system development projects outside of our 
sample that had been completed and certified. We then selected the one 
project we identified (an Alaska MMIS project) and two of the three MMIS 
projects that CMS provided to us (projects from Ohio and Indiana). Our 
selection of this purposeful non-generalizable sample of three MMIS 

                                                                                                                       
8CMS is responsible for oversight (onsite surveys and reviews) of state Automated Data 
Processing methods and practices to assure that MMIS and E&E systems are being used 
for purposes consistent with proper and efficient administration of the Medicaid program. 
See 45 C.F.R. § 95.621. According to CMS’s Medicaid Enterprise Lifecycle Process for 
MMIS and E&E systems, CMS is to do this through a formal certification process for MMIS 
and a post-operational review process for E&E systems. 
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projects was from states that were among the top, middle, and lower 
ranges for total spending.9 

Further, we identified a total of 21 APDs in our sample that included 
information indicating that the related E&E system development projects 
may have received a post-operational review. To supplement our review 
of these APDs, we also reviewed states’ survey responses related to the 
operational status of their E&E systems. From our review of the APDs 
and survey responses, we selected two E&E system projects from Ohio 
and New York—states that were among the top 10 states for total 
spending. The selection of three MMIS and two E&E systems 
development projects resulted in a non-probability, non-generalizable 
sample of state system development projects that had completed the 
entire CMS life cycle process and received either certification or post-
operational review. 

For each of the five selected projects, we obtained and reviewed key 
documentation used by CMS to conduct state project oversight, such as 
progress reports from the states’ independent verification and validation 
contractors and system certification and post-operational review reports. 
We also interviewed CMS officials responsible for the review, approval, 
and oversight of MMIS and E&E funding requests and state Medicaid 
officials from California, Alaska, Georgia, Maryland, and Mississippi who 
are charged with implementing IT systems to support the Medicaid 
program.10 

We also administered a web-based survey to all 56 states and territories 
(hereafter referred to as states). The survey solicited the states’ views 
regarding CMS’s process for approving the funding of Medicaid IT 
systems. Before administering the survey, we pretested it by interviewing 
state Medicaid officials in California, Georgia, and Maryland to ensure 
that our survey questions and skip pattern were clear and logical and that 
the respondents could answer the questions without undue burden. We 
administered the survey from August 2018 to January 2019; therefore, 
the corresponding responses reflected information and views as of that 
                                                                                                                       
9We defined the spending ranges as high (states with over $1 billion in spending), mid-
range (spending between $500 million to $900 million), and low range (states with 
spending below $500 million).  

10California, Georgia, and Maryland were selected because we pretested a survey with 
Medicaid officials in those states (discussed in the next section and appendix I). Officials 
from Alaska and Mississippi were interviewed in order to clarify responses these states 
provided for the survey. 
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time period. We received 50 responses, for an 89 percent response rate. 
See appendix III for a copy of the survey administered to states and 
territories. 

To address the third objective, we reviewed relevant regulations and 
guidance on promoting, sharing, and reusing MMIS and E&E 
technologies. Specifically, we reviewed regulations related to mechanized 
claims processing and information retrieval systems,11 the August 2016 
State Medicaid Director Letter Regarding Modularity, and the April 2018 
State Medicaid Letter Regarding Reuse.12 We also reviewed and 
analyzed documentation related to CMS initiatives for encouraging states 
to share and reuse Medicaid IT. This documentation included CMS’s 
2018 Open Source Provider Screening Module presentation conducted 
by CMS’s Data and Systems Group and screenshots depicting the 
initiatives CMS had underway to encourage states to share and reuse 
MMIS and E&E technologies. 

To obtain perspectives from the states, we included in our survey to them, 
questions related to their initiatives to share, leverage, and reuse MMIS 
and E&E systems. The questions also related to performance measures, 
results, and challenges associated with their initiatives, among other 
things. Further, we reviewed any supporting documentation provided with 
the survey responses. 

We supplemented our assessment with discussions with knowledgeable 
CMS officials in the Data Systems Group, as well as state Medicaid 
agency officials to discuss CMS’s efforts underway to reduce IT 
duplication and promote reuse. We also interviewed Medicaid officials in 
various states, including California, Alaska, and Mississippi, to discuss 
CMS’s efforts underway to encourage sharing and reuse technologies. 
We had discussions with these specific states based on survey 
responses regarding their efforts and CMS efforts to implement initiatives 
to share and reuse technologies. 

                                                                                                                       
1142 C.F.R. § 433.112(b)(13) requires that a system must meet the condition to promote 
sharing, leverage, and reuse of Medicaid technologies and systems among and within 
states. 

12CMS, State Medicaid Director Letter, SMD #16-010 Regarding CMS-2392-F 
Mechanized Claims Processing and Information Retrieval Systems–Modularity (Baltimore, 
MD: August 2016) and State Medicaid Director Letter, SMD # 18-005 Regarding CMS-
2392-F Mechanized Claims Processing and Information Retrieval Systems–Reuse 
(Baltimore, MD: April 2018) 
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We conducted this performance audit from February 2018 to September 
2020 in accordance with generally accepted government auditing 
standards. Those standards require that we plan and perform the audit to 
obtain sufficient, appropriate evidence to provide a reasonable basis for 
our findings and conclusions based on our audit objectives. We believe 
that the evidence obtained provides a reasonable basis for our findings 
and conclusions based on our audit objectives. 
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Total spending for Medicaid Management Information Systems (MMIS) 
and Eligibility and Enrollment (E&E) Systems by state or territory from 
fiscal year 2008 through 2018 is listed in the following table. 

Table 6: Total Spending for Medicaid Management Information Systems (MMIS) and 
Eligibility and Enrollment (E&E) Systems by State or Territory from Fiscal Year (FY) 
2008 through 2018 
Dollars in millions 

State 

Total MMIS and 
E&E spending from  

FY 2008-2018 State/Territory  

Total MMIS and E&E 
spending  

FY 2008-2018 
Alaska 236.10 North Dakota 281.72 
Alabama 352.80 Nebraska 251.75 
Arkansas 768.70 New Hampshire 294.02 
Arizona 375.33 New Jersey 572.78 
California 3,548.11 New Mexico 319.30 
Colorado 436.43 Nevada 344.25 
Connecticut 709.66 New York 1,627.10 
District of 
Columbia 

343.47 Ohio 1,195.81 

Delaware 334.89 Oklahoma 424.42 
Florida 636.28 Oregon 495.18 
Georgia 1,177.68 Pennsylvania 1,369.18 
Hawaii 374.95 Rhode Island 429.78 
Iowa 537.46 South Carolina 663.49 
Idaho 318.40 South Dakota 101.48 
Illinois 610.58 Tennessee 902.66 
Indiana 738.24 Texas 2,253.44 
Kansas 431.35 Utah 336.02 
Kentucky 546.55 Virginia 463.33 
Louisiana 507.24 Vermont 232.34 
Massachusetts 1,093.42 Washington 685.08 
Maryland 493.35 Wisconsin 603.93 
Maine 438.14 West Virginia 382.91 
Michigan 1,645.88 Wyoming 168.65 
Minnesota 756.27 American Samoa 0a 
Missouri 678.09 Guam 0b 
Mississippi 335.09 Northern Mariana .04 
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State 

Total MMIS and 
E&E spending from  

FY 2008-2018 State/Territory  

Total MMIS and E&E 
spending  

FY 2008-2018 
Montana 190.05 Puerto Rico 65.46 
North Carolina 1,159.71 Virgin Islands 48.02 

Source: GAO analysis of agency data. I GAO-20-179 

Notes: The cost of Medicaid information technology includes both the fixed costs of creating a 
Medicaid IT system that provides basic functions and complies with CMS requirements, as well as 
variable costs that increase with the number of enrollees and providers. States with higher enrollment 
often have higher total costs and are among the states with the lowest per-enrollee costs. In contrast, 
states with lower enrollment have higher per enrollee costs. This could happen even if the large and 
small states were equally efficient simply because increases in enrollment raise variable costs but 
divide fixed costs over more enrollees. 
aAccording to Medicaid officials in American Samoa, the territory does not have electronic systems 
and, instead, processes their Medicaid claims and enrollments manually. 
bThe Medicaid officials in Guam did not provide a response regarding their MMIS and E&E systems. 
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The questions we asked in our survey of 50 states and six territories from 
August 2018 to January 2019 are shown in figure 2. For a more detailed 
discussion of our survey methodology, see appendix I. 

Figure 2: Survey Regarding Medicaid Management Information Systems (MMIS) and Eligibility & Enrollment (E&E) Systems 
Spending 
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