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What GAO Found

The Centers for Medicare & Medicaid Services (CMS) estimated that about $16 billion—nearly 10 percent—of Medicare Advantage (MA) payments in fiscal year 2016 were improper. To identify and recover MA improper payments, CMS conducts risk adjustment data validation (RADV) audits of prior payments. These audits determine whether the diagnosis data submitted by Medicare Advantage organizations (MAOs), which offer private plan alternatives to fee-for-service (FFS) Medicare, are supported by a beneficiary’s medical record. CMS pays MAOs a predetermined monthly amount for each enrollee. CMS uses a process called risk adjustment to project each enrollee’s health care costs using diagnosis data from MAOs and demographic data from Medicare. In its 2016 report, GAO found several factors impeded CMS’s efforts to identify and recover improper payments, including:

- RADV audits were not targeted to contracts with the highest potential for improper payments. The agency’s method of calculating improper payment risk for each contract, based on the diagnoses reported for the contract’s beneficiaries, had shortcomings, and CMS did not use other available data to select the contracts with the greatest potential for improper payment recovery.

- Substantial delays in RADV audits in progress jeopardize CMS’s goal of eventually conducting annual RADV audits. CMS had RADV audits underway for payment years 2011, 2012, and 2013.

- CMS had not expanded the use of Recovery Audit Contractors (RAC) to the MA program as required by law in 2010. RACs have been used in other Medicare programs to recover improper payments for a contingency fee.

GAO recommended that CMS improve the accuracy of its methodology for identifying contracts with the greatest potential for improper payment recovery, modify the processes for selecting contracts to focus on those most likely to have improper payments, and improve the timeliness of the RADV audit process. CMS reported in July 2017 that it had taken initial actions to address these recommendations, but none had been fully implemented. GAO also recommended that CMS develop specific plans for incorporating a RAC into the RADV program. In July 2017, CMS reported that the agency is evaluating its strategy for the MA RAC with CMS leadership.

CMS has begun to use encounter data, which are similar to FFS claims data, along with diagnosis data from MAOs to help ensure the proper use of federal funds by improving risk adjustment in the MA program. Encounter data include more information about the care and health status of MA beneficiaries than the data CMS uses now to risk adjust payments. In its January 2017 report, GAO found CMS had made progress in developing plans to use encounter data for risk adjustment. However, CMS had made limited progress in validating the completeness and accuracy of MA encounter data, as GAO recommended in 2014. GAO continues to believe that CMS should establish plans for using encounter data and thoroughly assess the data for completeness and accuracy before using it to risk adjust payments.
Chairman Buchanan, Ranking Member Lewis, and Members of the Subcommittee:

I am pleased to be here today to discuss program integrity in Medicare, particularly ongoing efforts to reduce and recover improper payments in Medicare Advantage (MA). GAO has designated Medicare as a high-risk program since 1990, because of its size, complexity, and susceptibility to mismanagement and improper payments. Improper payments, which are payments that either were made in incorrect amounts, such as over- or underpayments, or were made in error, are a significant risk for Medicare. In fiscal year 2016, improper payments in Medicare reached an estimated $60 billion.¹ Some improper Medicare payments are due to fraud, which involves willful misrepresentation. The Centers for Medicare & Medicaid Services (CMS), within the Department of Health and Human Services, faces many challenges related to implementing payment methods that encourage efficient service delivery and safeguarding the program from loss as a result of improper payments.

In 2016, Medicare was projected to finance health services for more than 57 million elderly and disabled beneficiaries with expenditures of $696 billion. About two-thirds of Medicare beneficiaries are enrolled in traditional, fee-for-service (FFS) Medicare, with the remaining third enrolled in MA. In 2016, Medicare paid about $200 billion to MA organizations (MAOs), which are entities that offer a private plan alternative to FFS Medicare. CMS estimates that improper payments in MA totaled about $16.2 billion in fiscal year 2016, nearly 10 percent of CMS’s payments to MAOs that year.²

Under MA, CMS contracts with MAOs to provide services to beneficiaries. MAOs may have multiple contracts with CMS; for example, plans with varying benefit levels would each have a separate contract. CMS pays MAOs a predetermined monthly amount for each beneficiary, no matter how many services are provided or how much they cost. CMS adjusts payments to MAOs to reflect enrollees’ projected health care costs—a process known as risk adjustment. CMS pays MAOs more for enrollees

²See Department of Health and Human Services, FY 2016 Agency Financial Report (Washington, D.C.: Nov. 2016). In fiscal year 2016, CMS estimated that the net overpayments in MA (overpayments minus underpayments) were about $7 billion, or 4 percent.
who are projected to have higher medical costs, based on prior-year diagnoses and demographics (such as age and gender), and less for those projected to have lower costs. For example, a MAO receives a higher risk-adjusted payment for an enrollee with a diagnosis of diabetes or heart disease than for an otherwise identical enrollee without those diagnoses. The purpose of risk adjustment is to pay MAOs fairly and accurately, thereby decreasing incentives for MAOs to avoid enrolling sicker beneficiaries. MAOs can incur losses if their aggregate spending exceeds payments, but they can retain savings if their aggregate spending is less than payments. Because MAOs are paid a predetermined amount for each enrollee that is based on prior diagnoses, improper payments primarily result from unsupported diagnosis information from MAOs that lead to increased payments. CMS conducts risk adjustment data validation (RADV) audits of past payments to verify the accuracy of the diagnosis information submitted by MAOs. Additionally, CMS has begun to use encounter data, which are similar to FFS claims data, to help ensure that CMS appropriately risk adjusts MAO payments.

My testimony summarizes the findings and recommendations of two of our recent reports relevant to MA improper payments. In particular, I will describe (1) factors that have hindered CMS’s ability to identify and recover MA improper payments through payment audits, and (2) progress CMS has made in validating encounter data for use in risk adjusting payments to MAOs.

My remarks on factors that have hindered CMS’s ability to recover MA improper payments are based on our 2016 report examining the extent to

---

3Intentional manipulation of diagnostic information may be subject to the False Claims Act (FCA), which prohibits certain actions, including the knowing presentation of a false claim for payment by the federal government. The Department of Justice (DOJ) is responsible for enforcement of the FCA. FCA claims may also be brought by private parties on behalf of the federal government, which DOJ may elect to join, and these “whistleblowers” can receive a share of a monetary settlement or recovery plus expenses and attorneys’ fees and costs. Some whistleblowers have filed FCA claims against health plans alleging they manipulated data to overbill the MA program and improperly boost profits. For example, in one lawsuit joined by the DOJ in May 2017, an MAO was accused of knowingly ignoring information in medical charts that did not support invalid diagnoses that it submitted to CMS to increase payments.

4Encounter data are detailed information about the care and health status of MA enrollees.
which CMS has addressed improper payments in the MA program. For that report, we reviewed research and agency documents, and we analyzed data from ongoing RADV audits of 2007 and 2011 payments, which were CMS’s two initial contract-level RADV audits. We also interviewed CMS officials. My remarks on the progress CMS has made in validating encounter data and its plans to use the data are based on our 2017 report examining these issues. For that report, we compared CMS’s activities with the agency’s protocol for validating Medicaid encounter data, which are comparable data collected and submitted by entities similar to MAOs, and federal internal control standards. We also reviewed relevant agency documents and interviewed CMS officials about MA encounter data collection and reporting. More detailed information on our objectives, scope, and methodology for this work can be found in the issued reports. For this statement, we also asked CMS officials for updates on the status of our prior recommendations.

We conducted the work on which this statement is based in accordance with generally accepted government auditing standards. Those standards require that we plan and perform the audit to obtain sufficient, appropriate evidence to provide a reasonable basis for our findings and conclusions based on our audit objectives. We believe that the evidence obtained provides a reasonable basis for our findings and conclusions based on our audit objectives.

FFS Medicare generally pays providers directly for the services they perform—such as paying physicians for office visits—based on predetermined payment formulas. FFS payments are based on claims data received directly from providers. CMS relies primarily on prepayment automated checks and postpayment medical reviews to identify and recover FFS improper payments. Under the Improper Payments Information Act of 2002 (IPIA), as amended, CMS reported that the FFS
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FFS Medicare generally pays providers directly for the services they perform—such as paying physicians for office visits—based on predetermined payment formulas. FFS payments are based on claims data received directly from providers. CMS relies primarily on prepayment automated checks and postpayment medical reviews to identify and recover FFS improper payments. Under the Improper Payments Information Act of 2002 (IPIA), as amended, CMS reported that the FFS


6GAO, Medicare Advantage: Limited Progress Made to Validate Encounter Data Used to Ensure Proper Payments, GAO-17-223 (Washington, D.C.: Jan. 17, 2017). For this report, we updated findings from our 2014 report on the same subject. See GAO, Medicare Advantage: CMS Should Fully Develop Plans for Encounter Data and Assess Data Quality before Use, GAO-14-571 (Washington, D.C.: July 31, 2014). In the 2014 report, we found that CMS had taken some, but not all, appropriate actions to ensure the completeness and accuracy of MA encounter data.
improper payment rate was 11 percent for fiscal year 2016. Two-thirds of the FFS improper payment rate, according to CMS, was a result of insufficient documentation.

CMS and its contractors engage in a number of activities to prevent, identify, and recover improper payments in FFS. The Patient Protection and Affordable Care Act of 2010 included provisions designed to strengthen Medicare’s provider enrollment and screening requirements. Subsequently, CMS implemented a revised screening process for new and existing providers and suppliers based on the potential risk of fraud, waste, and abuse. In November 2016, we evaluated this revised screening process and found that CMS used the new process to screen and revalidate over 2.4 million unique applications and existing enrollment records. As a result of this process, over 23,000 new applications were denied or rejected, and over 703,000 existing enrollment records were deactivated or revoked. CMS estimates that this process saved $2.4 billion in Medicare payments to ineligible providers and suppliers from March 2011 to May 2015.

Also in FFS, CMS uses different types of contractors to conduct prepayment and postpayment reviews of Medicare claims at high risk for improper payments. We examined the review activities of these contractors and in April 2016 reported that using prepayment reviews to deny improper claims and prevent overpayments is consistent with CMS’s goal to pay claims correctly the first time. In addition, prepayment reviews can better protect Medicare funds because not all overpayments can be collected. We recommended that CMS seek legislation to allow

---

7IPIA, as amended by the Improper Payments Elimination and Recovery Act of 2010 and the Improper Payments Elimination and Recovery Improvement Act of 2012, requires executive branch agencies to annually identify programs and activities susceptible to significant improper payments, estimate the amount of improper payments, and report these estimates along with actions planned or taken to reduce them.

8Insufficient documentation occurs in FFS when the claim reviewers cannot conclude that the billed services were actually provided, were provided at the level billed, or were medically necessary. Claims are also placed into this category when a specific documentation element that is required is missing, such as a physician signature on an order, or a form that is required to be completed in its entirety.


Recovery Auditors, who are currently paid on a postpayment contingency basis from recovered payments, to conduct prepayment reviews. Although CMS did not concur with this recommendation, we continue to believe CMS should seek legislative authority to allow Recovery Auditors to conduct these reviews.

Medicare Administrative Contractors (MACs) process Medicare claims, identify areas vulnerable to improper billing, and develop general education efforts focused on these areas. In March 2017, we evaluated MACs’ provider education efforts to help reduce improper billing.\(^{11}\) We found that CMS collects limited information about how the efforts focus on the areas MACs identify as vulnerable to improper billing, and recommended that CMS require MACs to report in sufficient detail to determine the extent to which their provider education efforts focus on vulnerable areas. According to CMS, the agency has updated its reporting guidance and MACs will begin reporting more detailed information beginning in July 2017.

Whereas Medicare pays FFS providers for services provided, Medicare pays MAOs a fixed monthly amount per enrollee regardless of the services enrollees use. To identify and recover MA improper payments resulting from unsupported data submitted by MAOs for risk adjustment purposes, CMS conducts two types of RADV audits: national RADV activities and contract-level RADV audits. Both types determine whether the diagnosis codes submitted by MAOs are supported by a beneficiary’s medical record. CMS conducts national RADV activities annually to estimate the national IPIA improper payment rate for MA. For 2016, CMS estimated that 71 percent of the improper payments resulted from the insufficient medical record documentation MAOs submitted to CMS that did not support diagnoses they had previously submitted to CMS.\(^{12}\) The second type of RADV audit, contract-level audits, seeks to identify and recover improper payments from MAOs, and thus deter MAOs from submitting inaccurate diagnosis information. CMS conducted contract-level audits of 2007 payments for a sample of enrollees in 32 MA contracts. CMS’s goal is to conduct contract-level audits annually to

---


\(^{12}\)CMS also estimated that 29 percent of MAO’s improper payments in 2016 were due to administrative or process errors.
recover improper payments efficiently, among other things.\textsuperscript{13} It plans to recoup overpayments by calculating a payment error rate for a sample of enrollees in each audited contract and extrapolating the error rate to estimate the total amount of improper payments made under the contract. CMS has RADV audits underway for three payment years—2011, 2012, and 2013. In general, CMS audits about 5 percent of contracts for each year, or roughly 30 contracts.\textsuperscript{14}

CMS calculates a beneficiary’s risk score—a relative measure of projected Medicare spending—based on both demographic characteristics and health status (diagnoses). The agency uses Medicare data to determine a beneficiary’s demographic characteristics; however, it must rely on data submitted by MAOs for health status information. CMS requires MAOs to submit diagnosis codes for each beneficiary in a contract in order to calculate risk scores. Since 2004, CMS has used the Risk Adjustment Processing System (RAPS) to collect diagnosis information from MAOs. In 2012, CMS began requiring MAOs to submit encounter data. Such data include diagnosis and treatment information for all medical services and items provided to an enrollee, with a level of detail similar to FFS claims. Since 2015, CMS has used both RAPS and encounter data submitted by MAOs to risk adjust MA payments.\textsuperscript{15}

When CMS proposed collecting encounter data in 2008, the agency stated it would use the data for risk adjustment and may also use them for specified additional payment and oversight purposes. CMS has recognized the importance of ensuring that the data collected are complete—representing all encounters for all enrollees—and accurate—representing a correct record of all encounters that occurred—given the important functions for which the data will be applied.

\textsuperscript{13}CMS also expects that the RADV audits will have a sentinel effect on the quality of risk adjustment data submitted by the MAOs.


\textsuperscript{15}For 2015 MAO payments, CMS used encounter data diagnoses as an additional source of diagnoses to compute risk scores. CMS supplemented the diagnoses from each enrollee’s RAPS data file with the diagnoses from each enrollee’s MA encounter data file. For 2016, CMS used a different process that increased the importance of encounter data in computing risk scores. CMS intends to increase the weight of encounter data in the risk score calculation in the next 4 years so that encounter data will be the sole source of diagnoses by 2020.
In our 2016 report, we found several factors that hamper CMS’s recovery activities, including its failure to select contracts for audit that have the greatest potential for payment recovery, delays in conducting CMS’s first two RADV payment audits, and its lack of specific plans or a timetable for incorporating Recovery Audit Contractors (RACs) into the MA program to identify improper payments and help with their recovery.16

<table>
<thead>
<tr>
<th>Several Factors Hinder CMS’s Efforts to Recover MA Improper Payments</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>CMS Did Not Focus RADV Audits on Contracts with Highest Potential for Improper Payments</strong></td>
</tr>
</tbody>
</table>

Our 2016 report found that the results from the RADV audits of 2007 payments indicated that the scores CMS calculates to identify contracts that are candidates for audit, called coding intensity scores, were not strongly correlated with the percentage of unsupported diagnoses. CMS defines coding intensity as the average change in the risk score component specifically associated with the reported diagnoses for the beneficiaries in each contract. Increases in coding intensity measure the extent to which the estimated medical needs of the beneficiaries in a contract increase from year to year; thus, contracts whose beneficiaries appear to be getting “sicker” at a relatively rapid rate, based on the information submitted to CMS, will have relatively high coding intensity scores. Figure 1 shows, for example, that CMS reported that the percentage of unsupported diagnoses among the high coding intensity contracts it audited (36 percent) was nearly identical to the percentage among the medium coding intensity contracts (35.7 percent). Our report also found that the RADV audits were not targeted to contracts with the highest potential for improper payments.

---

16 RACs have been used in various industries, including health care programs, to identify and collect overpayments. Medicare RACs are paid on a contingency fee basis from recovered overpayments.
We identified two reasons that the RADV audits were not targeted on the contracts with the greatest potential for recoveries. The first reason is that the coding intensity scores have shortcomings. For example, our report found that CMS’s calculation may be based on scores that are not comparable across contracts, because the years of data used for each contract may differ, and there are known year-to-year differences in coding intensity scores. In addition, CMS’s calculation does not distinguish between diagnoses likely coded by providers and diagnoses subsequently coded by MAOs. Medical records that providers create from diagnoses are apt to support the diagnoses better than diagnoses subsequently coded by the MAO through medical record review. CMS has a method available to it—the Encounter Data System—that will distinguish between the two diagnoses. Although using encounter data would help target the submitted diagnoses that may be most likely related to improper payments, CMS has not outlined plans for using it. Furthermore, CMS follows contracts that are renewed or consolidated.
under a different existing contract within the same MAO, but CMS’s coding intensity calculation does not incorporate prior risk scores from an earlier contract into the MAO’s renewed contract. This could result in an improper payment risk if MAOs move beneficiaries with higher risk scores, such as those with special needs, into one consolidated contract.\textsuperscript{17}

The second reason audits are not targeted to the contracts with the greatest potential for recovery is that CMS does not always use the information available to it to select audit contracts with the highest potential for improper payments. CMS did not always target the contracts with the highest coding intensity scores, use results from prior contract-level RADV audits, account for contract consolidation, or account for contracts with high enrollment. For example, only four of the contracts selected for the 2011 RADV audit had coding intensity scores at the 90th percentile or above. Even though we found that coding intensity scores are not strongly correlated with diagnostic discrepancies, they are still somewhat correlated. Also, CMS’s 2011 contract selection methodology did not consider results from the agency’s prior RADV audits, potentially overlooking information indicating contracts with known improper payment risk. Finally, even though the potential dollar amount of improper payments to MAOs with high rates of unsupported diagnoses is likely greater when contract enrollment is large, CMS officials stated that the 2011 contract-level RADV audit contract selection did not account for contracts with high enrollment.

We made two recommendations to address these issues:

- We recommended that (1) CMS improve the accuracy of coding intensity calculations, and (2) modify its processes for selecting contracts for RADV audit to focus on those most likely to have improper payments. In July 2017, CMS officials told us that the

\textsuperscript{17}To help beneficiaries select an MA plan, CMS rates MAO contracts on a five-star scale. A contract’s rating indicates its performance relative to that of all other plans on about 50 measures of clinical quality, patient experience, and contractor performance. CMS permits MAOs to move enrollees from a contract with a low rating to a contract with a higher rating. The Medicare Payment Advisory Commission has reported that contracts with low quality ratings tend to disproportionately serve beneficiaries with special needs, including those under age 65 who are disabled. Medicare Payment Advisory Commission, Report to the Congress: Medicare Payment Policy: Online Appendices, Chapter 14 (Washington, D.C.: March 2013), 6 and Report to the Congress: Medicare Payment Policy (Washington, D.C.: March 2015), 337.
agency is working to implement these recommendations regarding the selection of contracts for audit. These officials said that CMS is reevaluating the design of the RADV audits to ensure its rigor in the context of all the payment error data acquired since the original design of the RADV audits, including an examination of whether coding intensity is the best criterion to use to select contracts for audit.

Our 2016 report found that prior contract-level RADV audits have been ongoing for years, and CMS lacks an annual timetable to conduct and complete audits. CMS officials reported at that time that the current and previous contract-level RADV audits had been ongoing for several years. CMS has audits for payment years 2011, 2012, and 2013 underway. We concluded that this slow progress in completing audits conflicted with CMS’s goal of conducting contract-level RADV audits annually, and slowed recovery of improper payments. CMS lacked a timetable that would help the agency complete these contract-level audits annually. In this regard, CMS had not followed established project management principles, which call for developing an overall plan to meet strategic goals and to complete projects in a timely manner.

In addition to the lack of a timetable, we found other factors that lengthened the time frame of the contract-level audit process. The sequential notification of MAOs that identify contracts selected for audit and then, sometimes months later, identify the beneficiaries under these contracts creates a time gap that hinders the agency from conducting annual audits. Technology problems with CMS’s system for receiving medical records are the main cause of the delay in completing CMS’s contract-level audits of 2011 payments. Additional technical issues with other systems led CMS to more than triple the medical record submission time frame for the 2011 audits.

Our report found that disputes and appeals of contract-level RADV audits have also continued for years, and CMS has not incorporated measures to expedite the process. Nearly all of the MAOs whose contracts were

---

18GAO-16-76.


20According to CMS officials, once MAO contracts are notified of selection for RADV audit, the agency prevents the MAO from submitting any additional payment data that could affect CMS’s selection of beneficiaries for audit.
included in the 2007 contract-level RADV audit cycle disputed at least one diagnosis finding following medical record review. CMS stated that MAOs disputed a total of 624 (4.3 percent) of the 14,388 audited diagnoses, and that the determinations on these disputes, which were submitted from March through May 2013, were not complete until July 2014. In addition, because the dispute process took a year and a half to complete, CMS officials stated that it did not receive all 2007 appeal requests for hearing officer review until August 2014. The hearing officer adjudicated or received a withdrawal request for 377 of the 624 appeals from August 2014 through September 2015.

For the 2011 audit cycle, CMS officials stated that the medical record dispute process will be incorporated into the appeal process. Thus, MAOs can request reconsideration of medical record review determinations concurrent with the appeal of payment error calculations, rather than sequentially, as was the case for the 2007 cycle. While this change may help, the new process does not set time limits for when reconsideration decisions must be issued. Lack of explicit time frames for appeal decisions at reconsideration hinders CMS’s collection of improper payments because the agency cannot recover extrapolated overpayments until the MAO exhausts all levels of appeal, and the lack of time frames is inconsistent with established project management principles.21

We made two recommendations to address these issues:

- We recommended that CMS take steps to improve the timeliness of the RADV audit process. In July 2017, CMS officials told us that, as part of the agency’s efforts to consolidate program integrity initiatives into one center, the decision was made to transition RADV contract-level audits to the CMS Center for Program Integrity (CPI) at the end of 2016. With the transition, CMS is implementing a formal project management structure to facilitate the timeliness of the audit process.

- We also recommended that CMS require that reconsideration decisions be rendered within a specified number of days, similar to other time frames in the Medicare program. In July 2017, CMS officials told us that the agency is actively considering options for expediting the appeals process.

21GAO-09-3SP.
Our 2016 report found that CMS had not expanded the RAC program to MA, as it was required to do by the end of 2010 by the Patient Protection and Affordable Care Act. Implementing an MA RAC would help CMS address the resource requirements of conducting contract-level audits. In 2014, CMS issued a request for proposals for an MA RAC, which would audit improper payments in three areas of MA, but CMS officials told us that CMS did not receive any proposals to do the work in those audit areas, and that its goal was to reissue the MA RAC solicitation in 2015. CMS reconsidered the audit work in the request for the MA RAC. In December 2015, CMS issued a request for information seeking industry comment on how an MA RAC could be incorporated into CMS’s existing contract-level RADV audit framework. In the request, CMS stated that it was seeking an MA RAC to help the agency expand the number of MA contracts subject to audit each year, and stated that its ultimate goal is to have all MA contracts subject to either a contract-level RADV audit or another audit that would focus on specific diagnoses determined to have a high probability of being erroneous. Officials from three Medicare FFS RACs all told us their organizations had the capacity and willingness to conduct contract-level RADV audits.

- We recommended that CMS develop specific plans for incorporating a RAC into the RADV program. In July 2016, CMS described to us its initial steps to meet this goal. In July 2017, CMS officials told us that the agency is evaluating its strategy for the MA RAC with CMS leadership.

---

In July 2014, we recommended that CMS complete all the steps necessary to validate encounter data, including performing statistical analyses, reviewing medical records, and providing MAOs with summary reports on CMS’s findings, before using the data to risk adjust payments or for other intended purposes. In our 2017 report, we found that CMS had made limited progress toward validating encounter data. (See fig. 2.) As of January 2017, CMS had begun compiling basic statistics on the volume and consistency of data submissions and preparing automated summary reports for MAOs indicating the diagnosis information used for risk adjustment; however CMS had not yet taken other important steps identified in its Medicaid protocol, which we used for comparison.

<table>
<thead>
<tr>
<th>Activity</th>
<th>July 2014 status</th>
<th>October 2016 status</th>
</tr>
</thead>
<tbody>
<tr>
<td>Establish requirements for collecting and submitting MA encounter data</td>
<td>☐</td>
<td>☐</td>
</tr>
<tr>
<td>Review MA organizations’ capability to collect and submit encounter data</td>
<td>☐</td>
<td>☐</td>
</tr>
<tr>
<td>Perform automated checks on submitted data for completeness and accuracy</td>
<td>☐</td>
<td>☐</td>
</tr>
<tr>
<td>Conduct statistical analyses for completeness and accuracy</td>
<td>☐</td>
<td>☐</td>
</tr>
<tr>
<td>Review medical records to verify encounter data</td>
<td>☐</td>
<td>☐</td>
</tr>
<tr>
<td>Summarize findings on encounter data completeness and accuracy to provide recommendations to MA organizations</td>
<td>☐</td>
<td>☐</td>
</tr>
</tbody>
</table>

Addressed

Partially addressed

Not addressed

Source: GAO | GAO-17-761T

23 GAO-14-571.

24 GAO-17-223.

25 We compared CMS’s activities to the principal activities identified in its 2012 protocol for validating Medicaid encounter data that states receive from managed care organizations—entities that provide Medicaid benefits in exchange for a fixed monthly payment. The protocol specifies a procedure for assessing the completeness and accuracy of encounter data that Medicaid managed care organizations are required to submit to state agencies. See Centers for Medicare & Medicaid Services, EQR Protocol 4: Validation of Encounter Data Reported by the MCO (Baltimore, Md: September 2012).
The steps CMS had not yet taken as of our January 2017 report are:

- **Establish benchmarks for completeness and accuracy.** This step would establish requirements for collecting and submitting MA encounter data. Without benchmarks, CMS does not have objective standards against which to hold MAOs accountable for complete and accurate data reporting.

- **Conduct analyses to compare with established benchmarks.** This would help ensure accuracy and completeness. Without such analyses, CMS has limited ability to detect potentially inaccurate or unreliable data.

- **Determine sampling methodology for medical record review and obtain medical records.** Medical record review would help ensure the accuracy of encounter data. Without these reviews, CMS cannot substantiate the information in MAO encounter data submissions and lacks evidence for determining the accuracy of encounter data.

- **Summarize analyses to highlight individual MAO issues.** This step would provide recommendations to MAOs for improving the completeness and accuracy of encounter data. Without actionable and specific recommendations from CMS, MAOs might not know how to improve their submissions.

In July 2014, we also recommended that CMS establish specific plans and time frames for using the data for all intended purposes in addition to risk adjusting payments to MAOs. We found in our 2017 report that CMS had made progress in defining its objectives for using MA encounter data for risk adjustment and in communicating its plans and time frames to MAOs. CMS reported it plans to fully transition to using MA encounter data for risk adjustment purposes by 2020. However, even though CMS had formed general ideas of how it would use MA encounter data for purposes other than risk adjustment, as of January 2017 it had not specified plans and time frames for most of the additional purposes for which the data may be used. These other purposes include activities to support program integrity.²⁶

²⁶Although CMS had not specified plans or time frames for using encounter data for program integrity activities, CMS officials told us at the time that they anticipate including MA encounter data in the Fraud Prevention System to help identify abusive billing practices and that, to date, CPI has begun using encounter data to determine improper payments to providers, among other things.
In July 2017, CMS officials told us that the agency had not taken any further actions in response to our July 2014 recommendations. Because CMS is making payments that are based on data that have not been fully validated for completeness and accuracy, the soundness of billions of dollars in Medicare expenditures remains unsubstantiated. In addition, without planning for all of the authorized uses, the agency cannot be assured that the amount and types of data being collected are necessary and sufficient for specific purposes. Given CMS’s limited progress in planning and time frames for all authorized uses of the data, we continue to believe CMS should implement our July 2014 recommendations that CMS should establish specific plans for using MA encounter data and thoroughly assess data completeness and accuracy before using the data to risk adjust payments or for other purposes. In response to our 2014 recommendations, the Department of Health and Human Services did not specify a date by which CMS would develop plans for all authorized uses of the data and did not commit to completing data validation before using the data for risk adjustment in 2015. CMS began using encounter data for risk adjustment in 2015, although it had not completed activities to validate the data.

In conclusion, Medicare remains inherently complex and susceptible to improper payments. Therefore, actions CMS takes to ensure the integrity of the MA program by identifying, reducing, and recovering improper payments would be critical to safeguarding federal funds.

Chairman Buchanan, Ranking Member Lewis, and Members of the Subcommittee, this concludes my prepared statement. I would be pleased to respond to any questions that you may have.

For questions about this statement, please contact James Cosgrove at (202) 512-7114 or cosgrovej@gao.gov. Contact points for our Offices of Congressional Relations and Public Affairs may be found on the last page of this statement.

Individuals who made key contributions to this testimony include Martin T. Gahart (Assistant Director), Aubrey Naffis (Analyst-in-Charge), Manuel Buentello, Elizabeth T. Morrison, Jennifer Rudisill, and Jennifer Whitworth.
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